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CHAPTER 1 Introduction

Welcome

Thank you for choosing our product PRASAR UCS! We hope you will make optimum use of this intelligent, fully
hosted and managed Unified Communication Server. Please read this document carefully to get acquainted with
the product before installing and operating it.

About this System Manual

This System Manual provides information and instructions for installing, configuring and using the PRASAR UCS.

You may also refer to PRASAR UCS Quick Start, for quick installation. To view or download the Quick Start, scan
the QR Code printed on the Product Label/Packaging Label.

For instructions on using the features of the PRASAR UCS by the clients, refer to the respective User Guides. The
documentation can be found at https://www.matrixcomsec.com/support/telecom-product-manuals/

For product registration and warranty related details, please visit https://www.matrixcomsec.com/warranty/
#telecom

Intended Audience

This System Manual is aimed at:

+ System Engineers, who will install, maintain and support the system. System Engineers are persons who
customize the system configuration to meet the requirements of the organization/users. It is assumed that
they are experienced in installing the Unified Communication Server, are familiar with telecom wiring
technology, how it works, and the various technical terms and functions associated with it. The SE must
have undergone training in configuring the PRASAR UCS.

No one, other than the System Engineer is permitted to make any alterations to the configuration of the
PRASAR UCS.

+ System Administrators, are the people administering the system. Generally an operator/receptionist in
an organization, or the staff manning the reception or front desk area of the establishment are selected as
System Administrators.

It is assumed that the System Administrators have some previous experience in administering the system
and its Terminals and Consoles. The System Administrators are not expected to install and program the
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Unified Communication Server, but only the routine jobs and features that are specific to them like
generating SMDR reports, Setting report filters, configuring the features, Setting Alarms, reminders, etc.

+ Users, are people/organizations who will use the resources of PRASAR UCS. They may be executives,
include personnel of small and medium businesses, large enterprises, front desk and service staff of
Hotels/Motels, hospitals, and other commercial and public organizations/institutions.

Organization of this Document

This system manual is broadly divided into the following:

* Product Description: introduces the system features and benefits, describes the application scenarios,
hardware overview, the interfaces and different licenses supported by the system.

+ Installing SPARK200: gives step-by-step instructions for preparing and installing the SPARK200 Platform
in general, the safety measures for protecting the system and persons handling the installation and
maintenance. It also provides step-by-step instructions for installation and removing the VOCODEER
module, connecting the cables and powering the system.

+ Configuring Basic PRASAR UCS Settings: contains description of how to configure PRASAR UCS and
the different network parameters associated with it.

+ Configuring Extensions: provides detailed description of how to configure the various extension - SIP
Extensions and Virtual Extensions supported by PRASAR UCS.

+ Configuring Trunks: provides detailed description of how to configure the SIP Trunks supported by
PRASAR UCS.

+ Configuring Voice Mail system: provides detailed description of how to configure the Voice Mail System
supported by PRASAR UCS.

» Features and Facilities: describes in detail, each feature and facility offered by the PRASAR UCS. This
includes a description of the feature/facility, how it works, and how to configure the feature/facility.

The feature description is arranged alphabetically by Feature Name to make it easy for you to locate the
description you want to look up.

* Voice Mail Features: describes in detail, the voice mail features offered by PRASAR UCS. This includes
a description of the VMS feature, how it works.

+ System Maintenance: provides instructions for back-up, generating reports and debugging.

How to Read this System Manual

This document is organized in a manner to help you get familiar with the SPARK200 Platform and PRASAR UCS
Application, learn how to install the platform, load application on platform, connect it to the various networks and
interfaces, start the system and use the features.

This System Manual is presented in a manner that will help you find the information you need easily and quickly.

You may use the table of contents and the Index to navigate through this document to the relevant topic or
information you want to look up.
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Cross-references are provided in blue font with hyperlinks. You can look up the source by clicking the links.

Instructions

The instructions in this document are written in a numbered, step-by-step format, as follows. Each step, its outcome
and indication/notification, wherever they occur, have been described.

Access Codes

Access codes are strings of digits dialed by an extension to

+ Call another extension, Department Group
* Grab a trunk line
» Use a Feature, like Call Transfer, Call Forward.

The Access Codes provided in the instructions throughout this document, are default access codes. It is possible to
change the Access Codes according to user requirement and preferences. Verify with the Installer/System

Engineer, if the default Access Codes have been changed, and use the access codes configured by the System
Engineer. For more information, read the topic “Access Codes” in this document.

Notices

The following symbols have been used for notices to draw your attention to important points.

o Important: fo indicate something that requires your special attention or to remind you of something you
might need to do when you are using the system.

& Caution: to indicate an action or condition that is likely to result in malfunction or damage to the system or
your property.

Warning: to indicate a hazard or an action that will cause damage to the system and or cause bodily harm
- to the user.

0 Tip: fo indicate a helpful hint giving you an alternative way to operate the system or carry out a procedure,
or use a feature more efficiently.

Terminology used in this System Manual

The technical terms and Acronyms used in this Manual are standard terms, commonly used in the
telecommunications and data communications industry. Considering the broad group of intended users of this
manual, wherever possible, use of jargon has been avoided.

Acronyms have been defined in the text and a list of the same is appended.

Some of the terms specific to this Manual that you will encounter are defined below:

The words 'UCS', ‘PRASAR UCS’, ‘Server’ and ‘System’ are used interchangeably and synonymously to mean
Unified Communication Server.
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* IP Phone: a phone that uses Voice over IP (VolP) Technologies for placing and transmitting telephone
calls over an IP network, such as the Internet.

« SIP Extensions: any SIP-enabled device — a Matrix UC Client (Matrix VARTA WIN200, Matrix VARTA
ADR100, Matrix VARTA AMP100), an IP-phone, an Extended IP-phone, a Soft phone or an Analog Phone
Adapter — registered with the system, from which you can make/receive calls to any extension or
external number.

* SIP Trunking: VolIP or streaming media service based on Session Initiation Protocol (SIP) by which
Internet Telephony Initiation Protocols (ITSPs) deliver telephonic services and Unified communications to
the customers equipped with SIP-based System.

« Extension: it is the soft port of the system on which an IP Phone is registered (hard or soft).

* Mobile Extension: a mobile/landline phone used as a remote extension of PRASAR UCS. You can
access all the features of an extension of PRASAR UCS from the mobile/landline phone.

+ Station: same as extension.

» Service Provider: the providers of Internet, that is, Internet Telephony Service Providers (ITSP).
+ Called party/Callee: the person to whom the call is made.

+ Calling party/Caller: the person who makes a call.

+ Enterprise Application/Features: pertaining to the general and special telephone and call management
features required by business establishments, public and private organizations.

* Internal numbers: same as extension numbers.

+ External Numbers: numbers of parties/individuals outside the UCS network. The unique number string
given to subscribers of PSTN, PLMN, ITSP, etc.

+ Internal Calls: calls made from and received by one extension to another extension of the PRASAR UCS.
+ External Calls: calls made by users of PRASAR UCS to subscribers of PSTN, PLMN, ITSPs, etc.
* ITSP: an internet service provider that provides the facility of sip trunking over VolP technology.

» Hospitality Application/ Features: pertaining to the special telephone and guest/patient management
features required by accommodation establishments like hotels and hospitals.

Using this Manual, we hope, you will be able to set up, operate and make optimum use of this feature packed
Unified Communication Server. If you encounter any technical problems, please contact your Dealer/reseller or the
Matrix Customer Care.
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CHAPTER 2 Product Description

Overview

Matrix PRASAR UCS - an Enterprise-grade Unified Communication solution that offers Collaboration,
Communication, Messaging and Mobility. Matrix PRASAR UCS brings diverse users from multiple locations to a
common communication platform for real-time collaboration and communication. The users can use either Matrix
SPARSH desk-phones or Matrix VARTA applications on smartphones of their choice. With Embedded UC Platform
and advanced call management, Matrix PRASAR UCS improves organization's agility and productivity.

The SPARK200 is the common hardware platform that supports both, the PRASAR UCS SME Application as well
as the PRASAR UCS ENT Application.

PRASAR UCS offers UC features, Voice over IP Integration, wireless communications, voice mail etc
This Unified Communication Server creates a collaborative environment by:

» Integrating UC Features like unified messaging, video conferencing etc.
+ Addition of more features and functions

+ Simplifying management

* Providing services and support

» Centralizing troubleshooting to help solve problems quickly

» Securing IP communications for the mobile workforce

Features and Benefits

Features - UC Features like video calling, instant messaging, IM, Email notification etc, Caller ID, Call Forwarding,
Conference calling and voice messaging.

SIP Trunking - SIP Trunking to Internet Telephony Service Providers. PRASAR UCS allows users to make or
receive SIP Trunk calls.

Trunk Interface - A network of SIP trunks.

Extensions - Provides support for Virtual Extensions and SIP Extensions using Voice over IP technology to
provide sophisticated voice performance for new and growing businesses.

UC Clients - Provides support for Matrix UC Clients — VARTA WIN200 Desktop UC Client, VARTA ADR100 and
VARTA AMP100 Mobile UC Clients.
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Telephones - A variety of IP Phones, that is, IP hard and soft phones (wired and wireless) to provide an
appropriate desktop or device telephone for every need.

Advanced Call Routing - Various options for routing incoming and outgoing calls on SIP trunks are provided.

Universal Connectivity

PRASAR UCS supports UC communication which includes Instant Messaging, Call Management, Smart Directory
and Video Calling using a variety of IP phones such as the Standard SIP Phones and Matrix UC Clients — VARTA
WIN200 Desktop UC Client, VARTA ADR100 and VARTA AMP100 Mobile UC Clients.

Matrix PRASAR UCS offers Collaboration, Communication, Messaging and Mobility for both Small as well as large
enterprises. The users can use either Matrix SPARSH desk-phones or Matrix VARTA applications on smartphones
of their choice. PRASAR UCS also supports Video Conferencing over IP using any standard SIP Video
Conferencing device.

Flexibility and Scalability

PRASAR UCS is purely an IP solution. The system is also designed to provide very high level of flexibility and
scalability to meet your future communication needs. The flexible licensing allows you to start with desired number
of SIP Users, VolP Channels and VARTA UC Users. If required, you may increase the number of users or channels
supported by purchasing the respective licenses.

The system provides you the facility to first purchase the SME license and then upgrade the same to ENT as per
your organizations needs. So, you can invest progressively in scaling up the system as the communication needs
of your organization grows.

Cost Saving and Productivity Enhancing Features

Key features like Auto Attendant, Presence, SMDR Buffer with a large capacity, that normally warrant additional
investment in most other brands, are built into the system.

Intelligent features like Auto Attendant, CLI/DDI based Routing and Dial by Name ensure efficient call management
and prompt response to callers.

Least Cost Routing and Call Budgeting help reduce communication cost and enhance productivity. Further, you can
select Fixed or Least Cost Routing to route outgoing calls. PRASAR UCS can handle calls on all ports
simultaneously, allowing full traffic on all ports.

PRASAR UCS can work as an adjunct to your existing telephony infrastructure, as a Gateway, saving you the cost
of equipment replacement, wiring and installation, while giving you IP Connectivity and a host of intelligent features.

Redundancy

To reduce down time and provide uninterrupted communication, PRASAR UCS supports redundancy between the
two systems — The Primary Server and the Backup Server. One server is in the active state and the other server is
in the standby state. When the active server fails, the standby server takes control of the functionality. Thus, on-
going calls stay in progress even when the active server gets switched to standby and vice-versa.

Hot Redundancy

Hot Redundancy is provided for the Power Adapter. Whenever, input from either of the jack fails, the power is
drawn from the other input jack without disturbing the system's functionality.
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UC Features

+ Set/View Presence

» Presence based call controlling (make call/reject call)

* Video Calling

* IM using VARTA WIN200, VARTA ADR100 and VARTA AMP100

* IM using third party SIP Phones/soft clients

» Smart directory access using VARTA WIN200, VARTA ADR100 and VARTA AMP100 for easy and quick
access to the extensions and other contacts

* Mobile and Remote workers support

» Auto-attendant with configurable call-flow

Other Key Features

* Account Codes

« Auto Black List IP Address for Web access, VolP access, etc.
* Automatic Call Distribution

+ Call Billing

+ Class of Service

» CLI Based Routing

* Closed User Group

» Simultaneous conferences with 3 parties - 21

+ Emergency Call Detection and Reporting

» Firmware and Configuration file upload using browser
* Hospitality features with Front Desk Web Interface (for Hotels and Hospitals)
* Internal SMDR Report buffer

* Least Cost Routing

» Logical Partitioning for restricting toll bypass

* Priority

+ Syslog (for easy maintenance)

+ System Activity Log

» System Fault Log

« Toll Control

» Trusted IP Address to avoid unauthorized access

* Voice Mail

*  Web-based Programming
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Know Your SPARK200

Matrix provides the SPARK200 hardware platform to run the PRASAR UCS Application.

SPARK200

This is the enclosure and it consists of the following ports and connectors.

Ports and Connectors

DC Jack1 DC Jack?

Port

24VDC-2.5A (Max)

24VDC-2.5A (Max)

LAN

WAN

USB

Connector

DC Jack1

DC Jack2

RJ45

RJ45

USB to COM
Converter
(Optional)

LAN WAN  USB Reset Switch

Description

To connect 24VDC, 2.5A Power Adapter.

To connect 24VDC, 2.5A Power Adapter (for Hot Redundancy).

To connect a computer or a LAN Switch.

To connect to the IP network over a DSL Modem or Router or a LAN Switch.

The External USB can be used as COM Port by connecting the USB to COM
Converter.

The USB to COM Port can be used to:

« set up and run software applications — PMS and CAS.

* capture System Activity Log, System Fault log and Hotel Motel
Activity logs.

* generate SMDR reports.
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Port Connector Description

Reset Switch To default the LAN IP and the System Engineer password.

LEDs

SPARK200 has two Power LEDs and a Status LED (STS).
The Power LED P1 depicts the status of DC Jack 1 and the Power LED P2 depicts the status of DC Jack 2.

During Redundancy, the Status LED of the Active System blinks Green, whereas the Status LED of the Standby
System blinks Orange.

SPARK200 can be rack mounted or placed on a table.
You will be able to use PRASAR UCS only after you have activated the PRASAR UCS Application license. For
further details, refer “Licenses Supported in PRASAR UCS”. To activate the supported licenses in the system, refer

to “How to activate your License”.

PRASAR UCS is easy to install and operate. The built-in web server, Jeeves, allows you to configure the system
parameters and features on-site as well as from a remote location.
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The Interfaces

The PRASAR UCS supports the following interfaces.

LAN Interface

The LAN Port is provided to connect:
» the system to a PC or a LAN. This port is used for operating the web-based programming software Jeeves.
» the Local Area Network to register SIP extensions through the LAN Port.
» set up and run software applications such as PMS and CAS on any PC on the LAN.
* generate Station Message Detail Record (SMDR) Reports on any PC on the LAN.
+ capture “System Activity Log”, “System Fault Log” and Hotel Motel Activity Log.

WAN Interface

The WAN Port is provided to connect:
* a LAN Switch/Hub/Router/Modem.
+ the public network over a Router/Modem. Any user on the public network can be registered as SIP
Extension through the WAN Port.
+ set up and run software applications such as PMS and CAS on any PC on the LAN.
» generate Station Message Detail Record (SMDR) Reports on any PC on the LAN.
» capture “System Activity Log”, “System Fault Log” and Hotel Motel Activity Log.

The VolIP Interface

The Voice-over-IP (VoIP) Interface connects PRASAR UCS with the internet or the private IP network. It enables
the PRASAR UCS to handle incoming and outgoing calls over the IP network. It offers great flexibility and mobility
to users for making or receiving calls across the world.

The VolIP Interface supports UC Clients, SIP Extensions and SIP Trunks.
With SIP Trunks users can make IP calls using the SIP Server of the Internet Telephony Service Providers (ITSPs).

o * By default, one NX DBM VOCODERG64 module is factory fitted. Each NX DBM VOCODER64 module
supports 64 VOCODER channels. You will be able to make and receive calls, but these will disconnect
after 60 seconds.

» To ensure call connectivity, you must purchase the application license — PRASAR UCS SME or
PRASAR UCS ENT. Both application licenses offer 8 pre-activated VOCODER channels. For more
channels, you must purchase the channel license according to your requirement. To know the license
details, see “Supported Licenses”.

The in-skin Registrar Server allows any SIP enabled device like a UC/SIP Soft Client or an IP-Phone to be
registered with it and function as the 'SIP Extension' of PRASAR UCS. The SIP Extension users can make and
receive calls to any extension user of the PRASAR UCS as well as any external numbers over VolP. With SIP
Extensions, organizations can communicate and stay connected at the lowest cost without any geographical
restrictions.

The VoIP Interface supports adaptive jitter buffer for reducing delay and improving speech quality.
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The key features of the VoIP Interface are:

*  Up to 99 SIP Trunks - for Proxy as well as Peer-to-Peer (non-Proxy) calls.

«  Upto 2100" SIP Extensions.

+ Upto 550 simultaneous IP-to-IP calls (with Direct RTP/ RTP Relay).

* Upto 124 simultaneous Transcoding calls.

* 64 simultaneous IP call legs for one NX DBM VOCODERG64 module installed.

* 128 simultaneous IP call legs for two NX DBM VOCODERG64 modules installed.
» Selectable Network Assignment (Connection Type) - Static IP, DHCP, PPPoE.

+ Selectable DNS - Automatic and Static.

« Dynamic DNS for SIP devices in public network.

+ STUN.
+ TCP and UDP NAT Keep Alive.
* VLAN

* Symmetric RTP Selection.

+ MAC Address Cloning option.

» Send CLI Option for outgoing calls

+ Selectable DTMF - RTP (RFC 2833), SIP Info, InBand

* Flash Detection using SIP INFO and RFC2833.

» Broad Voice Codec Selection: G.723, G.729 AB, GSM FR, iLBC - 30 ms, iLBC - 20 ms, G. 711 p-Law, and
G. 711 A-Law.

* Quality of Service - SIP DiffServe/ToS, RTP DiffServe/ToS

* VoIP Silence Detection and Disconnection.

» Voice Mail Subscription on SIP Extensions.

* Busy Lamp Field Subscription for SIP Trunks.

» Upto 10 Call Appearances on SIP Extensions.

* Registration of SIP Extensions from 3 different locations and Shared Call Appearance.

» Sharing the same SIP Extension number among a maximum of 3 different SIP devices using Share Call
Appearance functionality.

SIP Trunks
The SPARK200 platform when used with PRASAR UCS Application SME/ ENT supports a maximum of 99 SIP

Trunks, allowing you to subscribe to as many as 99 different Internet Telephony Service Providers (ITSP) or peer-
to-peer connectivity with multiple end SIP devices.

SIP Extensions

SPARK200 platform when used with PRASAR UCS ENT Application supports 21002 SIP Extensions which can be
registered with the in-skin SIP B2BUA.

Any SIP-enabled device like an IP-phone, a Softphone, analog phone adapter can be registered and function as
the 'SIP Extension' of the PRASAR UCS.

SIP Extension users can make and receive calls from and to other extensions of System and external numbers
over SIP trunks. You can also connect the Standard and Extended IP Phones offered by Matrix as SIP Extensions.

A SIP Extension can be registered with PRASAR UCS from three different locations. This helps the organization to
overcome geographical distances and reduce call costs.

1. PRASAR UCS SME Application supports 250 SIP Extensions.
2. PRASAR UCS SME supports 250 SIP Extensions.
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o « By default, the system allows you to register and configure all the extensions, that is, 2100°. But the
calls made/received will disconnect after 60 seconds.

» Ifyou purchase PRASAR UCS SME Application License, 100 SIP Extensions are provided free of cost.
If you purchase PRASAR UCS ENT Application License,200 SIP Extensions are provided free of cost.
For additional extensions you need to purchase an IP Subscriber license according to your
requirement. To know the license details, see “Supported Licenses”, and to know how to acquire and
activate a license key, see the topic “License Management”.

You can connect SPARK200 platform to the IP network, which may be Public Internet or a LAN.

Voice Mail System (VMS)

The PRASAR UCS application supports a full-fledged, in-skin Voice Mail System (Uploaded in the internal Pen
Drive) to provide mailbox facility to all its extensions users. The Voice Mail System also forms the basis of other
features like Conversation Recording and Call Taping.

Each Mailbox has the capacity of storing 15,000 voice messages. The maximum size of each Mailbox is 60,000
minutes. By default, the size of each Mailbox is set to 5 minutes. The maximum Message Length for each Mailbox
is 9,999 seconds. By default, the Maximum Message Length for each Mailbox is set to 15 seconds.

The VMS Application — VMS configuration files, voice messages for prompts and greetings — is uploaded in the
internal Pen Drive in the PRASAR UCS. The Pen Drive is also the storage device for mailbox messages.

o Both PRASAR UCS SME or PRASAR UCS ENT offers 4 pre-activated VMS channels. For more channels,
you must purchase the channel license according to your requirement. To know the license details,
see “Supported Licenses”

If required, you may use a Pen Drive of upto 64GB by replacing the factory fitted pendrive with a new one.
The key Voice Mail and Auto Attendant features supported by PRASAR UCS's Voice Mail System are:

* Programmable Mailbox Size.

* Programmable Message Length.

*  Welcome Greetings according to the time of the day.
+ Different voice greetings for different time zones.

» Special greetings for holidays.

» Five call transfer types: none, blind, wait for ring, wait for answer, and screened.
+ Dial by extension.

+ Dial by name.

» Personalized greetings for each mailbox.

* Individual mailbox size.

+ Call forward to voice mail.

+ Message forwarding.

+ Distribution lists.

* Broadcast message.

+ Message Wait Notification.

* Redirecting messages.

» Message Wait Notification via Email and Call.

3. PRASAR UCS SME supports 250 SIP Extensions.
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PRASAR UCS's Voice Mail System also forms the basis of other features like:

» Conversation Recording

+ Call Taping

* Voice-guided Wake-up Calls and Reminders

* Message Wait Notification

+ Call Transfer to Mailbox

+ Call Forward to Voice Mail

* Department Calls - Mailbox for Department Groups

Computer

You can also connect PRASAR UCS to a standalone computer or to a LAN Switch over the LAN/WAN Port of the
PRASAR UCS.

PC connectivity is required to:

» access the web-based configuration interface JEEVES.

» set up and run software applications such as Property Management Software (PMS), Call Accounting
Software (CAS) in the Hotel Application from Web JEEVES interface.

+ tolog into Front Desk User Mode of the Hotel Application.

» capture and download Station Message Detail Records (SMDR): SMDR reports, SMDR Online and SMDR
Posting.

» capture and download System Activity Log and System Fault Log, and Hotel Motel Activity Log in the Hotel
Application.
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Applications of PRASAR UCS

The Matrix PRASAR UCS can be deployed in small to large enterprises and institutions: manufacturing units,
corporate offices, banking and financial institutions, software firms, shopping malls, hospitals, hotels-motels, call

centers and in institutions.

lllustrated in the following are various scenarios where the PRASAR UCS finds application.

Enterprise Application

UC Applications

If connecting to the Public IP Network,

Plug one end of the RJ45 Ethernet cable into the WAN Port of the system and the other end into the Broadband

Router/Modem.

N

VARTA ADR100 gy
Maobile UC Client =

= 2

WiFi IP Phones

o
VARTA AMP100
Mabile UG Client

m =

Web GUI VARTA UG
Desktop Client

U

VARTA ADRIOD ([ o /1)

Muobile UG Client 3

p= =]
VARTA AMP100 (3G -
Mobile UG Client ™

Home Locakion

Broadband
Modem/ Router

IF Fhones L TSP -~ {_intemnet~ "%
\.p\‘_F,—"

i

ITSF Subscriber ; i

Ermiail Email Server

LAN

WAN

PRASAR UCS

Connecting PRASAR UCS to the Public IP Network
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If connecting to a Private Network (Behind a NAT Router),

Plug one end of the RJ45 Ethernet cable into the WAN Port of the system and the other end into the LAN Switch/
Hub.
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Connecting PRASAR UCS to the Private IP Network
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Hotel Application
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Closed User Group Application

PRASAR UCS _SIP Trunk

SIP - SIP
| Trunk Trunk

L5
j :
@; VARTA UC

Desktop Client PFI‘h.SAFl TJI:S

®
VARTA UG ﬂ
Desktop Client

Gateway Application for ITSP

" . I5DM BRI
? (Mo TUE
SO pxsmro
i

A SARVAM UMG
[HT)

L

s

—

. csM

PRASAR UGS

-

VARTA UG
Desktop Client

i

a

VARTA LIC
Desktop Client

~ SIP Trunk - @iverne D
-

PRASAR UCE

~
TSP !
Proxy, Registrar

[@leway Lisers

R

Matrix PRASAR UCS System Manual

17



Technical Specifications of SPARK200

Technical Particulars SPARK200
Compatible Server Application PRASAR UCS SME PRASAR UCS ENT
IP Subscribers (SIP Extensions) Up to 250 Up to 2100
SIP Trunks 99
VOIP Channels Up to 248
Voice Mail Channels Up to 64
VARTA UC Client 250 2100
Simultaneous Auto Attendant 64
Sessions (Multi Lingual IVR)
Power Supply AC-DC Adapter based (24V DC, 2.5 A)
Installation 19” Rack Mount with 1U Enclosure

Table Top
System Resource SPARK200 Description

NX DBM VOCODER64

VOCODER DAUGHTER-BOARD MODULE (Hardware)
for SPARK200 capable to support maximum 64
simultaneous VOCODING channels

4 Modules
(248 Channels)

Concurrent IP to IP Audio Calls
Without Transcoding

550 PRASAR is built-on with IP at core

Concurrent IP to IP Audio Calls
With Transcoding

Two VOCODER channel is used to transcode every
call using transcoding

124

Concurrent Video Calls from IP to
IP User

VOCODER Channel is not used (Does not support

>0 transcoded video calls)

Concurrent Audio Conferences (3-
Participants)

PRASAR has total 64 party conference capacity.
21 Conference license is required for conference
functionality.

Participants in a Single Audio
Conference

PRASAR has total 64 party conference capacity.
64 Conference license is required for conference
functionality.

Concurrent Call

Voice Mail channels and Vocoder channel is

21
Tapping/Conversation Recording required for Call Tapping/Conversation Recording
Concurrent Voice Mail sessions 64 Concurrent calls management with Voice Mail Auto-
with IVR attendant.
The maximum number of extensions supported are
Maximum call legs supported 1100 2100 but the maximum call legs supported are

1100.
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System Resource

Description

2 Gigabit Ports

Two Gigabit WAN and LAN ports with SIP trunk Registration on LAN
also

Supported Audio Codecs

G.722,G.723,G.729 AB, GSM FR,iLBC-20/30ms,G.711 u/a-law

Supported IETF RFCs

3261,3262,3262,3389, 3550, 3551, 3311, 3265, 4733, 2915,
2916, 2327, 2833, 2806, 768,793, 1034

Network Protocols

IPv6, IPv4, TCP, UDP, SNTP, STUN, ARP, ICMP, PPP, DNS, SMTP

VoIP Quality of Service

Support of Layer 2/3 CoS/QoS for SIP
Support of Layer 3 CoS/QoS for RTP
Support of Layer 2 QoS for RTP

SRTP/TLS over SIP, MD5 Authentication for SIP

Security

AES128 Password Protected Configuration by Admin and User
RAM 2 GB
ROM 256 MB

System Clock Speed

900MHz — Dual Core

Storage

System supports USB drive up-to 256 GB (8680 Hours of Storage)

Power Input

AC-DC Adapter based (Dual Adapter Connectivity with Failover)

Configuration

Web Based Intuitive GUI

Mounting Option

Rack Mount, 1U Size

Operating Temperature

0°Cto +40°C

Dimensions (WxHxD)

275x43.75x185.6 mm

Unit Weight

1.5 Kg (Approx.)

Shipping Weight

2.3 Kg (Approx.)
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Compatibility Versions of Extended Clients

Compatibility is an essential element for interactions between the Server and the clients.

The following table lists, version of the clients compatible with PRASAR UCS.

Clients Version

VARTA ADR100 V01R02

VARTA AMP100 VO1R03

VARTA WIN200 VO1R05
MATRIX SPARSH VP248 V5R22
MATRIX SPARSH VP310 V1R11
MATRIX SPARSH VP330 V1R11
MATRIX SPARSH VP510 V1R9
MATRIX SPARSH VP210 V1R1

It is recommended to use the above mentioned client version with PRASAR UCS for the overall functionality.

20
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Licenses Supported in PRASAR UCS

What's this?

The application PRASAR UCS and the features that it supports, require the purchase of licenses. When you buy
the SPARK200 Platform, you get a unique default license key for the platform.

PRASAR UCS Application License*

PRASAR UCS offers three types of application licenses.

* PRASAR UCS SME Application license
+ PRASAR UCS ENT Application license
* PRASAR UCS SME2ENT license

PRASAR UCS SME Application license supports a maximum 250 SIP Extensions. By default, this license allows
you to configure and register 100 SIP Extensions only. To configure and register additional SIP Extensions with
SPARK200, you need to activate the IP Subscriber license as per your requirement. To know about IP Subscriber
refer “IP Subscriber License”.

PRASAR UCS ENT Application license supports a maximum 2100 SIP Extensions. By default, this license allows
you to configure and register 200 SIP Extensions only. To configure and register additional SIP Extensions with
SPARK200, you need to activate the IP Subscriber license as per your requirement. To know about IP Subscriber
refer “IP Subscriber License”.

PRASAR UCS SME2ENT license allows you to convert PRASAR UCS SME Application license into PRASAR
UCS ENT Application license. This license is required when you want to register more than 250 SIP Extensions
with PRASAR.

If you purchase PRASAR UCS SME Application license, it permits the configuration and registration of only 250
SIP Extensions, to configure and register additional SIP Extensions with SPARK200, you must activate PRASAR
UCS SME2ENT license.

PRASAR UCS SME2ENT license, supports a maximum of 2100 SIP Extensions.When you purchase this license, it
allows you to configure and register 100 additional SIP Extensions with SPARK200. To register more SIP
Extensions with SPARK200, you must purchase the IP Subscribers license as per your requirement. To know about
IP Subscriber refer “IP Subscriber License”.

If no application license is activated in the system, you can register and configure 2100 SIP extensions with
SPARK200.

If you have not activated PRASAR UCS SME/ENT Application License and you do not start the Demo Period, the
system will disconnect all the connected calls® (internal or external, incoming or outgoing) after 60 seconds.

IP Subscriber License

This license permits the configuration and registration of SIP Extensions with SPARK200.

4. Refer “Pre-activated Licenses”.

5. Connected calls means where speech is connected between calling party and called party even if the called party port is not
matured.
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By default, PRASAR UCS SME Application License supports configuration and registration of 100 SIP Extensions
only. You can configure and register a maximum of 250 SIP Extensions with SPARK200, but you need to purchase
IP Subscriber License. To know the different types of IP Subscriber license, see “Supported Licenses”

By default, PRASAR UCS ENT Application License, supports configuration and registration of 200 SIP Extensions
only. You can configure and register a maximum of 2100 SIP Extensions with SPARK200, but you need to
purchase IP Subscriber License. To know the different types of IP Subscriber license, see “Supported Licenses”.

To register a Standard SIP Phone/Extended IP Hard Phone with SPARK200, you only need to purchase an IP
Subscriber License

To register a UC VARTA Clients with SPARK200, you need to purchase both IP Subscriber and VARTA License.

VOCODER Channels

VOCODER Channels license is required for SIP calling. SIP calls uses the VOCODER Channels, if you select
transcoding as RTP Mode for routing SIP calls. Refer “RTP Mode” for details of VOCODER Channels usage during
SIP calls.

The system is provided with one pre-installed NX DBM VOCODERG64 module. SPARK200 supports four NX DBM
VOCODERG64 Modules. Each NX DBM VOCODERG64 module supports a maximum of 64 VOCODER channels.

By default, 8 VOCODER channels are pre-activated when you purchase PRASAR UCS SME/ENT Application
License. If you require more channels, you must purchase the channel license according to your requirement. To
know the license details, see “Supported Licenses”

If you require more than 64 VOCODER channels, you must install additional NX DBM VOCODERG64 Module, which
you need to purchase separately.

During a SIP call, if no free VOCODER channel is available, the system will reject the call.

If no application license is activated in the system, the number of VOCODER channels that will be available will be
as per the number of NX DBM VOCODERG64 modules installed. One NX DBM VOCODERG64 module supports 64
channels.

o »  When a VMS call request is received, make sure both VOCODER and VMS channels are available,
else the system will reject the VMS call request.

* When Conference call request is received, make sure the system has a free VOCODER channel else
the system will reject the conference call request.

VMS Channels

VMS Channels license is required for allowing the VMS calls. The system allows simultaneous VMS calls as per
the license only.

The system supports a maximum of 64 channels.
By default, 4 VMS channels are pre-activated when you purchase PRASAR UCS SME/ENT Application License.
If you require more channels, you must purchase the channel license according to your requirement. To know the

license details, see “Supported Licenses”

If no application license is activated in the system, 64 VMS channels will be available.

22 Matrix PRASAR UCS System Manual



When a VMS call request is received, make sure both VOCODER and VMS channels are available, else
the system will reject the VMS call request.

Conference Participant License

By default, PRASAR UCS SME / ENT Application license allows you to conduct a conference with a maximum of 8
participants. You can either conduct a single conference with maximum 8 participants or multiple conferences with
total 8 participants overall.

As per your enterprise requirements you may require additional participants, hence PRASAR UCS offers the
Conference Participants License. The license is common for PRASAR UCS SME and ENT. To know the license

details, refer “Supported Licenses”.

To know more about different types of conferences, see“Conference-3 Party”,“Conference-Multiparty” and
“Conference Dial-In”

If no application license is activated, the maximum number of conference participants supported is 64.
o »  When Conference call request is received, make sure the system has a free VOCODER channel else

the system will reject the conference call request.
» For Raid feature to function, you must have a conference license.

Redundancy License
Redundancy License is required to support redundancy between two system — the Primary Server and Backup
Server. Make sure Redundancy license is activated in the Primary Server in which you have the other licenses
activated as well.
To know more about configuring the redundancy parameters, refer to “Configuring Redundancy Parameters”.
To know more about Redundancy License, refer to “Configuring License for Redundancy”.

o When you activate the Redundancy License, the system will restart.
When the Backup Server becomes active, PRASAR REDUNDANCY SME/ENT license of the Primary Server will
be assigned to the Backup Server. Thus, allowing you to use all the licensed features and functionalities that were
supported by the Primary Server.
By default, this license is disabled. If this license is not activated then Redundancy will not be supported.
To know more about Redundancy feature, refer to “Redundancy’.

PRASAR AUP

PRASAR AUP license allows you to up-grade the firmwares available before the time period specified in the
Application Upgrade Package Validity.

You can upgrade all the firmwares released before the Month-Year specified in the Application Upgrade Package
Validity column of the License Management page. These firmware up-gradations are free of cost.

To upgrade the firmwares after this time period, you must renew the PRASAR AUP License.

Matrix PRASAR UCS System Manual 23



If no application license is activated, the date displayed will be one year from the date of manufacture. As soon as
you activate any — PRASAR UCS SME/ENT license this date will be updated.

For Example: In a particular system, the Application Upgrade Package Validity is displayed as Dec 2019. If a new
firmware is released on March 2019, then the system can be upgraded with this firmware free of cost. Similarly, if a
new firmware is released on Jan 2020, and you wish to upgrade the system, you must renew the PRASAR AUP
License.

To take the above example further, if a new firmware is released on Jan 2022, and the Application Upgrade
Package Validity displayed in your system is Jan 2020. Now, if you wish to upgrade the system you must renew the
PRASAR AUP License twice.

To know the license details, refer “Supported Licenses”.

MATRIX VARTA User Licenses

PRASAR UCS supports three types of user licenses for VARTA Users — VARTA Essential Users, VARTA
Professional Users and VARTA Collaboration Users.

By default, 5 VARTA Essential License are pre-activated when you purchase PRASAR UCS SME Application
License. Thus allowing you to configure and register 5 VARTA clients with SPARK200. If you want to register more
VARTA Clients, you must purchase additional VARTA licenses as per your requirement. To know the license details,
see “Supported Licenses”.

By default, 10 VARTA Essential License are pre-activated when you purchase PRASAR UCS ENT Application
License. Thus allowing you to configure and register 10 VARTA clients with SPARK200. If you want to register
more VARTA Clients, you must purchase additional VARTA licenses as per your requirement. To know the license
details, see “Supported Licenses”.

When you purchase PRASAR UCS SME2ENT license, it allows you to configure and register 5 additional VARTA
clients with SPARK200.

To register a VARTA Client with SPARK200, you need to purchase both IP Subscriber and VARTA License.

Following table lists the features which will be supported in MATRIX VARTA WIN200 / VARTA ADR100 / VARTA
AMP100 when you activate the respective license.
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VARTA Essential
Users VARTA Professional Users VARTA Collaboration Users
Features
WIN ADR AMP WIN ADR AMP WIN ADR AMP
200 100 100 200 100 100 200 100 100

Making Calls v v v v v v v v v
Receiving Calls v v v v v v v v v
Hold v v v v v v v v v
Transfer v v v v v v v v v
Blind Transfer v v v v v v v v v
One Touch Transfer v v v v v v v v v
3-Party Audio Conference v v v v v v v v v
Video Call v v v v v v v v v
Intercom v v v v v v v v v
Voicemail v v v v v v v v v
Call Forward v v v v v v v v v
Do Not Disturb v v v v v v v v v
Presence v v v v v v v v v
IM and SMS v v v v v v v v v
Favorites v v v v v v v v v
Global Directory Access v v v v v v v v v
All Menu Features v v v v v v v v v
All Call Features v v v v v v v v v
Hotkeys v X X v X X v X X
R AR AR AR ARARAE
Drag and Drop Transfer X X X v X X v X X
Drag and Drop Conference X X X v X X v X X
Contact Grouping X X X v X X v X X
BLF Subscription X X X v v v v v v
DSS Soft Keys X X X v X X v X X
EsierSOﬂ Keys for Mobile x x x x v v x v v
Call Transfer to other user's

Voicemail (Blind Transfer to X X X v X X v X X
VMS)

Click to Call X X X v X X v X X

To know more about Matrix VARTA WIN200 refer to the Matrix VARTA WIN200 User Guide and for VARTA UC
Clients for Mobile refer to the respective User Guide — Matrix ADR100 User Guide and Matrix AMP100 User
Guide.

Hospitality Management System

This functional module contains a set of special telephone and guest/patient management features for hospitality
and accommodation establishments like hotels and hospitals, which PRASAR UCS supports when it is deployed in
a hotel or hospital. When you buy the license for this module, the following features will be activated:

*  Room Shift
e Check-In, Check-Out
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+ Change Room Occupancy Status

* Floor Service

* Change Room Clean Status

* Front Desk User GUI (web interface)

E911

PRASAR UCS supports the E911 license. You will be able to dial the Emergency number 911 from the system only
if you buy this license.

o This license is applicable in new systems dispatched with the Firmware V2.2 and later only.

Property Management System (PMS)

PRASAR UCS supports interface for PMS, the application software commonly used by hotels to manage their
administrative functions. The PMS Interface supports proprietary PMS protocols of Matrix (Matrix PMS Type 1 and
Type 2), Micros Opera and Softbrands Extended Starlight. To be able to select any of these PMS Protocols, you
must buy a license.

o License for the Hospitality module is a pre-requisite for PMS.

Supported Licenses

Refer to the table below to know the name of the respective licenses you need to activate for each feature.

License Name

Description

APPLICATION LICENSE

PRASAR UCS SME

Unified Communication Server License for Small-Medium
Enterprise.

PRASAR UCS ENT

Unified Communication Server License for an Enterprise.

PRASAR UCS SME2ENT

License to convert PRASAR UCS SME to PRASAR UCS ENT.

IP SUBSCRIBER

PRASAR IPSUBS

License for 5 IP Subscribers to create 5 SIP Users.

PRASAR IPSUB10

License for 10 IP Subscribers to create 10 SIP Users.

PRASAR IPSUB50

License for 50 IP Subscribers to create 50 SIP Users.

PRASAR IPSUB100

License for 100 IP Subscribers to create 100 SIP Users.

PRASAR IPSUB500

License for 500 IP Subscribers to create 500 SIP Users.

VARTA Licenses

License for 5 VARTA UC Users with Essential features. This
PRASAR VARTA USERSE license is required to register Android/iOS/Windows UC Clients.

License for 10 VARTA UC Users with Essential features. This
PRASAR VARTA USER10E license is required to register Android/iOS/Windows UC Clients.

License for 50 VARTA UC Users with Essential features. This
PRASAR VARTA USERSOE license is required to register Android/iOS/Windows UC Clients.
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License Name

Description

License for 100 VARTA UC Users with Essential features. This

PRASAR VARTA USER100E license is required to register Android/iOS/Windows UC Clients.
PRASAR VARTA USERGO0E ioene i required t regster AnaradiOSWindows UG Clients
PRASAR VARTA USERSP ioene s required t regster AncradiOSindows UG Glients
PRASAR VARTA USER10P ioene i reauired t regetor AncradOSindows UG Clents.
PRASAR VARTA USERGOP ioene s required t regetor AncradOSNindows UG Cllents.
PRASAR VARTA USER100P ioene s required t regster AnaradiOSMindows UG Cliente.
PRASAR VARTA USERS00P ioense s required t regster AnaradiOSMindows UG Clente.
e o S ARTA UG e i Cotontn e T
PRASAR VARTA USER 00 e ooraon e, s
PRASAR VARTA USER100C ioanse i reqired o ragiser AneHOIGIOSWindows UG Clints.
PRASAR VARTA USERS00C ioanse i roqired o regiser AneHoIGIOSindows UG Clints.
VOCODER CHANNEL License
PRASAR VOCODER CHNL4 License for activating 4 additional VOCODER Channels.
PRASAR VOCODER CHNL16 License for activating 16 additional VOCODER Channels.

VM

S CHANNEL License

PRASAR VMS CHNL4

License for activating 4 additional VMS Channels.

PRASAR VMS CHNL16

License for activating 16 additional VMS Channels.

CONFERENCE PARTICIPANT License

PRASAR CONF8

License for permitting 8 additional participants in a conference.

RE

DUNDANCY License

PRASAR REDUNDANCY SME

Redundancy License for Small-Medium Enterprise.

PRASAR REDUNDANCY ENT

Redundancy License for an Enterprise.

SOFTWARE UPGRADE License

PRASAR AUP

License for upgrading the System Firmware. Validity of this license
is one year.

HOSPITALITY License

PRASAR HOSPITALITY SME

License for Hospitality functions suite for PRASAR UCS SME to

support hospitality functions and features used in Hotel-Motel.
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License Name

Description

PRASAR HOSPITALITY ENT

License for Hospitality functions suite for PRASAR UCS ENT to
support hospitality functions and features used in Hotel-Motel.

PRASAR PMS SME

License for Property Management System interface for PRASAR
UCS ENT to contact with third party PMS used in Hotel-Motel.

PRASAR PMS ENT

License for Hospitality functions suite for PRASAR UCS ENT to
support hospitality functions and features used in Hotel-Motel.

E911 License

PRASAR HOSPITALITY E911 SME

License for PRASAR UCS SME to enable dialing of emergency
number 911.

PRASAR HOSPITALITY E911 ENT

License for PRASAR UCS ENT to enable dialing of emergency
number 911.

Pre-activated Licenses

Pre-activated licenses Systems purchased on Systems purchased before
January 1, 2021 and later January 1, 2021

PRASAR UCS ENT Yes No

PRASAR UCS SME Will not be applicable No

PRASAR UCS SME2ENT Will not be applicable No

IP SUBSCRIBERS (SIP EXTENSIONS) 200 12(())8 g\l\/]l_?
VOCODER CHANNELS 8 8

VMS CHANNELS 4 4
CONFERENCE PARTICIPANTS 8 8

VARTA USERS (ESSENTIAL) 10 5

The Application and feature licenses for SME will not be applicable for systems purchased on January 1, 2021 and

later. However you need to purchase the feature licenses for ENT as per your requirement. Refer “Supported

Licenses”.

To activate the above supported licenses in the system, refer to “How to activate your License”.

PRASAR UCS also offers a Demo mode for detailed information, refer to “Demo Provision”.
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CHAPTER 3 Installlng SPARK200

Before You Start

Before you begin the installation of the SPARK200, make sure that the required wiring has been done and you
have the following items ready:

+ PRASAR UCS Application License.

» Appropriate cables and connectors to set up and test the WAN interface of the system and the LAN
connection.

+ Astandalone PC or a PC connected in LAN.

» ASIP Account to test VoIP connectivity.

* One or more IP Phones for testing.

Well begun is half done; plan your hardware installation well.

Selecting the Installation Site for the system

The system maybe be rack mounted or mounted on a table. Refer to the mechanical dimensions of the model you
have, when selecting the site for installation, and deciding whether to mount the system on a table top or on a rack.

Select an appropriate site to install the system taking into consideration the following recommendations and
precautions:

* The site of installation should be well-ventilated, moisture and dust free, and not exposed to direct sunlight,
heat, excessive cold or humidity.

» The site should be equidistant from all the extensions to simplify cabling network and reduce cabling costs.

» The system should be installed at a height of at least 3.5 feet from the ground. Installation at this height
makes preventive or corrective maintenance tasks easy.

+ The system should be installed away from any source of electromagnetic noise such as any radio
equipment, heavy transformers, faulty electric chokes of tube-lights, any device having faulty colil, etc.

Read “Protecting the System and Yourself”.
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Selecting the Cables

Select standard, good quality telephone cables for the internal as well as over-head cabling.

Use twisted pair wires to reduce interference.

Use separate cable conduits for electrical and phone cables.

The length of the cables must not be too long. They must have minimum number of joints. This will help
you detect cable faults easily.

Selecting IP Extensions

Select an appropriate IP phone to be connected as extension phone. You may connect:

any of the models of the proprietary IP Phone.
any Standard SIP Phone

Providing Power Supply

The DC Adapter (24VDC-2.5 Amp) provided with the system works with input voltage ranging between 90-
240VAC.

Arrange for a separate power point and switch, close to the system.

Power supply for the system must be separate from other heavy electrical loads like Air-conditioners,
heaters, welding machines, electrical motors, etc.

The use of a UPS is recommended in case you experience frequent power failures.

Verify the Packaging Contents

Unpack the system.

Make sure that your package contains all the below items. If any item is missing or damaged, please
contact the source from where you have purchased the system.

+ SPARK 200

* 1 Vocoder Module factory fitted

+ 1 8GB USB 2.0 Pen-Drive (Flash Drive) factory fitted
* A Power Adapter

* A Power Cord (country specific)

+ Two Side Clamps
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Installing the VOCODER Module

SPARK200 supports four NX DBM VOCODER64 modules. By default, one NX DBM VOCODER64 module is
factory fitted. The system supports a maximum of 248 VOCODER channels and one NX DBM VOCODERG64
module supports 64 channels. To activate additional VOCODER channels, you must purchase other modules
separately. Matrix provides two licenses — PRASAR VOCODER CHNL4 and PRASAR VOCODER CHNL16. To

know more, refer “License Management”.

To do so,

* Unpack the NX DBM VOCODER®64 module.

* Make sure you are wearing an electrostatic discharge preventive wrist strap or belt and power supply is
switched off. Unplug the adapter, if you have connected it.

* Unscrew the unit. There are screws on the sides as well as the back panel.

* Press and push the cover panel backwards as displayed below:
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« Lift the top cover from the front side to an angle of 10 to12 degree and push backwards to open.

* Keep the cover and screws aside

There are 4 PCI Connectors for the VolP module and four pairs of studs on the board.

PCI| Connector3 PCI Connectord

PCI| Connector1 PCI Connector2

Internal
USE Port

« By default, one VOIP module is factory fitted, this is with the label M1, VOIP #1 on the board.
* Locate the label M2, VOIP#2 to affix the second module.

* Remove the screws on the studs for the module and keep them aside.
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» Carefully hold the NX DBM VOCODERG64 Module from the edges.

+ Make sure you do not touch the PCB. Insert the NX DBM VOCODER®64 Module into the PCI Connector
socket.

* Insert the NX DBM VOCODERG64 Module into the PCl Connector socket.

* Press the Module with a finger and match the mounting holes perfectly with the stud holes. Make sure you
do not touch the PCB area of the module except the yellow line provided for grounding at the front end of

the module.

» Do not apply excessive pressure.
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» Secure the module with the screws on the studs.

» Follow the same steps to install another module.

Removing the VOCODER Module

* Locate the VOCODER Module you want to remove from the board.
* Remove the screws from the module and keep them aside.

« Firmly hold the module and ease it out of the PCI connector carefully.

* Replace the screws on the studs.

VMS Interface and the Internal USB Ports

The System supports a maximum of 64 VMS channels. By default, both PRASAR UCS SME/ PRASAR UCS ENT
offers 4 pre-activated VMS channels. To activate additional VMS channels, you must purchase — PRASAR VMS
CHNL4 or PRASAR VMS CHNL16. To know more, refer “License Management”

SPARK200 supports two internal USB Ports:

* One Internal USB Port has a pendrive inserted into it (factory fitted). The pendrive which is provided to you
by default contains the VMS data, Extended IP Phones firmware and the system firmware.

* The other Internal USB Port is for future use.
You can replace the default pendrive with a new one having more space. To do so, you need to format your
new pendrive with FAT32 file format and then copy all the contents of the factory fitted pendrive into the

new pendrive.

Switch-off the system and then replace the pendrive. The system will not detect the new pendrive if you do
not restart the system after replacement.

Make sure while replacing the pendrive, you insert it in the same USB Port where the factory fitted
pendrive was inserted.
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After installing the modules into the system, place the cover and affix the screws.

Connect a computer to the LAN/WAN Port of system with the Ethernet cable supplied for the port.
Open a Web browser on the computer to access the Embedded Web Server, Jeeves.

Activate the Key provided in the License Voucher for the Application. For instructions, see “License Management”.

External USB Ports (Device Port) 3.0

PRASAR UCS supports two external USB ports — USB1, USB2 on the fascia of SPARK200. Both USB ports can
be used as COM Ports by connecting the USB to COM Converters.

& The USB to COM Converter will not be provided by Matrix.
The following USB to COM Converters are supported:

+  Prolific PL2303 by BAFO

+ CH341 by Winchiphead

& If you use any other USB to COM Converter, it may not function properly.
The USB to COM Port has a DB-9 connector.

The ports allows you to connect a PC to the system, so that you can install and operate the following features:

» set up and run software applications such as PMS and CAS on any PC on the LAN.
» generate Station Message Detail Record (SMDR) Reports on any PC on the LAN.
» capture “System Activity Log” and “System Fault Log”, Hotel Motel Activity Log.
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Protecting the System and Yourself

The System is an electronic device. When you handle any electrical or electronic equipment, you are in a situation
that could cause you bodily harm, besides damage to the product. When handling any electronic equipment, you
must be aware of the safety hazards involved in electrical circuitry and the standard practices for accident
prevention.

When using any telephone equipment, take every safety precaution to reduce the risk of fire, electric shock and
injury to persons. Read and understand the precautions, dos and don'ts of handling this product listed below.

These instructions are by no means exhaustive. So, take all the necessary precautions for handling electronic and
electrical appliances. Your safety and that of the others lies in your hands.

Location

Do not place this product in any of the following locations:

» Near a water source like a wash bowl, kitchen sink, laundry tub, near a swimming pool, or in a wet
basement.

* In places where dust, oil, corrosive fumes may come in contact with the system.

* Any area where it is exposed to direct sunlight, heat, excessive cold or humidity.

« On movable or unstable surfaces, which may cause the product to fall and get damaged.

* Any area where shocks or vibration are frequent or strong.

+ Near High-Frequency generating devices such as Electric Welder, Sewing Machine or and Microwave
Oven.

Do not leave cables exposed on the ground where they may be trampled upon, or get damaged by
entangling with feet or pressure from other heavy objects.

Power Supply

This product should be operated with proper supply voltage. If you are not sure about supply voltage,
contact authorized dealer.

The System does not work in isolation from the environment. Power is fed to the system for functioning of
the system. Also, static charges could find their way through the system components.

Protect the system from static charges

Every person carries some static charge in his/her body depending upon body composition and the
environment around them. Most of the times, this charge finds its way to the earth when the person
touches any object which is grounded, or when the person is barefoot.

Generally, persons installing or handling electronic and electrical equipment take precaution to wear
appropriate footwear to get protection from electric shocks. Doing so, the static charge accumulates in his/
her body and does not find its way to the ground. But when such a person touches any of the electronic
parts, the static charge finds its way through the electronic components thereby causing damage to the
system.
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+ So, the person installing or servicing the system must provide a path to the static charges, by wearing an
antistatic belt, which is properly earthed.

Shock and Fire Hazard

» Always wear a properly earthed, electrostatic discharge preventive wrist strap/belt while handling the
system to prevent damage to the system and harm to yourself.

» Do not open the system in power On condition.

» The ventilation openings on the sides of the product’s enclosure must not be blocked or covered to prevent
overheating.

» Never insert or push objects of any kind into this product through the slots as they may touch dangerous
voltage points or short out parts which may result in fire or electric shock.

» This product is equipped with a plug having a third (ground) pin, which fits only into a grounding-type
outlet. This is a safety feature. So, if the existing outlet is not a three-pin and or if you are unable to insert
the plug into the outlet, have the outlet replaced by the electrician.

« Do not overload wall outlets and extension cords as this can result in the risk of fire or electric shock.

* Do not disassemble this product. Opening or removing covers may expose you to dangerous voltages or
other risks. Incorrect reassembly may cause electric shock when the appliance is used. Take the product

to a qualified technician when service or repair work is required.

* Avoid using a telephone (other than a cordless type) during a storm, to prevent electric shock from
lightning.

» Do not use the telephone to report a gas leak in the vicinity of the leak so as to prevent the risk of fire.

External Devices

*  When you connect external devices like headset, telephone instruments, cables, connectors, etc., ensure
that they are of standard make and good quality, so that the functioning of the system is not affected.

» Matrix does not guarantee the performance of external devices that are not supplied by it.

Cleaning and maintenance

» Switch off power supply, and unplug the product from the power outlet before you clean.
* Do not use liquid cleaners or aerosol cleaners.

» Use a dry cloth for cleaning.
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Service and Repair

+ Do not disassemble this product. Incorrect reassembly may cause electric shock when the product is used.
Take the product to a qualified technician when service or repair work is required

»  This product must be serviced by a qualified technician only. Call your dealer, if:

» the power supply cord or plug is damaged or frayed.

+ liquid has been spilled into the product.

» the product has been exposed to rain or water.

» the product has been dropped or the cabinet has been damaged.
» the product exhibits a distinct change in performance.

Battery

System contains a 3VDC/15mAh Manganese Lithium Coin Battery (ML 1220 - Rechargeable) of diameter 12.5mm
and height 2.0mm. The Battery is located on the Board. The Battery should be replaced only by authorized dealers
of Matrix. End Users must not attempt to replace it.

Caution: There is risk of explosion if the Battery is replaced in an incorrect manner. Please dispose-off
used Batteries.

Disposal

» This product must be disposed according to the national laws and regulations prevailing in the country
where it is installed. Refer to “Disposal of Products/Components after End-Of-Life” for details.
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Connecting SIP Extensions

PRASAR UCS supports up to 2100° SIP/UC Users. SIP/UC Users can make and receive calls to any extension
user of the system and to external numbers.

You may register any SIP enabled device — a Matrix UC Client, an IP-phone, a Soft phone, Analog Phone Adapter
— as the SIP User of the system.

The Matrix UC Clients also offer UC functionalities in addition to the SIP functionalities.

The SIP Users register with the system. By default, the system allows you to register and configure all the
extensions, that is, 2100. But the calls made/received will disconnect after 60 seconds. To ensure call connectivity,
you must purchase the application license — PRASAR UCS SME or PRASAR UCS ENT. PRASAR UCS ENT

Application License offers 2007 SIP Extensions free of cost.

You may register any of the SIP enabled devices except the Matrix UC Clients with these SIP Users. For
registering the Matrix UC Clients, you must purchase both IP Subscriber and Matrix VARTA User License. If you
require additional SIP Extensions you must purchase the IP Subscribers License.

The system supports four NX DBM VOCODERG64 Modules. One module is factory fitted. You must purchase the
other modules separately. Each NX DBM VOCODER64 module supports a maximum of 64 VOCODER channels.
The Vocoder channels are required for — VoIP to VolP calls, VMS calls, conference etc.

If you have not activated any application license in the system, the number of VOCODER channels available will be
as per the number of NX DBM VOCODERG64 modules installed. By default, 8 VOCODER channels are pre-
activated if you purchase PRASAR UCS SME/ENT Application License.

If you require more channels, you can purchase the channel licenses according to your requirement.

For more information on Licenses — Matrix VARTA User License, IP Subscribers License and VOCODER Channel
License, see “License Management”.

You may connect any Standard IP Phone or Extended IP Phones of Matrix as SIP Users.

Matrix VARTA WIN200, VARTA ADR100 and VARTA AMP100 can be registered as SIP Users, also offering the
support for UC functionalities.

You may also connect/register® the following as SIP Extensions of the system:

» Connect SPARSH VP248, the Extended IP Phone. For instructions, see “Connecting SPARSH VP248 as
Extended SIP Extension”.

+ Connect SPARSH VP310, the Extended IP Phone. For instructions, see “Connecting SPARSH VP310 as
Extended SIP Extension”.

» Connect SPARSH VP330, the Touch Screen Extended IP Phone. For instruction,“Connecting SPARSH
VP330 as Extended SIP Extension”.

* Connect SPARSH VP510, the Premium IP Phone. For instruction, “Connecting SPARSH VP510 as
Extended SIP Extension”.

6. PRASAR UCS SME Application supports 250 SIP Extensions.
PRASAR UCS SME Application License offers 100 SIP Extensions free of cost.

8. PRASAR UCS supports only IPv4 Addresses for registering SPARSH VP248, SPARSH VP310, SPARASH VP330, Extended
SPARSH VP710, Mobile UC Clients as well as VARTA WIN200.

N
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Connect Extended SPARSH VP710, the Smart Video IP Phone. For instruction “Connecting Extended
SPARSH VP710 as Extended SIP Extension”.

Connect SPARSH VP210, the Entry Level IP Phone. For instruction “Connecting SPARSH VP210 as
Extended SIP Extension”.

You can configure and register following UC Clients as SIP Users of the system:

For configuring Matrix VARTA WIN200, Unified Communication Client for Windows refer to “Configuring
Matrix VARTA WIN200 UC Client”. For detailed feature functionality, refer to the MATRIX VARTA WIN200
User Guide.

Matrix Mobile UC Clients, as given below:

» For configuring Matrix VARTA AMP100, the Mobile UC Client for iPhones refer to “Configuring Matrix
VARTA ADR100/AMP100 UC Clients”. For detailed feature functionality, refer to the Matrix VARTA
AMP100 User Guide.

+ For configuring Matrix VARTA ADR100, the Mobile UC Client for Android Smartphones refer to
“Configuring Matrix VARTA ADR100/AMP100 UC Clients”. For detailed feature functionality, refer to the
Matrix VARTA ADR100 User Guide.

Refer to “PRASAR UCS Features Supported in Terminals” to know the features supported in each client.

The SIP Users may be registered over WAN or over LAN according to your preference and your IP network
installation scenario. Extended SIP Phones and UC Clients can be registered with PRASAR UCS, for details refer
to the specific topic.

You can register the same SIP User from three different locations.

0

If you register the Extended IP Phone outside the Region/Country selected for PRASAR UCS, the time and
Time Zone dependant features, such as Alarms, Reminders, Time Zone Display, of the phone at each
location will operate according to the Real Time Clock of PRASAR UCS. Also, Access Codes and
Emergency Numbers will work according to the Region/Country selected for PRASAR UCS.

Connect the Extended IP Phone, or any Standard IP Phone to the LAN Switch.

Register any SIP device (Extended IP phone/ Soft clients or Standard IP phone) on the public network as
SIP Extension.

When you register the Matrix Extended IP Phone with the system, the WAN/LAN port is used for Auto
Configuration as well for Registration of the Extended IP Phones.

When you register a SIP device other than the Matrix Extended IP Phone on the public network as SIP
Extension, do the following:

* In this SIP device configure the following:

+ the Registrar Server Address of PRASAR UCS
» the Registrar Server Port

+ the SIPID

* Authentication ID and Password.

» Configure Port Forwarding for the WAN Port of PRASAR UCS on the Router.
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If the PRASAR UCS is connected to a Public Network,

+ Connect the Matrix VARTA WIN200, Extended IP Phone, or any Standard SIP device to the LAN Switch.

* Register any SIP device (Matrix VARTA UC Clients, Extended IP phone or Standard SIP phone) on the

public network as SIP extension.

0
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e Connect Matrix VARTA WIN200, Extended IP Phones or Standard SIP Phones to the LAN Switch

* You may also register any SIP device (Matrix VARTA UC Clients, Extended IP Phone or Standard SIP
phone) on the public network as SIP Extension.

When you register the Matrix Extended IP Phone with PRASAR UCS, configure Port Forwarding for the
WAN port of the system on the Router. The WAN Port is used for Auto Configuration of the Extended IP
Phones.

Connecting SPARSH VP248 as Extended SIP Extension

You are recommended to complete the following steps before connecting the Matrix Extended IP Phone to
PRASAR UCS:

+ Decide the location of the Extended IP Phone, whether within the same network or outside, according to
your installation scenario.

o If you want to use the DHCP Server for assigning IP Address to the Extended IP Phone, select DHCP
option 224 and Data Type as ‘String’ and program the LAN or WAN IP Address /Domain Name of
PRASAR UCS and SPARSH Port in the format “IP_Address:Port” in your DHCP Server as per your
installation scenatrio.

* Login to Jeeves. For instructions, read the topic “Configuring Basic PRASAR UCS Settings”.

» Assign SIP User ID (will work as an extension number) to the Extended IP Phone. For instructions on
assigning SIP ID, see “Configuring SIP Extensions”.

For the SIP User ID you assigned to the Extended IP Phone, you must configure the necessary
parameters in PRASAR UCS so that Extended IP Phone can register as a SIP Extension. For instructions,
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see the topic “Configuring SIP Extension Settings as per the Extended Phone Type” under Configuring SIP
Extensions.

Now, follow the steps described below to install the Extended IP Phone. The instructions are common for all models
of the SPARSH VP248. For the purpose of illustration, the premium model, SPARSH VP248P, has been used.

1. Unpack the SPARSH VP248 box and verify package contents.
2. Mount the phone on a desk or wall at a location convenient to you.
* When mounting the phone on the wall,

+ Use the mounting template to drill holes of appropriate size and distance. Fix the screw grips in the
holes you drilled.

+ Fix two screws in the holes on the wall, ensuring that they are aligned with the Keyhole Slots 1 and
2.

« Use wall plugs, if required, to fix the screws. Leave the screw heads protruding from the wall to fit
into the Keyholes.

@ @ |
Hoayhola - .I Kayhols
Slot 1 Slot 2
o i
o) = AAn CR
| o | ——

+ Now, mount the phone on the wall, with the screws fitting into the Keyhole slots.

* Reverse the handset wall mount tab to make sure the handset remains intact when you mount the
phone. Push the handset wall mount tab upwards to remove it from the slot. Rotate it 180 degrees
clockwise and push it downwards into the slot.
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*  When you mount the phone on a desk,

*  You can attach the Foot Stand in two ways as illustrated in the following.
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Foot Stand attached at 30° Angle

| Lﬂﬁ&

Foot Stand attached at 50° Angle

L
B

If you attach the Foot Stand at 50°, the phone will be placed in an almost upright position on your
desk.

» Decide which of these positions would work for you best and accordingly attach the Foot Stand.

3. Connect the Handset to the Phone body.

+ Plug the long straightened end of the phone cord into the handset jack at the bottom of the phone
marked with the handset symbol.

» Plug the other (short straight) end of the phone cord into the jack at the bottom of the handset.
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4. If you want to use a Headset (not supplied) with your phone, you may plug a headset with a 2.5 mm single

connector into the headset jack headset jack with the symbol @ on the left side panel of the phone, as

illustrated in the figure below.

Headset

OR
You may plug a headset with an RJ9 connector into the headset port at the bottom of the phone, marked

with the symbol @ , as illustrated in the figure below.

Foot Stand

Keyhole
Slot 1

Headset

Handset

ia MATRIX

| =

5. Connect the LAN Port of SPARSH VP248 to the LAN Switch/Hub or a Router, according to your installation
scenario.

6. To connect your phone to a computer on your desk, use an Ethernet cable (not supplied with this phone) to
connect the PC Port of the phone to the LAN Port of the computer.

7. Plug the connector of the Power Adapter in to the power jack at the back of the phoneg. Use only the
adapter provided with the phone to prevent any damages that may arise from the use of other adapters.

9. The SPARSH VP248 does not have a power switch.
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G MATRIX

If you want to use Power over Ethernet (PoE), ensure that your LAN supports PoE. Supply power through
an 802.3af connection on the LAN Port of the phone. Do not connect the Adapter!

Plug the Power Adapter into a power outlet.

Switch ON power supply.

When you power the phone, the boot process will be initiated in the following sequence.

» All keys with LED, including the Speaker key, and the Ringer LED, will glow.

« The LCD display will light up and booting message appears.

* As soon as the ‘Loading...” message appears on the phone display, press # key.

+ Select the firmware Extended - IP Phone. Move the cursor by pressing the DOWN navigation key V.

*  When the cursor is placed under the Extended IP Phone, press Enter key.

Select the firmware
Standard SIP
Extended SIP

(—_—\

The phone will start loading the Extended IP Phone Firmware. It will display current firmware being loaded.

After loading the firmware, the phone will prompt you to change Network settings.

32 MATRIX

Change Network Settings?
Yes
No

0

Wait for a few seconds.

If you want to change the Network Settings or Server Settings, press the Enter key. Detailed instructions
for changing the Network Settings of the phone are provided at the end of this topic. See “Network
Settings”at the end of this topic.

The phone makes DHCP Discovery and fetches its IP Address and Server Address from the DHCP
Server.

On getting the IP Address and Server Address, the phone initiates Auto Configuration to download the
configuration files from PRASAR UCS.
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* As the phone downloads the configuration files, the file names will appear one by one.
* On successful download of all configuration files, the phone attempts to register with PRASAR UCS.

» On successful registration, the phone will display the current day, date and time, the extension number and
name assigned to the Extended IP Phone.

Network Settings

You can change the network settings of the Extended IP Phone by accessing the Local Menu of the phone. To
move the cursor and scroll through the menu and submenu options, use the following touch sense navigation keys
on your phone.

« The Enterkey ¥ to make a selection or to complete an action.
+ The Up key A to move up the Menu.

»  The Down key V' move down the Menu.

+ The Forward key > move the cursor one character.

+ The Back key < to move the cursor one character and to return from the submenu to the main menu.
The cursor is a non-blinking underscore that appears under the first letter of the first option in the menu. To make a

selection in the menu, you must move the cursor in the desired direction using the Up, Down, Forward and Back
key. When the cursor is at the desired position, press Enter key to make a selection.

Accessing Network Settings

You can access the Network Settings of the Extended IP Phone in any of the following stages:

1. During start-up, when the phone prompts you to change the network settings after loading the firmware.

3 MATRIX

Change Network Settings?
Yes
No

You must press the Enter Key to select Yes and access network settings.

2. When the phone is making Network discovery, downloading configuration files, attempting registration.

You must press the Enter Key ¥ to access network settings,
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3. When the phone is in idle state. You must press the DSS key assigned to ‘Local Menu’.
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4. When you press the Local Menu DSS Key (in idle state) or when you press the Enter key during any
process, the Local Menu appears on your phone display.

5 MATRIX W

LOCAL MENU
Cursor ) Network Parameters
Network Status

You can configure Network Parameters and view Network status from the Local Menu.

Configuring Network Parameters
* In the Local Menu of the phone, select Network Parameters by pressing the Enter Key.

* The Network Parameters submenu appears.

i MATRIX

NET WORKPARAMETERS
MAC:00:1b:09:00:9a:a7
Connection Type
IPAddress
SubnetMask
GatewayAddress

Use the Down/Up key to reach the desired network parameter and press Enter key to select and change
the settings.

* You can configure all network parameters described below, except the MAC Address.
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o » To enter a dot in the editable fields — IP Address, Subnet Mask, Gateway Address, DNS Address,
Server Address — press * (Star) key.
» If you want to clear a single digit/character, move the cursor to the right of the digit/character you wish
to clear. Now press the Cancel key. The digit to the left of the cursor will be deleted. If the cursor is to
the extreme left and you press the Cancel key, you will go to the previous menu.

Connection Type

» Select the Connection Type as DHCP, PPPoE or Static according to the IP Addressing scheme of your
network.

If you select DHCP or PPPoE, the phone will be assigned IP Address, Subnet Mask and Gateway
Address, DNS Address Server Address, automatically by the DHCP/PPPOE server.

For PPPoE Connection Type, you must configure the PPPoE User ID and Password provided by the
Internet Service Provider.

If you select Static, you must assign the IP Address, Subnet Mask and Gateway Address to the phone.

IP Address

» If you select Static as Connection Type, enter the static IP Address to be assigned to the phone.
Enter the desired Static IP Address by pressing the digit keys.

To enter the dot/period in the IP Address, press the Star ™’ key.

Subnet Mask

+ If you select Static as Connection Type, enter the Subnet Mask to be applied on the phone by pressing the
digit keys.

To enter the dot/period in the IP Address, press the Star ™’ key.

Gateway Address

+ If you select Static as Connection Type, enter the Gateway Address here. This is the IP Address of the
LAN Port of the Router.

DNS Server

+ If you select Static as Connection Type, select the DNS Server option Static and configure the DNS
Address.

» If you select DHCP or PPPoE as Connection Type and your Internet Service Provider provides DNS
Address, select the DNS Server option Automatic. However, if your Internet Service Provider does not
provide DNS Address, select Static and configure the DNS Address.

DNS Address
» If you select DNS Server as Static, enter the DNS Address here.

Tl

To enter dot/period in the IP Address, press the Star ™’ key.
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DNS Domain Name
+ If you select DNS Server as Static, enter the DNS Domain Name here. DNS Domain Name is optional.
PPPoE User ID

» If you have selected PPPoE as Connection Type, you must enter the User ID provided to you by your
Internet Service Provider.

PPPoE Password

» This is the password provided by your Internet Service Provider for the PPPoE User ID. If you have
selected PPPoE as Connection Type, you must enter the password provided by your Internet Service
provider here.

PPPoE Service Name

+ If your Internet Service Provider has provided a Service Name, enter the Service Name here. If your
Internet Service Provider has not provided a Service Name, do not configure this parameter.

Server Address

» The system works as the Auto Configuration Server for the phone. Enter the LAN or WAN IP Address/
Domain Name of PRASAR UCS here. Default: blank. The phone sends the request for configuration files
to this Server Address.

If you have selected DHCP as Connection Type, the phone will get the Server Address and Port
automatically from the DHCP Server. For this, use DHCP option 224 and Data Type as ‘String’ to provide
Server Address and Port from the DHCP Server.

For PPPoE and Static Connection Types, you need to enter the Server Address.
Server Port

» Enter the SPARSH Port of PRASAR UCS here. The phone sends the request for configuration files to this
port.

Valid range of the port is: 80 or 1025-65535. Default: 80.

VLAN Setting

If your phone is connected to a virtual LAN, you need to configure VLAN Settings.

To enable the VLAN switch to correctly route packets generated by the phone and the computers (on the LAN) to
each other, the packets must be tagged with a VLAN header.

The VLAN header consists of the VLAN ID (12-bit) and Class of Service (CoS, 3-bit) for prioritization of traffic'°.

The meaning of CoS bits with respect to traffic type is as follows:

CoS | Traffic Type

0 Best Effort

10. The IEEE 802.1P standard allows Layer2 switches to prioritize the traffic, thus providing Quality of Service (QoS), that is, better han-
dling of data that pass over a network, thereby resulting in greater reliability and quality. Quality of Service (QoS) on Layer?2 is referred
to as Class of Service (CoS) which is defined by IEEE 802.1P.
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CoS | Traffic Type

1 Background

Spare

Excellent Effort

Controlled Load

Video

Voice
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Network Control

* Select Phone VLAN/COS to add VLAN header to the packets generated by the phone, and add VLAN
header to the packets relayed from the PC to its LAN port (packets generated by the PC connected to its
PC port).

» To configure Phone VLAN/COS, select Enable?. The VLAN ID will be tagged on all packets generated
by the phone (SIP, RTP, DNS, ARP, etc.). Default: Disabled.

+ Select VLAN ID and enter the VLAN ID that you have assigned to the VLAN in which the IP Phones are
connected. Valid range: 0-4094. Default: 1.

+ Select SIP CoS and define the CoS (priority) bits in all SIP packets. Valid range: 0-7. Default: 3
+ Select RTP CoS and define the CoS (priority) bits in all RTP packets. Valid range: 0-7. Default: 6.

» Select PC/VLAN CoS to add VLAN header to all packets entering the PC Port and leaving the LAN port of
the phone. Default: Disabled.

« To configure PC VLAN/COS, select Enable?.

+ Select VLAN ID and enter the same ID as you have assigned to the VLAN in which the computers are
connected. Valid range: 0-4094. Default: 1.

+ Select CoS and define the Layer 2 CoS (priority) bits. Valid range: 0-7. Default: 0.
PCAP

To capture packets sent and received from and by the phone for monitoring and troubleshooting, you can enable
PCAP on the phone. The phone captures up to 1 MB of packets. For more information and for instructions on how
to use PCAP Trace on the phone, see “Using PCAP Trace for Matrix SPARSH VP248 Extended IP Phone”, under
PCAP Trace.

When you change the Network Settings, the phone will restart.

MAC Cloning

If you require cloning of the MAC Address, configure the following:
+ Select Enable?.

* In Enter Clone MAC Address, enter the address you wish to clone.
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802.1x Authentication

If you want to restrict unauthorized clients from connecting to your LAN, you need to enable 802.1x Authentication.
Using EAP MD5 protocol the PC connected to the LAN port of the IP Phone is first authenticated and then it gets
connected to LAN.

You need to configure the following 802.1x Authentication parameters:

» Select Enable?.

« Enter the 802.1x Authentication Identity provided by you network administrator.

* Enter the 802.1x Authentication MD5 Password associated with identity provided by your network
administrator.

Viewing Network Status

* In the Local Menu of the phone, place the cursor on Network Status and press the Enter key.

+ The Network Status submenu appears.

3 MATRIX

NETWORKSTATUS
MAC: 00:1b:09:00:9a:a7
IP: 192.168.201.205
MASK: 255.255.255.0
GW: 192.168.201.3
DNS:

Use the Down/Up key to view the status of the various network parameters. The status of the following
parameters appear on your display as you scroll.

MAC: This is the MAC Address of the phone.

IP: The current IP Address assigned to the phone.

MASK: The current Subnet mask assigned to the phone.

GW: The current Gateway IP Address assigned to the phone.

DNS: The Domain Name Server address assigned to the phone.

S. ADD: The LAN or WAN IP Address / Domain Name of the PRASAR UCS.
S. PORT: The SPARSH Port PRASAR UCS.

DOMAIN: The Domain Name assigned to the phone.

802.1x Authentication: The 802.1x authentication status is displayed—Success, Failure,
Authenticating or Disabled.

FIRM: The version of the current Firmware of the phone.

UBOOT: The UBOOT release date.
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« KERNEL: The KERNEL release date.

Connecting SPARSH VP310 as Extended SIP Extension

You are recommended to complete the following steps before connecting the Matrix Extended IP Phone to
PRASAR UCS:

» Decide the location of the Extended IP Phone, whether within the same network or outside, according to
your installation scenario.

o If you want to use the DHCP Server for assigning IP Address to the Extended IP Phone, select DHCP
option 224 and Data Type as ‘String’ and program the LAN or WAN IP Address /Domain Name of

PRASAR UCS and SPARSH Port in the format “IP_Address:Port” in your DHCP Server as per your
installation scenario.

* Login to Jeeves. For instructions, read the topic “Configuring Basic PRASAR UCS Settings”.

» Assign an extension number (SIP ID) to the Extended IP Phone. For instructions on assigning SIP ID, see
“Configuring SIP Extensions”.

For the SIP extension number you assigned to the Extended IP Phone, you must configure the necessary
parameters in PRASAR UCS so that Extended IP Phone can register as a SIP Extension. For instructions,

see the topic “Configuring SIP Extension Settings as per the Extended Phone Type” under Configuring SIP
Extensions.

Now, follow the steps described below to install the Extended IP Phone.
1. Unpack the SPARSH VP310 box and verify package contents.
2. You can mount the phone on a wall or on the desk.
3. When you mount SPARSH VP310 on a wall,
» Use the mounting template to drill holes of appropriate size and distance.
+ Fix the screw grips in the holes you drilled.

+ Fix two screws in the holes on the wall, ensuring that they are aligned with the Keyhole Slots 1 and 2 of
SPARSH VP310. The screws should protrude from the wall to fit into the Keyhole Slots.
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* Now, mount the phone with the screws fitting into the Keyhole Slot.
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Reverse the handset wall mount tab to make sure the handset remains intact when you mount the

phone. Push the handset wall mount tab upwards to remove it from the slot. Rotate it 180 degrees
clockwise and push it downwards into the slot.

On the Desk Wall Mount

-
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»  When you mount the phone on a desk,

* You can attach the Foot Stand in two ways as illustrated in the following.

Foot Stand attached at 35° Angle

f'

J000p0000000000

m H Stand attached at
35 degree angle

Foot Stand attached at 50° Angle
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Stand attached at
Iﬂ m ® 50 degree angle
@
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| |

If you attach the Foot Stand at 50°, the phone will be placed in an almost upright position on your desk.

-

Decide which of these positions would work for you best and accordingly attach the Foot Stand.
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4. Connect the Handset to the Phone body.

* Plug the long straightened end of the phone cord into the handset jack on the left side panel of the

phone marked with the handset symbol l .

» Plug the other (short straight) end of the phone cord into the jack at the bottom of the handset.
5. If you want to use a Headset (not supplied) with your phone, you may plug a headset with a 3.5 mm single

connector into the headset jack headset jack with the symbol Q on the left side panel of the phone, as

illustrated in the figure above.
OR

You may also plug in a headset with RJ9 connector into the headset port on the left side panel of the

phone, marked with the symbol O .

Router /
LAN Switch
Computer

Adapter (Optional)

6. Connect the LAN Port of SPARSH VP310 to the LAN Switch/Hub or a Router, according to your installation
scenario using the Ethernet cable.

7. To connect your phone to a computer on your desk, use an Ethernet cable (not supplied with this phone) to
connect the PC Port of the phone to the LAN Port of the computer.
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It is a PoE enabled phone and can be powered over Ethernet by connecting it to a PoE enabled LAN
switch(IEEE802.3af complaint).

If you do not want to use PoE, plug in the connector of the adapter into the power jack(DC Jack) with the
label 5VDC-2A at the bottom of the phone. Plug in the power adapter into a power outlet

The IP phone should be used with Matrix original power adapter (5V/2A) only. The use of any third-party
power adapter may cause damage to the phone.

If both the power options, that is, POE as well as Power Adapter are available to the phone, then the phone
will derive power from the PoE enabled LAN Switch.

Switch ON power supply.

When you power the phone, the boot process will be initiated in the following sequence.

» All keys with LED, including the Speaker key, and the Ringer LED, will glow.

» The LCD display will light up and the booting message appears.

» Then the ‘Loading...” message appears on the phone display.

The phone will start loading the Extended IP Phone Firmware. It will display current firmware being loaded.

After loading the firmware, the phone will prompt you to change Network settings.

5 MATRIX

Change Network Setting ?

Yes

Wait for a few seconds.
If you want to change the Network Settings or Server Settings, press the Enter key. Detailed instructions
for changing the Network Settings of the phone are provided at the end of this topic. See “Network

Settings” at the end of this topic.

The phone makes DHCP Discovery and fetches its IP Address and Server Address from the DHCP
Server.

On getting the IP Address and Server Address, the phone initiates Auto Configuration to download the
configuration files from PRASAR UCS.

As the phone downloads the configuration files, the file names will appear one by one.
On successful download of all configuration files, the phone attempts to register with PRASAR UCS.

On successful registration, the phone will display the current day, date and time, the extension number and
name assigned to the Extended IP Phone.
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Network Settings

You can change the network settings of the Extended IP Phone. Press the Down key V' when the phone is in idle
state. To move the cursor and scroll through the menu and submenu options, use the following navigation keys on
your phone.

The Enter key ¥ to make a selection or to complete an action.

The Up key A to move up the Menu.

The Down key V' move down the Menu.

The Forward key > move the cursor one character.

The Back key € to move the cursor one character and to return from the submenu to the main menu.

The Cancel key X to exit a menu.

The cursor is a non-blinking underscore that appears under the first letter of the first option in the menu. To make a
selection in the menu, you must move the cursor in the desired direction using the Up, Down, Forward and Back
key. When the cursor is at the desired position, press Enter key to make a selection.

Accessing Network Settings

You can access the Network Settings of the Extended IP Phone in any of the following stages:

1.

During start-up, when the phone prompts you to change the network settings after loading the firmware.

5 MATRIX

Change Network Setting?

Yes

You must press the Enter key ¥ to select Yes and access network settings.

2. When the phone is making Network discovery, downloading configuration files, attempting registration.

You must press the Down key V' to access network settings.

3. When the phone is in idle state. You must press the Down key V to access the Network Settings.

Configuring Network Parameters

When the phone is in idle state. You must press the Down key V to access the Network Settings.
Press Enter key to select Network Parameters.
The Network Parameters submenu appears.

Use the Down/Up key to reach the desired network parameter and press Enter key to select and change
the settings.

You can configure all network parameters described below, except the MAC Address.
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» To enter a dot in the editable fields — IP Address, Subnet Mask, Gateway Address, DNS Address,
o Server Address — press * (Star) key.
» If you want to clear a single digit/character, move the cursor to the right of the digit/character you wish
to clear. Now press the Cancel key. The digit to the left of the cursor will be deleted. If the cursor is to
the extreme left and you press the Cancel key, you will go to the previous menu.

Connection Type

» Select the Connection Type as DHCP, PPPoE or Static according to the IP Addressing scheme of your
network.

If you select DHCP or PPPoE, the phone will be assigned IP Address, Subnet Mask and Gateway
Address, DNS Address, Server Address, automatically by the DHCP/PPPoE server.

For PPPoE Connection Type, you must configure the PPPoE User ID and Password provided by the
Internet Service Provider.

If you select Static, you must assign the IP Address, Subnet Mask and Gateway Address to the phone.

IP Address

» If you select Static as Connection Type, enter the static IP Address to be assigned to the phone.
Enter the desired Static IP Address by pressing the digit keys.

To enter the dot/period in the IP Address, press the Star * key.

Subnet Mask

» If you select Static as Connection Type, enter the Subnet Mask to be applied on the phone by pressing the
digit keys.

To enter the dot/period in the IP Address, press the Star “*’ key.

Gateway Address

+ If you select Static as Connection Type, enter the Gateway Address here. This is the IP Address of the
LAN Port of the Router.

DNS Server

+ If you select Static as Connection Type, select the DNS Server option Static and configure the DNS
Address.

» If you select DHCP or PPPoE as Connection Type and your Internet Service Provider provides DNS
Address, select the DNS Server option Automatic. However, if your Internet Service Provider does not
provide DNS Address, select Static and configure the DNS Address.

DNS Address

+ If you select DNS Server as Static, enter the DNS Address here.
To enter dot/period in the IP Address, press the Star *’ key.

DNS Domain Name

» If you select DNS Server as Static, enter the DNS Domain Name here. DNS Domain Name is optional.
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PPPoE User ID

» If you have selected PPPoE as Connection Type, you must enter the User ID provided to you by your
Internet Service Provider.

PPPoE Password

« This is the password provided by your Internet Service Provider for the PPPoE User ID. If you have
selected PPPoE as Connection Type, you must enter the password provided by your Internet Service
provider here.

PPPoE Service Name

» If your Internet Service Provider has provided a Service Name, enter the Service Name here. If your
Internet Service Provider has not provided a Service Name, do not configure this parameter.

Primary Server Address

* The system works as the Auto Configuration Server for the phone. Enter the LAN or WAN IP Address/
Domain Name of PRASAR UCS here. Default: blank. The phone sends the request for configuration files
to this Server Address.

If you have selected DHCP as Connection Type, the phone will get the Primary Server Address and Port
automatically from the DHCP Server. For this, use DHCP option 224 and Data Type as ‘String’ to provide
Server Address and Port from the DHCP Server.

For PPPoE and Static Connection Types, you need to enter the Server Address.
Primary Server Port

» Enter the SPARSH Port of PRASAR UCS here. The phone sends the request for configuration files to this
port.

Valid range of the port is: 80 or 1025-65535. Default: 80.

Secondary Server Address

» If required, you can also configure the Secondary Sever Address as a fallback option. If the registration
with the Primary Server fails the phone will send the registration and configuration requests to the
Secondary Server Address. Speech-cut or unclear speech may be observed during on-going mature calls.

Secondary Server Port

» Enter the Secondary Server Port. The phone sends the request for configuration files to this port if the
Primary Server fails.

Valid range of the port is: 80 or 1025-65535. Default: 80.

VLAN Setting

If your phone is connected to a virtual LAN, you need to configure VLAN Settings.

To enable the VLAN switch to correctly route packets generated by the phone and the computers (on the LAN) to
each other, the packets must be tagged with a VLAN header.

The VLAN header consists of the VLAN ID (12-bit) and Class of Service (CoS, 3-bit) for prioritization of traffic'".
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The meaning of CoS bits with respect to traffic type is as follows:

CoS | Traffic Type

0 Best Effort

1 Background

Spare

Excellent Effort

Controlled Load

Video

Voice

N ol b~ OIDN

Network Control

* Select Phone VLAN/COS to add VLAN header to the packets generated by the phone, and add VLAN
header to the packets relayed from the PC to its LAN port (packets generated by the PC connected to its
PC port).

+ To configure Phone VLAN/COS, select Enable?. The VLAN ID will be tagged on all packets generated
by the phone (SIP, RTP, DNS, ARP, etc.). Default: Disabled.

+ Select VLAN ID and enter the VLAN ID that you have assigned to the VLAN in which the IP Phones are
connected. Valid range: 0-4094. Default: 1.

+ Select SIP CoS and define the CoS (priority) bits in all SIP packets. Valid range: 0-7. Default: 3
+ Select RTP CoS and define the CoS (priority) bits in all RTP packets. Valid range: 0-7. Default: 6.

» Select PC/VLAN CoS to add VLAN header to all packets entering the PC Port and leaving the LAN port of
the phone. Default: Disabled.

» To configure PC VLAN/COS, select Enable?.

+ Select VLAN ID and enter the same ID as you have assigned to the VLAN in which the computers are
connected. Valid range: 0-4094. Default: 1.

+ Select CoS and define the Layer 2 CoS (priority) bits. Valid range: 0-7. Default: 0.
PCAP

To capture packets sent and received from and by the phone for monitoring and troubleshooting, you can enable
PCAP on the phone. The phone captures up to 1 MB of packets. For more information and for instructions on how
to use PCAP Trace on the phone, see “Using PCAP Trace for Matrix SPARSH VP310 Matrix Extended IP Phone”,
under PCAP Trace.

11. The IEEE 802.1P standard allows Layer2 switches to prioritize the traffic, thus providing Quality of Service (QoS), that is, better han-
dling of data that pass over a network, thereby resulting in greater reliability and quality. Quality of Service (QoS) on Layer?2 is referred
to as Class of Service (CoS) which is defined by IEEE 802.1P.
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MAC Cloning

If you require cloning of the MAC Address, configure the following:

+ Select Enable? and press the Enter key. Select Yes to enable.

* In Enter Clone MAC Address, enter the address you wish to clone.

802.1x Authentication

If you want to restrict unauthorized clients from connecting to your LAN, you need to enable 802.1x Authentication.
Using EAP MD5 protocol the PC connected to the LAN port of the IP Phone is first authenticated and then it gets
connected to LAN.

You need to configure the following 802.1x Authentication parameters:

+ Select Enable? and press the Enter key. Select Yes to enable.

« Enter the 802.1x Authentication Identity provided by you network administrator.

* Enter the 802.1x Authentication MD5 Password associated with identity provided by your network
administrator.

When you change the Network Settings, the phone will restart.

Viewing Network Status

« When the phone is in idle state. You must press the Down key V to access the Network Settings.

+ Again press Down key V to select Network Status and press the Enter key v .

Use the Down/Up key to view the status of the various network parameters. The status of the following
parameters appear on your display as you scroll.

MAC: This is the MAC Address of the phone.

IP: The current IP Address assigned to the phone.

MASK: The current Subnet mask assigned to the phone.

GW: The current Gateway IP Address assigned to the phone.
DNS: The Domain Name Server address assigned to the phone.

Active Server: This displays the Server that is active — Primary, Secondary — with which the phone is
currently registered.

S. ADD: This displays the IP address of the Active Server. It may be the LAN or WAN IP Address /
Domain Name of the PRASAR UCS or the Secondary Server IP Address (if configured) or any Fallback
Server.

S. PORT: This displays the port of the Active Server. It may be the SPARSH Port of PRASAR UCS or
the Secondary Server Port (if configured) or the Fallback Server Port.
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+ DOMAIN: The Domain Name assigned to the phone.

e 802.1x Authentication: The 802.1x authentication status is displayed—Success, Failure,
Authenticating or Disabled.

* FIRM: The version of the current Firmware of the phone.
« UBOOT: The UBOOT release date.

« KERNEL: The KERNEL release date.

Connecting SPARSH VP330 as Extended SIP Extension

You are recommended to complete the following steps before connecting the Matrix SPARSH VP330 to PRASAR
ucCs:

» Decide the location where you want to place SPARSH VP330 within your LAN.

+ By Default, in SPARSH VP330, the Connection Type selected is DHCP.

» If you want to use the DHCP Server for assigning IP Address to the Extended IP Phone, select DHCP
option 224 and Data Type as ‘String’ and program the LAN or WAN IP Address /Domain Name of
PRASAR UCS and SPARSH Port in the format “IP_Address:Port” in your LAN DHCP Server as per your
installation scenario.

* Login to Jeeves. For instructions, read the topic “Configuring Basic PRASAR UCS Settings”.

* You must configure the necessary parameters in PRASAR UCS so that SPARSH VP330 can register as a
SIP Extension. For instructions, see “Configuring Matrix SPARSH VP330".

Now, follow the steps described below to install SPARSH VP330.
1. Unpack the SPARSH VP330 box and verify package contents.
2. Mount the phone on a desk or wall at a location convenient to you.
* When mounting the phone on the wall,

* Use the mounting template to drill holes of appropriate size and distance. Fix the screw grips in the
holes you drilled.

» Fix two screws in the holes on the wall, ensuring that they are aligned with the Keyhole Slots 1 and
2.

« Use wall plugs, if required, to fix the screws. Leave the screw heads protruding from the wall to fit
into the Keyholes.
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* Now, mount the phone on the wall, with the screws fitting into the Keyhole slots.
* Reverse the handset wall mount tab to make sure the handset remains intact when you mount the

phone. Push the handset wall mount tab upwards to remove it from the slot. Rotate it 180 degrees
clockwise and push it downwards into the slot.

On the Desk Wall Mount
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3. When you mount the phone on a desk, you can attach the Foot Stand in two ways at 35° Angle or at 50°
Angle.

¥

| so0000000000000 |

R

Stand attached at
@ 35 degree angle
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Stand attached at
50 degree angle

If you attach the Foot Stand at 50°, the phone will be placed in an almost upright position on your desk.

» Decide which of these positions would work for you best and accordingly attach the Foot Stand.

LAM Switch

Compubar

Adapler

4. Connect the Handset to the Phone body.

5.

* Plug the long straightened end of the phone cord into the handset jack on the left side panel of the
phone marked with the handset symbol.

» Plug the other (short straight) end of the phone cord into the jack at the bottom of the handset.

If you want to use a Headset (not supplied) with your phone, you may plug a headset with a 3.5 mm single

connector into the headset jack headset jack with the symbol Q on the left side panel of the phone.

OR

You may plug a headset with an RJ9 connector into the headset port on the side panel of the phone,

marked with the symbol @ .

Connect the LAN Port of SPARSH VP330 to the IP Network — A Router or LAN Switch — using the
Ethernet Cable.

OR
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Connect the Wi-Fi USB Adapter into the USB port of the phone.

o You can purchase the Wi-Fi USB Adapter from Matrix as an optional peripheral device to support wireless
network.

7. To connect your phone to a computer on your desk, use an Ethernet cable (not supplied with this phone) to
connect the PC Port at the bottom of the phone to the LAN Port of the computer.

8. Plug the connector of the Power Adapter in to the power jack at the back of the phone'?. Use only the
adapter provided with the phone to prevent any damages that may arise from the use of other adapters.

If you want to use Power over Ethernet (PoE), ensure that your LAN supports PoE. Supply power through
an 802.3af connection on the LAN Port of the phone. In this case you need not connect the Power Adapter.

9. Plug the Power Adapter into a power outlet.

If both the power options, that is, PoE as well as Power Adapter are available to the phone, then the phone
will derive power from the PoE enabled LAN Switch.

10. Switch ON power supply.
When you power the phone, the boot process will be initiated in the following sequence.
* All keys with LED, including the Speaker key, and the Ringer LED, will glow.
* The LCD display will light up and booting message appears.
« While loading the application then the loading message appears on the phone display,

* The phone makes DHCP Discovery and fetches its IP Address and Server Address from the DHCP
Server.

o If you want to change the Network Settings/Server Settings or want to use Wi-Fi for connectivity, press

Settings ﬂ .

Refer to the SPARSH VP330 User Guide, for detailed instructions:

» To change the Network Settings of the phone and configure the network parameters.
» To use Wi-Fi for connectivity and configure its parameters.

+ On getting the IP Address and Server Address, the phone initiates Auto Configuration to download the
configuration files from PRASAR UCS.

» On successful download of all configuration files, the phone attempts to register with PRASAR UCS.
* On successful registration, the Home screen appears.

o The phone will register successfully, only if the SIP Extension parameters in PRASAR UCS have been
correctly configured as per your installation scenario.

Refer to the SPARSH VP330 User Guide to know more.

12. The SPARSH VP330 does not have a power switch.
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Connecting SPARSH VP510 as Extended SIP Extension

You are recommended to complete the following steps before connecting the Matrix Extended IP Phone to the
system when used with PRASAR UCS application:

» Decide the location of the Extended IP Phone, whether within the same network or outside, according to
your installation scenario.

If you want to use the DHCP Server for assigning IP Address to the Extended IP Phone, select DHCP
o option 224 and Data Type as ‘String’ and program the LAN or WAN Port IP Address /Domain Name and
SPARSH Port in the format “IP_Address:Port” in your DHCP Server as per your installation scenario.

* Login to Jeeves. For instructions, read the topic “Configuring Basic PRASAR UCS Settings”.

» Assign an extension number (SIP ID) to the Extended IP Phone. For instructions on assigning SIP ID, see
“Configuring SIP Extensions”.

For the SIP extension number you assigned to the Extended IP Phone, you must configure the necessary
parameters in PRASAR UCS so that Extended IP Phone can register as a SIP Extension. For instructions,
see the topic “Configuring SIP Extension Settings as per the Extended Phone Type” under Configuring SIP
Extensions.
Now, follow the steps described below to install the Extended IP Phone:

1. Unpack the SPARSH VP510 box and verify package contents.

2. You can mount the phone on a wall or on the desk.

3. When you mount SPARSH VP510 on a wall,
+ Use the mounting template to drill holed of appropriate size and distance.

+ Fix the screw grips in the holes you drilled.

» Fix two screws in the holes on the wall, ensuring that they are aligned with the Keyhole Slots 1 and 2 of
SPARSH VP510. The screws should protrude from the wall to fit into the Keyhole Slots.
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* Now, mount the phone with the screws into the Keyhole Slots.
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* Reverse the handset wall mount tab to make sure that the handset remains intact when you mount the
phone. Push the handset wall mount tab upwards to remove it from the slot. Rotate it 180 degrees
clockwise and push it downwards into the slot.
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o If you are unable to remove the wall mount tab, you may use a tool like a minus screw-driver to remove it.
»  When you mount the phone on a desk,

* You can attach the Foot Stand in the following ways — at an angle of 45 degrees or 55 degrees
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» Decide which of these positions would work for you best and accordingly attach the Foot Stand.
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Refer to the diagram below for connectivity.
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DSss532 Computer Router / O

i Headset
Switeh Headset
Adapter

4. Connect the Handset.
» Plug the long straightened end of the Spring Cord into the handset jack at the bottom of the phone,
marked with the handset symbol (
+ Plug the other (short straight) end of the Spring Cord into the jack at the bottom of the handset.
5. Connect the Headset (not supplied by Matrix).

+ To use a Headset (not supplied with the phone), plug any standard stereo headset with 3.5mm single

connector into the headset audio jack at the bottom of the phone, marked with the symbol O .

OR
You may also plug in a headset with an RJ9 connector into the headset port at the bottom of the

phone, marked with the symbol O .
6. Connect to the IP Network.
» Plug one end of the Ethernet Cable into the LAN Port at the bottom of the phone, marked with the
symbol ‘%ﬁ and the other end to the IP Network — A Router or LAN Switch.
7. Connect a PC to the Phone.
* Plug one end of the Ethernet Cable into the PC Port at the bottom of the phone, marked with the

symbol I;] /ﬁ and the other end into the LAN Port of your PC/LAN Switch.
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8. Connect DSS532 with the Phone.

+ To connect DSS532 with the phone, plug one end of the RJ11 cable into the AUX Port of the phone and
the other end into the IN Port of the DSS532. For installation, see “Installing DSS532 with SPARSH
VP510”".

9. Connect the Power Supply.

» Plug the connector of the Power Adapter in to the power jack at the back of the phone, marked with the

symbol @—@—@ . Use only the adapter provided with the phone to prevent any damages that may
arise from the use of other adapters.

If you want to use Power over Ethernet (PoE), ensure that your LAN supports PoE. Supply power
through an 802.3af connection on the LAN Port of the phone. In this case you need not connect the
Power Adapter.

10. Plug the Power Adapter into a power outlet.

If both the power options, that is, PoE as well as Power Adapter are available to the phone, then the phone
will derive power from the PoE enabled LAN Switch.

11. Switch ON power supply.
When you power the phone, the boot process will be initiated in the following sequence.
» All keys with LED, including the Speaker key, and the Ringer LED, will glow.
» The LCD display will light up and the booting message appears.
* Then the ‘Loading...” message appears on the phone display.

» The phone will start loading the Extended IP Phone Firmware. It will display current firmware being
loaded.

+ After loading the firmware, the phone will prompt you to change Network settings.
+ Wait for a few seconds.

o If you want to change the Network Settings or Server Settings, press Yes key. Detailed instructions for
changing the Network Settings of the phone are provided at the end of this topic. See “Network Settings” at

the end of this topic.

* The phone makes DHCP Discovery and fetches its IP Address and Server Address from the DHCP
Server.

On getting the IP Address and Server Address, the phone initiates Auto Configuration to download the
configuration files from PRASAR UCS.

* As the phone downloads the configuration files, the file names will appear one by one.

» On successful download of all configuration files, the phone attempts to register with PRASAR UCS.
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» On successful registration, the phone will display the current day, date and time, the extension number and
name assigned to the Extended IP Phone.

Network Settings

You can change the network settings of the Extended IP Phone. Press the Down key V' when the phone is in idle
state.

To navigate the menu,
* Press the Menu Key when the phone is idle.
» Scroll by pressing the Up/Down Navigation Key to reach the desired Menu option.

« Press the Select / OK @G Key to select the desired Menu option.
» Scroll by pressing the Up/Down Navigation Key to reach the desired sub-menu option.

« Press the Select / OK @ Key to select the desired sub-menu option.

To exit menu,

« Press Cancel EEED Key.
or
Go ON-Hook.

The cursor is a non-blinking underscore that appears under the first letter of the first option in the menu. To make a

selection in the menu, you must move the cursor in the desired direction using the Up, Down, Forward and Back
key. When the cursor is at the desired position, press Enter key to make a selection.

Accessing Network Settings

You can access the Network Settings of the Extended IP Phone in any of the following stages:

1. During start-up, when the phone prompts you to change the network settings after loading the firmware.

Change Network Settings?

Yes [ No |

You must press Yes key and access network settings.

2. When the phone is making Network discovery, downloading configuration files, attempting registration.

DHCP Discovery...!

You must press the Menu key to access network settings.

3. When the phone is in idle state, press the Down key V .
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You can configure Network Parameters and view Network status from the Local Menu.

Configuring Network Parameters

* In the Local Menu of the phone, select Network Parameters by pressing the Enter Key.

LOCAL MENU

Network Parameters
Network Status

* The Network Parameters submenu appears.

NETWORK PARAMETERS
MAC:00:50:C2:55:B0:90
Network Status

» Use the Down/Up key to reach the desired network parameter and press Enter key to select. Change the
settings as per your requirements.

* Press Save key, to save the changes you make.
* You can configure all network parameters described below, except the MAC Address.

o » To enter a dot in the editable fields — IP Address, Subnet Mask, Gateway Address, DNS Address,

Server Address — press * (Star) key.
» If you want to clear a single digit/character, move the cursor to the right of the digit/character you wish
to clear. Now press the Delete key. The digit to the left of the cursor will be deleted.

Before you start configuring the Network Parameters, get acquainted with following context keys:

Context Keys Description
Enter/OK To select a particular parameter
Save To save the changes
Back To move a step backwards without saving the changes
Delete To delete previous characters from the cursor position
2Ab - Alphanumeric M
2Ab/123 123 - meerig Meodce oo

Connection Type

» Select the Connection Type as DHCP, PPPoE or Static according to the IP Addressing scheme of your
network.
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If you select DHCP or PPPoE, the phone will be assigned IP Address, Subnet Mask and Gateway
Address, DNS Address, Server Address, automatically by the DHCP/PPPoE server.

For PPPoE Connection Type, you must configure the PPPoE User ID and Password provided by the
Internet Service Provider.

If you select Static, you must assign the IP Address, Subnet Mask and Gateway Address to the phone.
IP Address

+ If you select Static as Connection Type, enter the static IP Address to be assigned to the phone.
Enter the desired Static IP Address by pressing the digit keys.

To enter the dot/period in the IP Address, press the Star “* key.

Subnet Mask

» If you select Static as Connection Type, enter the Subnet Mask to be applied on the phone by pressing the
digit keys.

To enter the dot/period in the IP Address, press the Star “* key.

Gateway Address

» If you select Static as Connection Type, enter the Gateway Address here. This is the IP Address of the
LAN Port of the Router.

DNS Server

+ If you select Static as Connection Type, select the DNS Server option Static and configure the DNS
Address.

» If you select DHCP or PPPoE as Connection Type and your Internet Service Provider provides DNS
Address, select the DNS Server option Automatic. However, if your Internet Service Provider does not
provide DNS Address, select Static and configure the DNS Address.

DNS Address
+ If you select DNS Server as Static, enter the DNS Address here.

T

To enter dot/period in the IP Address, press the Star *’ key.
DNS Domain Name

» If you select DNS Server as Static, enter the DNS Domain Name here. DNS Domain Name is optional.

PPPoE User ID

» If you have selected PPPoE as Connection Type, you must enter the User ID provided to you by your
Internet Service Provider.

PPPoE Password

» This is the password provided by your Internet Service Provider for the PPPoE User ID. If you have
selected PPPoE as Connection Type, you must enter the password provided by your Internet Service
provider here.
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PPPoE Service Name

+ If your Internet Service Provider has provided a Service Name, enter the Service Name here. If your
Internet Service Provider has not provided a Service Name, do not configure this parameter.

Primary Server Address

» The system works as the Auto Configuration Server for the phone. Enter the LAN or WAN IP Address/
Domain Name of PRASAR UCS here. Default: blank. The phone sends the request for configuration files
to this Server Address.

If you have selected DHCP as Connection Type, the phone will get the Primary Server Address and Port
automatically from the DHCP Server. For this, use DHCP option 224 and Data Type as ‘String’ to provide
Server Address and Port from the DHCP Server.

For PPPoE and Static Connection Types, you need to enter the Server Address.

Primary Server Port

» Enter the SPARSH Port of PRASAR UCS here. The phone sends the request for configuration files to this
port.

Valid range of the port is: 80 or 1025-65535. Default: 80.
Secondary Server Address

+ If required, you can also configure the Secondary Sever Address as a fallback option. If the registration
with the Primary Server fails the phone will send the registration and configuration requests to the
Secondary Server Address. Speech-cut or unclear speech may be observed during on-going mature calls.

Secondary Server Port

» Enter the Secondary Server Port. The phone sends the request for configuration files to this port if the
Primary Server fails.

Valid range of the port is: 80 or 1025-65535. Default: 80.
VLAN Setting

If your phone is connected to a virtual LAN, you need to configure VLAN Settings.

To enable the VLAN switch to correctly route packets generated by the phone and the computers (on the LAN) to
each other, the packets must be tagged with a VLAN header.

The VLAN header consists of the VLAN ID (12-bit) and Class of Service (CoS, 3-bit) for prioritization of traffic'3.
The meaning of CoS bits with respect to traffic type is as follows:

CoS | Traffic Type

0 Best Effort

1 Background

2 Spare

13. The IEEE 802.1P standard allows Layer2 switches to prioritize the traffic, thus providing Quality of Service (QoS), that is, better han-
dling of data that pass over a network, thereby resulting in greater reliability and quality. Quality of Service (QoS) on Layer?2 is referred
to as Class of Service (CoS) which is defined by IEEE 802.1P.
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CoS | Traffic Type

Excellent Effort

Controlled Load

Video

Voice

N|[o|lo| M W

Network Control

* Select Phone VLAN/COS to add VLAN header to the packets generated by the phone, and add VLAN
header to the packets relayed from the PC to its LAN port (packets generated by the PC connected to its
PC port).

» To configure Phone VLAN/COS, select Enable?. The VLAN ID will be tagged on all packets generated
by the phone (SIP, RTP, DNS, ARP, etc.). Default: Disabled.

+ Select VLAN ID and enter the VLAN ID that you have assigned to the VLAN in which the IP Phones are
connected. Valid range: 0-4094. Default: 1.

+ Select SIP CoS and define the CoS (priority) bits in all SIP packets. Valid range: 0-7. Default: 3
+ Select RTP CoS and define the CoS (priority) bits in all RTP packets. Valid range: 0-7. Default: 6.

» Select PC/VLAN CoS to add VLAN header to all packets entering the PC Port and leaving the LAN port of
the phone. Default: Disabled.

» To configure PC VLAN/COS, select Enable?.

» Select VLAN ID and enter the same ID as you have assigned to the VLAN in which the computers are
connected. Valid range: 0-4094. Default: 1.

+ Select CoS and define the Layer 2 CoS (priority) bits. Valid range: 0-7. Default: 0.
PCAP

To capture packets sent and received from and by the phone for monitoring and troubleshooting, you can enable
PCAP on the phone. The phone captures up to 1 MB of packets. For more information and instructions on how to
use PCAP Trace on the phone, refer to the EON510_SPARSH VP510 User Guide.

MAC Cloning
If you require cloning of the MAC Address, configure the following:

» Select Enable? and press the Enter key. Select Yes to enable.

* In Enter Clone MAC Address, enter the address you wish to clone.

802.1x Authentication

If you want to restrict unauthorized clients from connecting to your LAN, you need to enable 802.1x Authentication.
Using EAP MD5 protocol the PC connected to the LAN port of the IP Phone is first authenticated and then it gets
connected to LAN.

You need to configure the following 802.1x Authentication parameters:
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+ Select Enable? and press the Enter key. Select Yes to enable.

» Enter the 802.1x Authentication Identity provided by you network administrator.

+ Enter the 802.1x Authentication MD5 Password associated with identity provided by your network
administrator.

When you change the Network Settings, the phone will restart.

Viewing Network Status

« When the phone is in idle state. You must press the Down key V to access the Network Settings.

« Again press Down key V to select Network Status and press the Enter key.

Use the Down/Up key to view the status of the various network parameters. The status of the following
parameters appear on your display as you scroll.

MAC: This is the MAC Address of the phone.

IP: The current IP Address assigned to the phone.

MASK: The current Subnet mask assigned to the phone.

GW: The current Gateway IP Address assigned to the phone.
DNS: The Domain Name Server address assigned to the phone.

Active Server: This displays the Server that is active — Primary, Secondary — with which the phone is
currently registered.

S. ADD: This displays the IP address of the Active Server. It may be the LAN or WAN IP Address /
Domain Name of the PRASAR UCS or the Secondary Server IP Address (if configured) or any Fallback

Server.

S. PORT: This displays the port of the Active Server. It may be the SPARSH Port of PRASAR UCS or
the Secondary Server Port (if configured) or the Fallback Server Port.

DOMAIN: The Domain Name assigned to the phone.

802.1x Authentication: The 802.1x authentication status is displayed—Success, Failure,
Authenticating or Disabled.

FIRM: The version of the current Firmware of the phone.
UBOOT: The UBOOT release date.

KERNEL: The KERNEL release date.

Refer to the EON510_SPARSH VP510 User Guide to know more.
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Installing DSS532 with SPARSH VP510

Once you have installed SPARSH VP510 with PRASAR UCS, you can install the DSS532 by following the steps
given below:

1. Unpack the box and verify the package contents'4.

2. Four clamps are provided with the phone — 2 DSS-Phone Clamps and 2 DSS-DSS Clamp.

Attach this side o Attach this side Attach this side Attach this side
to the Second DSS ~ —— to the First DSS to the First DSS to the Phone

3 &b

Lower DSS-Phone C/mp
DSS-DSS Clamps DSS-Phone Clamps

Connecting the First DSS532

Connecting the Extender

3. Turn the phone upside down on the table and place the inverted DSS532 adjacent to it.

o o} @ O 7
1000 aoooon noao oo Q
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4. To attach the DSS532 with the phone, place the DSS Extender as illustrated below.

14.  See “Packing List” of Appendix topic.

76 Matrix PRASAR UCS System Manual



5. Insert the hooks on the Extender into the slots provided on the phone and the DSS532.
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Attaching the Clamps

7. Now attach the clamps. To do so,

Remove the screws to attach the clamps.

Place the DSS-Phone Clamps between the DSS532 and the phone.
Insert the screws back to fix the clamps.
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Attaching the Footstand

8. You can mount the DSS532 with the phone on the desk at two angles — 45 degrees or 55 degrees by
attaching the Foot Stand.

o Yy
@ @
§le i T .
,ﬂiﬁ* 75
] 0
® ®
Stand attached at Stand attached at
45 degree angle 55 degree angle

o Make sure both, the DSS532 and phone are mounted at the same angle.

Connecting the Cables

9. To connect the DSS532 with phone, plug one end of RJ11 Cable into Auxiliary(AUX) Port of the phone
and the other end into the IN Port of the DSS532.

IN IN
£ M, LY RJ11 Cable 4

e __RJ11 Cable @E“

out

Second DSS First DSS Phone

Connecting Multiple DSS532

Remove the Foot Stand

10. Remove the Foot Stand of attached DSS532. To do so,

» Firmly slide the Foot Stand of the attached DSS532 downward to unlock.
* Now, slide down the attached DSS Extender in downward direction.
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Attach the second DSS Extender

11. To attach the second DSS Extender,

» Place another inverted DSS532 adjacent to the existing assembly.
* Place the DSS Extender as illustrated in the diagram below.
» Insert the hooks on the Extender into the slots provided on both the DSS532.

QS}J

aono ooaomo e [lll

h%ﬂ - 50
ﬂa 3 o

12. Firmly slide both the DSS Extenders upward consecutively (attach the second extender first followed by
the existing one attached to the phone) and lock them in place.
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Attach the Clamps

13. Attach the DSS-DSS Clamps between both the DSS532.
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Attach the Foot Stand

14. Attach the Foot Stand of both the DSS532.
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o Make sure both, the DSS532 and the phone are mounted at the same angle.
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Connect the second DSS532 to the existing assembly

15. Plug one end of the RJ11 Cable into the OUT Port of the existing DSS532 (already connected with the
phone) and the other end into the IN Port of the second DSS532.

IN IN
[ o RJ11 Cable

M{%

ouT

— 7

AL -
RJ1 Cable 7:r"RJ11I Cable |

ST 0y~ 6 [\
| N (S o° | |\
L= o A ~ A > e |

Second DSS First DSS

Phone

You can install a maximum of four DSS532 with a phone.

16. After you have connected the DSS532 with the phone, you can configure the DSS Keys. For instructions,
see “Programming DSS Console Keys”.

Connecting Extended SPARSH VP710 as Extended SIP Extension
You are recommended to complete the following steps before connecting the Matrix Extended SPARSH VP710 to
PRASAR UCS:

Decide the location where you want to place Matrix Extended SPARSH VP710 within your LAN.

Log in to Jeeves. For instructions, read the topic “Configuring Basic PRASAR UCS Settings”.

You must configure the necessary parameters in PRASAR UCS so that Extended SPARSH VP710 can
register as a SIP Extension. For instructions, see “Configuring Matrix Extended SPARSH VP710".

Now, follow the steps described below to install Extended SPARSH VP710.
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1. Inserting the camera

R

Adjust Camera Angle

o It is recommended to use only the Matrix original Camera, supplied with the IP Phone for video calling. The
use of any third-party camera may cause damage to the phone. Damages to the phone caused by using
third-party camera is not covered by Matrix warranty.

2. Attaching the stand

N []

Ty

PUSHmmp-

g =

TSI
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4. Attaching the optional wall mounting bracket

P = 1

o A headset is not included in the packaging contents.

Contact your dealer/reseller for more information.
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6. Connect the optional USB Flash drive.
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7. Connect the network and power.
There are two options to connect the power and the network.

* AC power

» Power over Ethernet (PoE)

AC Power
To connect the AC power:

* Connect the DC plug on the power adapter to the DC5V port on the phone and connect the other end

of the power adapter into an electrical power outlet.

Power Adapter
(DC 5V)

® [DD O ° J
AC Power Option P Internet 0.0 £

Power over Ethernet (PoE)

With the included or a regular Ethernet cable, the IP Phone can be powered from a PoE-compliant switch
or hub.
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To connect the PoE:

« Connect the Ethernet cable between the Internet port on the phone and an available port on the in-line
power switch/hub.

PoE ( Power over
Ethernet ) Option
IEEE 802.3af compliant

PoE Hub/Switch

If in-line power switch/hub is provided, you don’t need to connect the phone to the power adapter. Make
sure the switch/hub is PoE-compliant.

A Do not unplug or remove power while the phone is updating firmware.

After the IP Phone is assembled and connected to the power supply, it automatically begins the
initialization process.

During this process, the IP Phone displays the start up screen “Welcome Initializing...please wait”.

Once the IP Phone is initialized, it displays two different phone modes:
« Standard SIP
+ Extended SIP

Select Extended SIP, to operate the IP Phone in the extended mode. As soon as you select this mode, the
booting process initiates again and the start up screen displays “Welcome Initializing...please wait”. After
the IP Phone is initialized, it attempts to contact a DHCP Server in your network to obtain valid IPv4
network settings (example: IP address, Subnet Mask, Gateway address, DNS address).You need to
configure the basic network parameters of the IP Phone manually, if these are not provided by the DHCP
Server or if your network does not support DHCP.

Refer to the EXTENDED SPARSH VP710 User Guide, for detailed instructions:
« To change the Network Settings of the phone and configure the network parameters.
» To use Wi-Fi for connectivity and configure its parameters.

On getting the IP Address and Server Address, the phone initiates Auto Configuration (when DHCP is
selected) to download the configuration files from PRASAR UCS.

On successful download of all configuration files, the phone attempts to register with PRASAR UCS.

On successful registration, the Home screen appears.

The phone will register successfully, only if the SIP Extension parameters in PRASAR UCS have been
correctly configured as per your installation scenario.
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Connecting SPARSH VP210 as Extended SIP Extension

You are recommended to complete the following steps before connecting the Matrix Extended IP Phone to the
system when used with PRASAR UCS application:

» Decide the location of the Extended IP Phone, whether within the same network or outside, according to
your installation scenario.

o If you want to use the DHCP Server for assigning IP Address to the Extended IP Phone, select DHCP

option 224 and Data Type as ‘String’ and program the LAN or WAN Port IP Address /Domain Name and
SPARSH Port in the format “IP_Address:Port” in your DHCP Server as per your installation scenario.

* Login to Jeeves. For instructions, read the topic “Configuring Basic PRASAR UCS Settings”.

» Assign an extension number (SIP ID) to the Extended IP Phone. For instructions on assigning SIP ID, see
“Configuring SIP Extensions”.

For the SIP extension number you assigned to the Extended IP Phone, you must configure the necessary
parameters in PRASAR UCS so that Extended IP Phone can register as a SIP Extension. For instructions,
see the topic “Configuring SIP Extension Settings as per the Extended Phone Type” under Configuring SIP
Extensions.

Now, follow the steps described below to install SPARSH VP210.

1. Unpack the SPARSH VP210 box and verify package contents.

2. When you mount the phone on a desk, you can attach the Foot Stand in two ways at 45° Angle or at 55°
Angle.
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» Decide which of these positions would work for you best and accordingly attach the Foot Stand.

Refer to the diagram below for connectivity.

— :
© nnannnnt
@®
e
Handset
(®)
\ £

Router ! computer Headset

Adapter Switch

3. Connect the Handset to the Phone body.
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» Plug the long straightened end of the Spring Cord into the handset jack at the bottom of the phone,
marked with the handset symbol (
» Plug the other (short straight) end of the Spring Cord into the jack at the bottom of the handset.

If you want to use a Headset (not supplied) with your phone, You may plug in a headset with an RJ9

connector into the headset port at the bottom of the phone, marked with the symbol O .

. To connect the LAN, Port, plug one end of the Ethernet Cable into the LAN Port at the bottom of the phone

marked with the symbol ‘%ﬁ and the other end to the IP Network — A Router or LAN Switch.

. To connect your phone to a computer on your desk, plug one end of the Ethernet Cable (not supplied with

this phone) into the PC Port at the bottom of the phone, marked with the symbol I;] /ﬁ and the other
end into the LAN Port of your PC/LAN Switch.

It is a PoE enabled phone and can be powered over Ethernet by connecting it to a PoE enabled LAN
Switch (IEEE 802.3af Compliant). In this case you need not connect the Power Adapter.

If you do not want to use PoE, plug in the connector of the Adapter into the power jack (DC Jack) at the

bottom of the phone, marked with the symbol @—@—@ Plug in the Power Adapter into a power outlet.

If both the power options, that is, PoE as well as Power Adapter are available to the phone, then the phone
will derive power from the PoE enabled LAN Switch.

The IP phone should be used with Matrix original power adapter (6V/0.6A) only. The use of any third-party
power adapter may cause damage to the phone.

. Switch ON power supply.

When you power the phone, the boot process will be initiated in the following sequence.
» The LCD display will light up and booting message appears.
+ While loading the application then the loading message appears on the phone display.

» The phone makes DHCP Discovery and fetches its IP Address and Server Address from the DHCP
Server.

If you want to change the Server Settings, press Settings.

Refer to the SPARSH VP210 (Extended) User Guide, for detailed instructions, to change the Network
Settings of the phone and configure the network parameters.

On getting the IP Address and Server Address, the phone initiates Auto Configuration to download the
configuration files from PRASAR UCS.

On successful download of all configuration files, the phone attempts to register with PRASAR UCS.

On successful registration, the Home screen appears.
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The phone will register successfully, only if the SIP Extension parameters in PRASAR UCS have been
correctly configured as per your installation scenario.

Refer to the SPARSH VP210 (Extended) User Guide to know more.
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Switching ON the System

Power ON PRASAR UCS

» Check the mains voltage at the power plug from where the power supply is to be fed to the system. It
should be as per the specifications mentioned in the System Manual.

» Connect the Power Adapter into the power jack, and plug it into a power outlet.
+ Switch ON the power supply and observe the reset cycle.

LED Indication

At Power ON, Power (PWD) LED will turn ON (Continuous Green) and the Status (STS) LED indications will be as
follows:

Event Color and Cadence

After power On, During Uboot process Orange Continuous ON.

During Kernal init Process Green Continuous ON

In normal condition Blinking - Green, 1 sec ON — 1 sec OFF

Blinking - Red - 100ms ON - 100ms OFF - 100ms ON - 100ms

When system is in the recovery mode OFF - 100ms ON - 5000ms OFF continuously

Blinking Orange, 500 msec ON - 500 msec OFF — 500 msec ON

Sl R s et WOni — 500 msec OFF — 500 msec ON — 5000 msec OFF continuously

Blinking Red, 2 sec ON - 500 msec OFF — 2 sec ON — 500 msec

S 6 T 815 el S [t OFF — 2 sec ON — 5000 msec OFF continuously

During Redundancy, the Status LED of the Active System blinks Green, whereas the Status LED of the Standby System
blinks Orange.
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CHAPTER 4 Configuring Basic PRASAR
UCS Settings

The PRASAR UCS can be configured through a web-based graphic user interface (GUI), called Jeeves.
o For the list of SE commands, please contact Technical Support.

PRASAR UCS provides a Graphic User Interface (GUI), Jeeves, the proprietary web-based configuration software
of Matrix. It is a web server built into the PRASAR UCS.

Jeeves allows system configuration at three levels:

» System Engineer
+ System Administrator
» Front Desk User

A distinct set of features and facilities can be configured at these levels. The accessibility to these two levels is
secured by a password. These passwords can be changed using Jeeves only.

o It is possible to configure PRASAR UCS from any location using Jeeves. You can use Jeeves to configure
the system On-site (where it is installed) and Off-site, from a remote location.

Due to security concerns, the default system settings have been changed. If you have purchased a new system
with Firmware later than V2.5, the new default settings will be applied automatically. Refer to “Modified default
parameter values for Firmwares later than V2.5”. With these default setting the incoming calls will be placed on the
system but outgoing calls (except calls between extensions) will not be routed. Hence, you must change the
settings as per your installation requirement.

If you are upgrading the system, refer to “After updating Firmware later than V2.5” and “Modified default parameter
values for Firmwares later than V2.5”.

System Engineer Mode

At the System Engineer level, the entire system configuration, all configurable features and facilities of the
PRASAR UCS can be changed to match user requirements and preferences.

To be able to do this, the System Engineer must enter the System Engineer (SE) configuration mode, by
logging into Jeeves as System Engineer.

Only the System Engineer, who installs, configures and maintains the system is allowed access to this mode.
Hence access to the SE mode is protected by means of a password, referred throughout this document as the
SE Password.
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To be able to access Jeeves,
« the Ethernet Port of SPARK200 must be connected with a stand-alone PC or in a LAN.

* aweb-browser, either Internet Explorer 7 or later or Mozilla Firefox 3.5.1 or later, must be installed on the
PC.

To log into the SE Mode,

* Open the browser (Internet Explorer/Mozilla Firefox) on the PC (Standalone or LAN PC) to which the
SPARK200 is connected.

* In the address bar of the browser, enter https://192.168.2.100.

Fat'

i i Mew Tab I

= https://192.168.2.100

You will be redirected to the HTTPS protocol for secure access.
* Click the https://192.168.2.100 link.
* The Login page will open.

* In Login as select System Engineer.

i MATRIX PRASAR UCS o

Login As System Engineer -

Password

Browser Requirement  Internet Explorer 7 and Later or Mozilla Firefox 3.5.1 and Later

Matrix Com Sec Pvt. Ltd.

Visit Us: wowrw MatrixComSec.com ?‘
Warning: No part of the system should be copied or reproduced in any form or by any means without the prior written consent of Matrix ComSec Pvt. Lid. o
Copyright @ 2018 Matrix ComSec Pvt. Ltd.

* In Password, enter the default SE password, 1234.
* Click Login.

Before you start configuring the system, if you wish to view or download the PRASAR UCS Quick Start or
any other related documents, you can click or scan the QR Code present in the login page of Jeeves.
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* You are prompted to change the default SE Password for accessing Jeeves.

Change Password
Legin through default password is not allowed. Change the password to login.
Current Password

Mew Password

Confirm Mew Password

Submit

Note :- Password must follow following reguirements

« Minimum length must be & characters

« Paszsword must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character

« Allowed characters are 0-9, a-z. A-Z, all special characters except 9%, = #, +, & \, =, = ", 'and
space

* In Current Password, enter the default SE password, 1234
* Enter the New Password. The new password must be:
* aminimum of 6 characters to a maximum of 12 characters.
« all ASCII characters (except %, =, #, +, &, \, <, >, ", ' and space) are allowed.
* include atleast one upper-case, one lower-case, one number and one special character.
* In Confirm New Password, re-enter the new password to confirm.
* Click Submit. You will be re-directed to the Login page again.

* Now, in Login As select System Engineer and in Password enter the new password.

You will be prompted to change the default SE Extension Password.

SE Extension Password

|Please provide SE Password for Programming from Extension

Mew Password

Confirm New Password

* Enter the New Password. The new password can be a minimum of 4 digits to a maximum of 12 digits. The

valid digits are from 0 to 9.
o You cannot set 1234 as the New SE Extension Password as it is the default SE Extension Password.

* In Confirm New Password, re-enter the new password to confirm.
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* Click Submit to save your new password. The Welcome page will open.

o

As this password is meant for restricting access to the SE mode, we strongly recommend you to:

O

Keep the password confidential.

Select a complex password that cannot be easily guessed.

Change the password regularly. See “System Security’.

In case you forget the SE password, you must restore the default SE password. To do so, refer “Forgot
the SE Password?”.

Do not use the “Remember Password” property of your Web Browser.

Each login session into the SE Mode is set to 60 minutes by default. So, the login session will expire at
the end of 60 minutes.You can change the login session according to your preference by changing
Web Interface Logout Timer. To do so, refer “System Timers and Counts”.

It is possible for four users to simultaneously log into the System Engineer Mode of Jeeves.

System Administrator Mode

At the System Administrator level, the settings of the features for the Extension users can be changed and
various system activity logs and reports such as system fault log reports, system activity logs, Station
Message Detail Recording reports and Hotel reports can be captured and printed.

The System Administrator may be the operator or receptionist, or any one responsible for the operation and
maintenance of the system.

The access to SA mode is protected by means of a password, referred throughout this document as the SA
password. Four persons can simultaneously login and change the system settings from the SA mode.

To be able to access Jeeves,

« the Ethernet Port of SPARK200 must be connected with a stand-alone PC or in a LAN.

* aweb-browser, either Internet Explorer 7 or later or Mozilla Firefox 3.5.1 or later, must be installed on the
PC.

To log into the SA Mode,
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* Login as System Engineer. The Welcome page will open.

. MATRIX  PRASARUCS

Configuration 4
Maintenance +
Status 4

You have not activated PRASAR UCS License. System will disconnect any
outgoing or incoming call after 60 seconds.

Please activate license to use application with full functionality or enable
demo mode for 60 days trial version.

Start Demo or Activate License

Password not set for SA Web Login, FDU Web Login and_SA Extension Login.
Login won't be allowed. o set the pasgswurd, ?

* To set the password for SA Web Login, FDU Web Login and SA Extension Login, click on the link.

For Accessing Jeeves

Change S5A Password

For Programming from Extensions

Enter Hew Password

Confirm New Password

For Web Interface of 5A and Front Desk User

Enter Mew Password

Confirm New Password

Note :- Web Interface must follow following reguirements:

= Minimum length must be & characters.
» Passzword must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.

« Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + &\, =, = 7, "and
space.

« Under For Web Interface of SA User and Front Desk User,
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* Enter New Password. All ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &,
Backslash \, Less than <, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed. The
new password must be:

* a minimum of 6 characters to a maximum of 12 characters.
* include atleast one upper-case, one lower-case, one number and one special character.

* In Confirm New Password, re-enter the new password to confirm.

* Click Submit to save your new password.

For Programming from Extensions

Change SA Password

For Programming from Extensions
Enter New Passzword

Confirm New Password

For Web Interface of SA and Front Desk User
Enter New Password

Confirm Mew Passwaord

Hote :- Web Interface must follow following reguirements:

-

Minimum length must be & characters.
Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.

Allowed characters are 0-8, a-z, A-Z, all special characters except %, = # + & \, =< =" "and
space.

®

-

* Under For Programming from Extensions,

» Enter New Password. The new password can be a minimum of 4 digits to a maximum of 12 digits. The
valid digits are from 0 to 9.

* In Confirm New Password, re-enter the new password to confirm.
* Click Submit to save your new SA password.
* Log out of SE mode to enter SA mode.

For the list of SA commands supported on your extension, refer “SA Commands”.

0 The SA password is a code for preventing unauthorized access to the SA mode. As this password is meant

for restricting access to the SA mode, we strongly recommend you to:

* Keep the password secret.

» Select a complex password that cannot be easily guessed.

* Change the password regularly. See “System Security”.

* Not to use the “Remember Password” property of your Web Browser.
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You can log into the SA mode through Jeeves or from extensions only after you have set the password

from SE mode. The password can be set using Jeeves only and it must be as per the specifications given

below:

* It must be a minimum of 6 characters and a maximum of 12 characters.

* It must include at least one upper-case, one lower-case, one number and one special character.

* AllASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash '\, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.

To provide additional security,
» the password will be valid for 90 days only and you will not be able to login with the existing password
after 90 days. You will be prompted to change the password.
« if you enter a wrong password for five times consecutively within 10 minutes, the system will block the
source IP Address for 10 minutes. This activity will be logged in the “System Activity Log”.
Once the SA password is set, you can log into the SA mode through Jeeves.

To enter the SA mode,

* On the Login page, in Login as select System Administrator.

i MATRIX PRASAR UCS Language

Login As System Administrator -

Password

Browser Requirement  Internet Explorer 7 and Later or Mozilla Firefox 3.5.1 and Later

Matrix ComSec Pvt. Ltd.
Visit Us: www MatrixComSec.com H
Warning: No part of the system should be copied or reproduced in any form or by any means without the prior written consent of Matrix ComSec Pvi. Lid. &
Copyright © 2018 Matrix ComSec Pvt, Lid.

* In Password, enter the new SA password.

* Click Login.

Front Desk User Mode

The Front Desk Mode is relevant only for the Hospitality Application of the PRASAR UCS.

This mode is meant for the personnel at the Front Desk of the Hotels/Motels, allowing them access to and
operation of the hospitality features of PRASAR UCS, for example: Check-In/Out of guests, Changing Room
Occupancy and Clean Status, setting Call Budgets for guests, setting Wake-up calls, Reminders, Do Not
Disturb for guests, printing Call Reports and Hotel reports, and several others.
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The Front Desk User mode too is password protected. Refer the PRASAR UCS Hospitality System Manual to
know more.

o .

If you select the language on the Welcome page or on any of the Login pages, it is valid for the current
session only. The default language will be applied on next login.

When you select “Configuring ‘Region’” for the country in which PRASAR UCS is being installed, the
system will load the country-specific default settings and automatically select the local language of the
country. This default local language will be applied for every login session, unless you select another
language as the default local language.

The default local language set on selecting the Region can also be changed from the “System
Parameters” page of Jeeves.
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Using Configuration

The Configuration allows configuration of all programmable parameters of the system.
You can program all the parameters using Jeeves.
To configure the Configuration parameters,

* Login as System Engineer.

MATRIX  PRASARUCS o

Login As System Engineer -

Password ****®

—

Browser Requirement  Internet Explorer 7 and Later or Mozilla Firefox 3.5.1 and Later

Matrix ComSec Pvt. Lid.

Vigit Us: www.MatrixComSec.com

Warning: No part of the system should be copied or reproduced in any form or by any means without the prior written consent of Matrix ComSec
Pwt. Lid.

Copyright © 2013 Matrix ComSec Pvi. Lid.

« Click Configuration to configure the desired parameters.

Configuration -
Abbreviated Dialing x

| Global Directory

~+) Personal Directory

=+ Uploadi/Download

m

Access Codes +
—+] Account Name

—+) Authaority Code

—+) Automatic Mumber Translation

You have not activated PRASAR UCS License. System will disconnect any

i * = . H
e Célculatm" outgoing or incoming call after 60 seconds.
—+] Call Duration Control
=] Change FTP Password for Please activate license to use application with full functionality or enable
Extended IP-Phones demo mode for 60 days trial version.

—+) Change 5S4 Password
+] Change SE Password
+| CLI Based Routing

+] Class of Service Password not set for SA Web Login and SA Extension Login. Login won't be
5 Closed User Groups allowed. Teo set the password, click heré

-+ Communication Ports

—+) Configuration Backup/Restore

—+] COSEC Integration

—+| Date & Time

DD Routing 4

sl Defaulithe Suctem

Start Demo or Activate License

* You can also use Search bar to search for the desired parameter page you wish to configure.
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To search a parameter,
» Enter the key word in the Search bar.
Alist of the pages containing the matching search results will be displayed, if found.
* Click on the desired link displayed in the search list.

The page opens. Configure the parameters.

The maximum number of search results that will be displayed are 25.

e

& The system does not support search of user configured data. For example Feature Access Code,
Extension number, Name, SIP ID etc.
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Configuring System Pre-requisites

This displays the System resources (number of trunk and extension ports supported) of PRASAR UCS. It is quite
common for users to utilize the system resources below its capacity, especially when they begin using a new
system.

To make the task of configuring for such users easier, PRASAR UCS allows you to specify the number of trunks
and extension ports you want to configure. Accordingly all the relevant pages of Jeeves will show only as many
trunk and extension ports that you have specified, instead of showing all the ports supported by PRASAR UCS.
To be able to do this, you must configure the System Pre-requisites using Jeeves.

Defining System Pre-requisites using Jeeves

* Login as System Engineer.

» Under Configuration, click System Pre-requisites to open the page.

station Message Detall i .

) Sy=stem Pre-requisites
Recording
+| SMTP Settings Customer Name
System Log *

+| System Parameters

+| System Prerequisites
+| System Timers and Counts SIP Extensions 2100 -

Number of Ports Used

+| Time Table SIP Trunks 99 -
+| Trunk Features Templates
+| Virtual Extensions

T, o - "
VM5 Configuration

VolP Configuration r
Maintenance L
Status Pl

» Configure the following parameters:
+ Customer Name: You can assign the name of the enterprise/organization that is using PRASAR UCS
as the Customer Name. The Customer Name may contain up to 80 characters. You may enter the

address of organization/enterprise along with the name.

The Customer Name you assign will appear on the various System Reports generated and printed by
the PRASAR UCS.

*  Number of Ports Used: Define the number of ports to be used for each Port Type — SIP Extensions,
SIP Trunks in the respective boxes.

+ Click Submit.
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Configuring ‘Region’

The PRASAR UCS is a versatile system that can operate anywhere in the world, meeting the diverse customer
requirements worldwide.

To speed up the process of system configuration, PRASAR UCS is supplied with factory-set values for the system
and feature settings, referred to as “Default Settings”. These factory-set values are loaded when the system is
installed and are sufficient for getting the system into operation. However, users may alter or customize the Default
Settings to match their exact requirement.

PRASAR UCS provides Default Settings to match country/region-specific requirements of users around the world.
The system is designed to work efficiently in any country with these default settings.

To load the country-specific Default Settings, users must select the Region that is, the country in which the system
is installed.

Certain countries are divided into various regions. If you select only a different region in the same country the DST
and Date and Time Settings will only change as per the selected region. The other parameters are country-specific.

India is selected as the default Region. So, if you are installing PRASAR UCS in a country other than India, change
the Region.

Changing Region using Jeeves

* Login as System Engineer.
* Under Configuration, click Regional Settings.

* Click Region Selection.

* s

Regional Settings
+| Region Selection
+| Local Numbers
+*| Regional Mumbers
+| Mational Numbers
+| International Numbers
+| Limited Mumbers 1
+| Limited Numbers 2
*| Limited Numbers 3
+| Call Progress Tones h

Region Selection

Region  India

Note: On changing the "Region’ system will load default values as per the selected region automaticalty.

* In the Region list, select the country where the system is installed.

» Click Submit.
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Configuring Network Parameters

PRASAR UCS has a LAN and WAN Port. The network parameters must be configured according to your network
scenario.

PRASAR UCS may be installed typically, in a Public IP Network or in a Private Network, behind a NAT Router.
When the PRASAR UCS is installed in a Public IP Network,
+ the WAN Port is connected to a Broadband Router/Modem.
» Public IP is assigned to the WAN Port.
» the LAN Port is connected to a LAN Switch/Hub to which SIP devices are connected.
When the PRASAR UCS is installed in a Private Network, behind a NAT Router,
« the WAN Port is connected to the LAN Switch/Hub.
» Private IP is assigned to the WAN Port.
» SIP devices within the LAN can get registered with the system.
o When your system is installed in a Private Network, you may have to change the IP Address and Subnet
Mask of the WAN Port, before connecting it to the LAN Switch/Hub. However, this will not be necessary, if
there is a DHCP server on the LAN which will automatically assign an IP Address that does not conflict

with any other device on the LAN.

Depending on your installation scenario, configure the Network Parameters.

Configuring Network Parameters using Jeeves
* Login as System Engineer.
* Under Configuration, click Network Parameters.

» Click Parameters.
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Least Cost Routing (LCR) * & MNetwork Parameters
+] License Management
+] Logical Partition

Metwork Port

3] Macros [# LAM Port (IPv4 settings)

-+] MOH Management [+ WAM Port (IPv4 settings)

Network Parameters T Domain Name Server (DN 3) for IPvd
+| Parameter MAC Address
=+| Static Routing Table

Dynamic DNS (DynDns.org)

) Number List [+ Router's Public IP Address

) Operators Simple Traversal of UDP over MAT [STUN)
] O Trunk Bundle Web Server Management

+] OG Trunk Bundle Groups [# Layer 2 VLAN/Cos
+] Page Zones
+] PCAP Trace
+] PIN Configuration TCP NAT Keep Alive
Regional Settings -

+] Regicn Selection

+] Local Numbers
-

+| Regional Mumbers

=+ Status

UDP NAT Keep Alive

Network Port

Click Network Port to expand.

=] Network Port

IP Addressing mode | IPvd only Y |

¢ |P Addressing mode: Select the IP version you want the system to use. You may select — IPv4 only or
IPv4 and IPv6. Default: IPv4 only.

If you select IPv4 only, you can configure the IPv4 parameters only.
If you select IPv4 and IPv6, you can configure both IPv4 and IPv6 parameters.

* Preferred DNS Server: If you select IPv4 and IPv6 as the IP Addressing mode, you must select the
Preferred DNS Server — IPv4 or IPv6. Default: IPv4

LAN Port (IPv4 settings)

Make sure that the Redundancy LAN IP Address configured in “Configuring Redundancy Parameters” and
LAN Port IP Address are in the same subnet if you wish to use Redundancy.
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Click LAN Port (IPv4 settings) to expand.

=I LAN Port (IPv4 settings)

IP Address 192 |. 1686 (.| 002 |. 100

Subnet Mask 255 || 255 |.| 255 |.| OOD

* IP Address: Enter the IP Address to be assigned to the LAN Port. The default IP Address is
192.168.002.100. You can assign only Static IP to the LAN Port.

» Subnet Mask: Enter the Subnet Mask to be assigned to the LAN Port. The default Subnet Mask is
255.255.255.0

WAN Port (IPv4 settings)

Make sure that the Redundancy WAN IP Address configured in “Configuring Redundancy Parameters”
and WAN Port IP Address are in the same subnet if you wish to use Redundancy.

Click WAN Port (IPv4 settings) to expand.

1= WAMN Port [IPv4 settings)

Connection Type Static Y

IP Address 192 || 168 |[.] OD1 |.| 177
Subnet Mask 255 |.| 255 |.| 255 |.| OOD
Default Gateway 192 |.| 168 |.| OD1 |.| 254

» Connection Type: Select the appropriate Connection Type for the WAN port, according to the IP
Addressing scheme of your installation scenario. Consult your Network Administrator in this regard.
Default: Static.

+ Static: Select this option if the connection type is Static. When you select this option, you must:
» assign an IP Address to the WAN Port.
» change the Subnet mask of the WAN Port as appropriate.
« configure the Router's LAN Interface IP Address as the Gateway IP Address.
» Configure the DNS Address/Domain Name provided by your ISP or ask your LAN Administrator for
the DNS Address and Domain Name.

+ DHCP: Select this option if the connection type DHCP. As the DHCP Server will automatically assign IP
Address, Subnet Mask, Gateway Address to the WAN Port, you need not configure any of these.

* PPPoE: Select this option if the connection type is PPPoE. As the PPPoE server will automatically
assign the IP Address, Subnet Mask and Gateway Address to the WAN Port, you need not change any
of these. You must program the User ID, Password and PPPoE Service Name as provided by your ISP.
Program the Service Name only if it has been provided. You must set DNS address.

Configure the following PPPoE parameters:

« User ID: Enter the User ID provided by the Internet Service Provider. The User ID may be a
maximum of 64 characters.
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+ Password: Enter the User Password provided by the Internet Service Provider. The password may
be a maximum of 64 characters.

+ Service Name: Enter the PPPoE Service Name, if provided by your Internet Service Provider. The
Service Name may consist of a maximum of 64 characters. If Service Name is not required, leave
this field blank.

* IP Address: If you have selected 'Static' as the Connection Type, the default IP is 192.168.001.100.

If you have selected DHCP or PPPoE as the Connection Type, the IP Address will be assigned by the
DHCP/PPPOE server.

« Subnet Mask: You must enter the Subnet Mask, only if you have selected 'Static' as the Connection Type.

If you have selected DHCP/PPPoE as the Connection Type, the Subnet Mask will be assigned by the
DHCP/PPPOE server.

+ Default Gateway: You must enter the Gateway IP Address, only if you have selected 'Static' as the
Connection Type.

If you have selected DHCP/PPPoE as the Connection Type, the Gateway IP Address will be assigned by
the DHCP/PPPOE server.

Domain Name Server (DNS) for IPv4

Click Domain Name Server (DNS) for IPv4 to expand.

=l Domain Name Server (DNS) for IPv4

DNS Address Assignment Static

DNS Address oo . o000 . 000 . 000

DNS Domain Mame

» Configure the following DNS Connection settings for the WAN Port:

DNS Address Assignment: If you have selected 'Static' as your network Connection Type (IP
Addressing), you can select only 'Static' as the DNS Address Assignment.

If you have selected DHCP as your network Connection Type, and the DHCP server provides DNS
Address, set the DNS Address Assignment to 'Auto’. If the DHCP server does not provide DNS
Address, set DNS Address Assignment as 'Static' and configure the DNS Server Address provided by
your ISP.

If you have selected PPPoOE as your network Connection Type, and the PPPoE server provides DNS
Address, set the DNS Address Assignment as 'Auto’. If the PPPoE server does not provide DNS
Address, set the DNS Address Assignment as 'Static' and configure the DNS Server Address provided
by your ISP.

DNS Address: This field will be editable only if you have selected DNS Address Assignment as 'Static'.
Enter the DNS Address here.

If you have selected DNS Address Assignment as 'Auto’, the DNS Address will be assigned by the
DHCP/PPPOE server.
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+ DNS Domain Name: Configure the DNS Domain Name if provided by your ITSP/LAN Administrator.
Otherwise, keep it blank. The Domain Name may be a maximum of 40 characters. Default: Blank.

LAN Port (IPv6 settings)

Make sure that the Redundancy LAN IP Address configured in “Configuring Redundancy Parameters” and
LAN Port IP Address are in the same subnet if you wish to use Redundancy.

Click LAN Port (IPv6 settings) to expand.

=l LAN Port (IPvG settings)

IPvS Addressing using Complete Address -

IPvE Address

Pref: Length De4

+ IPv6 Addressing using: You can select — Complete Address or Prefix. Default: Complete Address.
If you select Complete Address,

» Configure the IPv6 Address and the Prefix Length. The IP Address configured will be considered as
the complete IPv6 address.

For example: 2001:0:3238:DFE1:63::FEFB

The Prefix Length is a decimal value that indicates how many of the high-order contiguous bits of the
address comprise the prefix (the network portion of the address).

Valid Range of the IPv6 Address is Ato F, a to f, 0 to 9,:(colon). It can be a maximum of 39 characters.
Default: Blank.

The Prefix Length range is from 1 to 128 bits. Default: Blank.
If you select Prefix,

» Configure the IPv6 Prefix. The system will consider the configured value as 64 bit Prefix of the IPv6
Address. Then the system will generate the complete IPv6 Address from it. Default: Blank.

Valid characters 0 to 9, a to f, Ato F and : (colon). It can be a maximum of 21 characters.

WAN Port (IPv6 Settings)

Make sure that the Redundancy WAN IP Address configured in “Configuring Redundancy Parameters”
and WAN Port IP Address are in the same subnet if you wish to use Redundancy.
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Click WAN Port (IPv6 Settings) to expand.

=l WAN Port (IPvE settings)

Connection Type Static -

IPvS Addressing using Complete Address -

IPvE Address

Pref: Length De4

Default Gateway

IPv6 Connection Type: Select the appropriate Connection Type for the WAN port, according to the IP
Addressing scheme of your installation scenario.

You can select — Static, Statefull DHCPv6, Stateless Auto-Configuration, PPPoE. Default: Static.

Static: Select this option if the connection type is Static.
+ IPv6 Addressing using: You can select — Complete Address or Prefix.

If you select Complete Address,

« Configure the IPv6 Address and the Prefix Length. The IP Address configured will be
considered as the complete IPv6 Address.

The Prefix Length is a decimal value that indicates how many of the high-order contiguous bits
of the address comprise the prefix (the network portion of the address).

Valid Range of the IPv6 Address is Ato F, a to f, 0 to 9,:(colon). It can be a maximum of 39
characters. Default: Blank.

The Prefix Length range is from 1 to 128 bits. Default: Blank.
If you select Prefix,

» Configure the IPv6 Prefix. The system will consider the configured value as 64 bit Prefix of the
IPv6 Address. Then the system will generate the complete IPv6 Address from it. Default: Blank.

Valid characters 0t0 9, a to f, Ato F and : (colon). It can be a maximum of 21 characters.

+ Default Gateway: Configure the Gateway IP Address for the WAN Port. It can be a maximum of 39
characters.

PPPoE: Select this option if the connection type is PPPoE. As the PPPoE server will automatically assign
the IP Address, Subnet Mask and Gateway Address to the WAN Port, you need not change any of these.

Configure the following PPPoE parameters:

IPv6 Scope Preference: IPv6 includes support of Global as well as Non-Global Addresses(Unique).
Select the scope of preference — Global or Unique. Default: Global.

User ID: Enter the User ID provided by the Internet Service Provider. The User ID may be a maximum
of 64 characters.
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+ Password: Enter the User Password provided by the Internet Service Provider. The password may be
a maximum of 64 characters.

» Service Name: Enter the PPPoE Service Name, if provided by your Internet Service Provider. The
Service Name may consist of a maximum of 64 characters. If Service Name is not required, leave this
blank.

+ Prefix Length: Configure the Prefix Length. Valid Range: 1 to 128 bits. Default: 064.

The Prefix Length is a decimal value that indicates how many of the high-order contiguous bits of the
address comprise the prefix (the network portion of the address).

The Prefix Length range is from 1 to 128 bits. Default: Blank.
» Statefull DHCPv6: Select this option as the connection type, if your network uses DHCP to obtain various
necessary parameters from DHCP Servers so the DHCP clients can operate in an Internet Protocol (IP)

network. Statefull DHCP is centrally managed on a DHCP server(s); and the DHCP clients use Statefull
DHCP to obtain an IP address(es) and other useful configuration information from the DHCP server(s).

+ Prefix Length: Configure the Prefix Length. Valid Range: 1 to 128 bits. Default: 064.

The Prefix Length is a decimal value that indicates how many of the high-order contiguous bits of the
address comprise the prefix (the network portion of the address).

The Prefix Length range is from 1 to 128 bits. Default: Blank.

+ Stateless Auto-Configuration: Select this option as the connection type, if your network uses DHCP to
obtain various necessary parameters from DHCP Servers so the DHCP clients can operate in an Internet
Protocol (IP) network. DHCPv6 for stateless configuration parameters allows a stateless or statefull
DHCPV6 client to export configuration parameters (DHCPv6 options) to a local DHCPv6 server pool. The

local DHCPVG6 server can then provide the imported configuration parameters to other DHCPV6 clients.

+ IPv6 Scope Preference: IPv6 includes support of Global as well as Non-Global Addresses. Select the
scope of preference — Global or Unique. Default: Global.

+ Prefix Length: Configure the Prefix Length. Valid Range: 1 to 128 bits. Default: 064.

The Prefix Length is a decimal value that indicates how many of the high-order contiguous bits of the
address comprise the prefix (the network portion of the address).

The Prefix Length range is from 1 to 128 bits. Default: Blank.
Domain Name Server (DNS) for IPv6
Click Domain Name Server (DNS) for IPv6 to expand.

=l Domain Name Server (DNS) for IPvG

DNS Address Assignment Static

DNS Address

» Configure the following DNS Connection settings for the WAN Port:
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+ DNS Address Assignment: If you selected 'Static' as your IPv6 connection type, you can select only
'Static' as the DNS Address Assignment.

If you have selected PPPoE as your IPv6 connection type, and the PPPoE server provides DNS
Address, set the DNS Address Assignment as 'Auto’. If the PPPoE server does not provide DNS
Address, set the DNS Address Assignment as 'Static' and configure the DNS Server Address provided
by your ISP.

If you have selected Statefull DHCP or Stateless Auto-Configuration as your network Connection Type,
and the a server provides DNS Address, set the DNS Address Assignment as 'Auto’. If the server does
not provide DNS Address, set the DNS Address Assignment as 'Static’ and configure the DNS Server
Address provided by your ISP

+ DNS Address: This field will be editable only if you have selected DNS Address Assignment as 'Static'.
Enter the DNS Address here. The DNS Address can be a maximum of 39 characters.

If you selected DNS Address Assignment as 'Auto’, the DNS Address will be assigned by the Server.

MAC Address

Click MAC Address to expand.

= MAC Address

L&MN Port MAC Address 00:1b:09:04.df.51
WAN Port MAC Address 00:1b:059:04:df.50
Uze MAC Cloning for WANMN interface

Clone MAC Address for WAN interface

* LAN Port MAC Address: This non-editable field displays the MAC Address of the LAN port.
+  WAN Port MAC Address: This non-editable field displays the MAC Address of the WAN port.

+ Use MAC Cloning for WAN Interface: MAC Cloning is required when you want the WAN Port to use a
MAC Address other than its own unique MAC Address as source MAC Address.

When MAC Address Cloning is disabled, the WAN Port will use its unique MAC Address as the source
MAC Address on all Ethernet Frames. When MAC Cloning is enabled, the WAN Port will use the cloned
MAC Address on all Ethernet frames.

Select the check box to enable cloning of the MAC Address of the WAN Port. Default: Disabled.

+ Clone MAC Address for WAN Interface: If you have enabled MAC Cloning, enter the MAC Address to
be cloned here.
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Dynamic DNS (DynDns.org)

Click Dynamic DNS (DynDns.org) to expand.

= Dynamic DNS (DynDns.org)

Enable Dynamic DNS o
User ID

Password

Host Name

Retry Trialz 5 -

Update IP Address now? | Cclick to Update IP Address |

+ Dynamic DNS (DynDNS.org): This parameter is applicable only when you are going to configure the SIP
Extensions.

When the WAN port is assigned dynamic IP Address using DHCP or PPPoE, SIP-enabled devices
registered with the system as SIP Extensions need to change their configuration whenever a new IP
Address is assigned to the WAN port. Dynamic DNS resolves this.

PRASAR UCS supports Dynamic DNS Server client of the Service Provider Dynamic DNS.org.
If you want to use the DNS Service of DynDNS.org, configure these parameters:

+ Enable Dynamic DNS: If you have taken the services of DynDNS.org, you must enable this check
box. Default: Disabled.

» User ID: Enter the User ID created by you with DynDNS.org here. A maximum of 40 characters,
including all ASCII characters are allowed. Default: Blank.

+ Password: Enter the Password created by you for your User ID with DynDNS.org here. The password
may be not more than 24 characters long. Default: Blank.

* Host Name: Enter the Host Name created by you with DynDNS.org here. A maximum of 40
characters. All ASCII characters except < > and “ (double quote) are allowed.Default: Blank.

* Retry Trials: This count defines the number of attempts that the system should make to send the IP
Address Update Request to the Dynamic DNS Server. The Retry Count may be set from 1 to 9. By
default the count is set to 1. Default: 5.

+ Update IP Address Now?: Click the Click to Update IP Address button, if you want to update the IP
Address in the DDNS server at any point of time. Default: Disabled.

This option is useful if you have not enabled the option Update IP Address during each Power ON. You
can update the IP Address in the DDNS server whenever required.
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Router's Public IP Address

Click Router's Public IP Address to expand.

=| Router's Details

Router's Public IP Address poo . poo . poo . 0oo
Router's SPARSH Port oooso

Router's Secure SPARSH Port 00443

Router's Public IP Address: This parameter is of relevance if the WAN port of the system is located
behind a NAT Router and configuration requests are to be forwarded to the public internet.

Router's Public IP Address is also used for web access and auto configuration of the phones. It specifies
the fixed IP Address of your NAT router required for NAT Traversal in SIP messages.

Router’s SPARSH Port: Enter the Router’'s Port mapped with the SPARSH Port of the system. This
allows auto configuration of the external VARTA clients (VARTA ADR100/ VARTA AMP100) using the
Auto Sign-In Email. If you want the VARTA clients to auto configure with the system, you must enter the
Router's SPARSH port value as the Server Port along with the Server Address in the VARTA ADR100/
VARTA AMP100.

Valid range: 80 or any value ranging from 1025 to 65535. Default: 80.

Router’s Secure SPARSH Port: Enter the Router’'s Port mapped with the SPARSH Secure Port of the
system. This allows auto configuration of the external VARTA clients (VARTA ADR100/ VARTA AMP100)
using the Auto Sign-In Email. If you want the VARTA clients to auto configure with the system using a
secure protocol, you must enter the Router's Secure SPARSH port value as the Server Port along with the
Server Address in the VARTA ADR100/ VARTA AMP100.

Valid range: 443 or any value ranging from 1025 to 65535. Default: 443.

o » Make sure you select the Use Router/STUN'’s IP Address option as the Registrar Server Address,

when you configure SIP Extensions.

*  You can also use STUN as an alternative to the Router's Public IP Address as NAT Traversal
mechanism. Ask your Network Administrator about the NAT Traversal mechanism that suits best for
your voice network and program this parameter.

Simple Traversal of UDP through NATs (STUN)

Click Simple Traversal of UDP through NATs (STUN) to expand.

=l Simple Traversal of UDP over NAT (STUN)

STUN Server Address

STUN Server Port 03473
STUN Query Interval (min} 0120
Uzse SIP port fetched using STUN o

Use RTP port fetched using STUN o

Simple Traversal of UDP through NAT (STUN): This parameter is to be configured only if the WAN port
is located behind a NAT Router and SIP Messages need to be forwarded to the public internet.
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Simple Traversal of UDP through NAT (STUN) specifies the mechanism required for NAT traversal in SIP
messages. The STUN Server facilitates traversing through most NATs, except symmetric NATs. If your
router has symmetric NAT, do not program this parameter. If your router as asymmetric NAT, configure the
following STUN parameters:

* STUN Server Address: Enter the STUN Server Address, a maximum of 40 characters. Default: Blank.

+ STUN Server Port: Enter the Listening Port of the STUN Server. The valid range for this field is from
1025-65535. The default STUN Port is 03478.

+ STUN Query Interval (min): This is the time interval between each STUN query made for the Public IP
Address of the NAT Router. The range of this interval is from 0001 to 9999 minutes. Default: 120
minutes.

+ Use SIP Port fetched using STUN: By default, this check box is selected (enabled), to allow SIP Port
Number to be fetched using STUN in the SIP message. Clear this check box, if you are using Port-
Forwarding in the Router for SIP messages.

+ Use RTP Port fetched using STUN: By default, this check box is selected (enabled), to allow RTP
Port Number to be fetched using STUN in the SIP message. Clear this check box, if you are using Port-
Forwarding in the Router for SIP messages.

* You also need to select 'Use IP Address fetched using STUN" option as the Source Port IP Address in
SIP Trunk Parameters and select the same as the Registrar Server Address, when you configure SIP
Extensions.

» Since STUN does not work with symmetric NAT, as an alternative to STUN you can use the Router's
Public IP Address as NAT Traversal mechanism. Ask your Network Administrator about the NAT
Traversal mechanism that suits best for your voice network and program this parameter.

Web Server Management

Click Web Server Management to expand.

=IWeb Server Management

HTTPS Server Port 00443
SPARSH Port 00030

Secure SPARSH Port 00443

HTTPS Server Port: Enter the HTTPS Port number. Valid range: 443 or any value ranging from 1025 to
60000. Default: 443.

SPARSH Port: Enter the SPARSH port number. The system will listen for the configuration request of the
Extended IP Phones/ VARTA clients/ Standard SIP Phones on this port. If you want any Extended IP
Phones/ VARTA clients/ Standard SIP IP Phones to auto configure with the system, you must configure
the SPARSH port value as the Server Port along with the Server Address in the Extended IP Phones/
VARTA clients/ Standard SIP IP Phones.

Valid range: 80 or any value ranging from 1025 to 60000. Default: 80.

Secure SPARSH Port: Enter the Secure SPARSH port number if you want to auto configure the VARTA
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AMP100/VARTA ADR100/ VARTA WIN200 with the server using a secure protocol. The system will listen
for the configuration request from the VARTA clients on this port. You must also configure the Secure
SPARSH port value as the Server Port along with the Server Address in the VARTA clients.

Valid range: 443 or any value ranging from 1025 to 60000. Default: 443.

When the system is set to default, the port values of HTTPS Port, SPARSH Port and Secure SPARSH Port
are not set to default.

Layer 2 VLAN/Cos
Click Layer 2 VLAN/Cos to expand.
=l Layer 2 VLAN/Cos

Enable Layer 2 VLAN/CoS
WLAN ID oo

SIP CoS

[¥x]

» Layer 2 VLAN/CoS: This parameter is to be configured if the WAN port is to be connected in VLAN
network.

This parameter enables the PRASAR UCS to add VLAN header to the packets generated by it. The VLAN
header consists of the VLAN ID (12-bit) and Class of Service (CoS, 3-bit) for prioritization of

traffic'®.

VLAN Tag is applied on all packets generated by system (SIP, RTP, DNS, ARP, etc.), whereas CoS bits are
applied only for SIP and RTP packets generated by system.

The corresponding meaning of CoS bits with respect to traffic type is as follows:

COS | Traffic Type

0 Best Effort

1 Background

Spare

Excellent Effort

Controlled Load

Video

Voice

N O] g A WOIDN

Network Control

+ Enable Layer 2 VLAN/CoS: Select this check box, if you want all packets generated by the system
(SIP, RTP, DNS, ARP, etc.) to be tagged with VLAN ID as configured. The CoS bits as configured for
SIP and RTP packets will be included in the VLAN header. Default: Disabled.

15. The IEEE 802.1P standard allows Layer2 switches to prioritize the traffic, thus providing Quality of Service (QoS), better handling
of data that pass over a network, thereby resulting in greater reliability and quality. Quality of Service (QoS) on Layer?2 is referred to
as Class of Service (CoS) which is defined by IEEE 802.1P.
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* VLAN ID: Consult your network administrator and configure the VLAN ID. The valid range for this is
from 0 - 4094. Default: 1.

+ SIP CoS: Define the CoS (priority) bits in all SIP packets. The range of CoS bits is from 0 to 7. Default:
3.

UDP NAT Keep Alive
Click UDP NAT Keep Alive to expand.
= UDP HAT Keep Alive

Enable UDP NAT Keep Alive
Interval (sec) 180

Type of Message MNotify

+ UDP NAT Keep Alive: This parameter is to be configured when the WAN port is connected behind a NAT

router'® and SIP messages are transported over UDP. UDP NAT Keep Alive messages must be sent to
refresh the UDP binding in the NAT router.

+ Enable UDP NAT Keep Alive: Enable this check box to send UDP NAT Keep Alive messages
periodically to refresh the binding in the NAT router. Default: Disabled.

* Interval (sec): Select Time period after which the WAN Port should send UDP NAT Keep Alive
messages. This time period should be less than the UDP Binding Timer of the router. The valid range is
001-999 seconds. Default: 180 seconds.

+ Type of Message: Select the type of message type to be sent when UDP NAT Keep Alive is enabled.
Select either REGISTER or NOTIFY. Default: NOTIFY.

TCP NAT Keep Alive
Click TCP NAT Keep Alive to expand.
=I TCP NAT Keep Alive

Enable TCP NAT Keep Alive

Interval (sec) 0120

* TCP NAT Keep Alive: This parameter is to configured when the WAN Port is connected behind a NAT
router and SIP messages are transported over TCP. TCP NAT Keep Alive messages must be sent to
refresh the TCP binding in the NAT router.

+ Enable TCP NAT Keep Alive: Enable this check box to send TCP NAT Keep Alive messages
periodically to refresh the binding in the NAT router. Default: Disabled.

16. Network Address Traversal (NAT) allows multiple hosts in the network to share the single public routable IP address. Means all the
hosts in the private network shall be identified by single public IP address in the global IP cloud.
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* Interval: Select Time period after which the WAN Port should send TCP NAT Keep Alive messages.
This time period should be less than the Binding Timer of the router. The valid range is 0001-9999
seconds. Default: 120 seconds.

Viewing Network Parameters

You can view the status of WAN Port in Jeeves. To do this,

Login as System Engineer.

Under Configuration, click Network Parameters.

Click Status.

NGY ISR LS

Least Cost Routing (LCR) *

+| License Management
+| Logical Partition

+| Macros

+| MOH Management
Hetw

ork Parameters

+| Parameter
*| Static Routing Table
+| Status

+| Number List

+| Operators

+| OG Trunk Bundle
+| 0G Trunk Bundle Groups
+| Page Zones

+| PCAP Trace
+| PIN Configuration

Regional Settings

+| Response Mapping
+| Routing Group
+| Security Settings

+| Station Advance Features

Templates

+| Station Basic Features

Templates

Station Messzage Detail

-~

m

Ethernet Ports Status

IP Addressing Mode
WoIP Server Domain

RTP Mode

Relayw/DRTP Free Call Count

VAN Port

Ethernet Link

Default MAC Address
MAC Address in use
Preferred DNS Server

Dynamic DNS Status

IPv4 Status
Stack State

P Address
Subnet Mask
Default Gateway
DHS Address

MAT Status

IPv4 only

Transcoding

1100

Up

00:1 b 0% 04:.dF:50
00:1b:09:04:dF:50

Pvd

Dizabled

Static-Success
192 168.1.177

255.255.255.

Not Configured

It displays the statuses of the various IPv6 and IPv4 parameters for the LAN and WAN port.

When the system receives the IP Address from the DHCP/ PPPoE Server, the system performs DAD (Duplicate
Address Detection). If DAD fails due to conflict in IP Address, the respective network parameters (WAN or LAN)
need to be re-initialized.

To re-initialize the WAN parameters, click the IPv4 Network Reinitialization or IPv6é Network Reinitialization
button under WAN. Similarly, to re-initialize the LAN parameters, click the IPv4 Network Reinitialization or IPv6

Network Reinitialization button.

o You can also view the Network Status from the Status link. To view, click the Network link under Status.
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Configuring Redundancy Parameters

In this topic we will explain how to configure the Redundancy parameters. To know about the Redundancy feature
and how it works, refer to “Redundancy”.

How to configure

For this feature to work,

You must purchase two SPARK200 servers.

Make sure that the same Firmware Version V2.0 or later is installed in both the servers.

Activate the Redundancy license in only one Server (preferably the one with other licensed features). To
know more, refer to “License Management”.

Configure the Virtual IP for the LAN/WAN port as per your network scenario. To know more, refer to
“Configuring Network Parameters”.

It is recommended to configure the Primary Server first and then configure the Backup Server. To know
more, refer to “Configuring the Servers”.

PRASAR UCS supports redundancy only when the Connection Type configured for the WAN Port is Static,
if WAN is selected as the Redundancy On Option.

Configuring the Servers

Connect the LAN port of the server which is to be configured as the Primary Server to a PC without
connecting the other server.

Enter https://192.168.2.100 (Default IP of the LAN port.) in the address bar of the browser.
Login as System Engineer.

Under Configuration, click Network Parameters.

* Click Parameter. The Network Parameters page opens.

» Click LAN Port (IPv4 settings) to expand. Enter the IP address of the LAN port)

=/ LAN Port (IPv4 settings)

IP Address 192 . 188 . 002 . 150

Subnet Mask 255 . 255 . 255 . OO0

* Click WAN Port (IPv4 settings) to expand. Enter the IP address of the WAN port.

=" WAN Port (IPv4 settings)
Connection Type Static -
IP Address 192 . 188 . 105 . 150
Subnet Mask 255 |, 285 . 255 |. OO0
Default Gateway 192 . 188 . 105 . 01
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Make sure that the Redundancy LAN IP Address and LAN Port IP Address configured in “LAN Port (IPv4
settings)” in Network Parameters are in the same subnet if you wish to use Redundancy. Similarly, this is
also valid for the WAN IP Address.

Depending on your network scenario, the LAN/ WAN IP Address configured in “Configuring Network
Parameters” is the Virtual IP. This IP Address is used for communication. The Virtual IP is assigned
to the server which is in the active state. Make sure that the Virtual IP is configured in all the clients
— IP Phones and VARTA UC Clients.

Similarly, you can connect the Backup Server.

« Enter the LAN/WAN port IP Address (as configured by you in the Network Parameters of the Primary
Server) in the address bar and login again as System Engineer.

+ Under Configuration, click Redundancy Configuration.

Redundancy Configuration

Enable Redundancy

Server Mode Primary -

Descripticn

Redundancy On LAN -

Redundancy LAN IP Address poo . o0O0 . OO0 . 000
Redundancy WAN IP Address goo . ooo . oO0 . 000
lzolation IP Address @ Default Gateway

poo || OO0 || 00O |.| OOO

Note: Please ensure that configured Izolation IP Address should be reachable through ‘Ping’.
You can verify it from Network Diagnosis.

Backup Server - Redundancy LAN IP Address poo . o0O0 . OO0 . 000
Call Manager - Synchronization Port 254 (TCP)
Session Manager - Synchronization Port 873 (TCP)
Heartbeat Port 255 (UDP)

Heartbeat Parameters
Heartbeat Retry Count 3 -

Heartbeat Interval (msec) 300 -

Redundancy Configuration

+ Enable Redundancy: By default, this check box is disabled. To use Redundancy feature, select the check
box.

* Server Mode: To configure the first system as Primary Server, select Primary. This is the main server that
responds to the client requests.

Default: Primary.
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o If you are configuring this parameter using the Backup Server IP Address,

» Select the Server Mode as Backup. This is the secondary server that responds to the client requests
only when the Primary Server is unavailable. It stays in sync with the Primary Server such that when
the Primary Server fails, the Backup Server has latest configuration and call information at the time of
redundancy.

& If you have configured the same Server Mode in both the systems, then Redundancy will not be
supported.

» Description: Enter the location of the server. The description may consist of 24 characters (maximum).
For example, enter R&D.

¢ Redundancy On: Select the desired network — LAN or WAN, on which you want the redundancy to be
applied. Default: LAN.

* Redundancy LAN IP Address: Enter the IP Address assigned to the LAN Port of the system.
* Redundancy WAN IP Address: Enter the IP Address assigned to the WAN Port of the system.

o Make sure that the Redundancy LAN and WAN IP Address are in the same subnet of IP addresses which
are configured in the Network Parameters.

* Isolation IP Address: This is the IP Address that is used by the Standby System to check whether it
isolated or not before applying redundancy.

When you select radio button of the Default Gateway, then the system uses the Gateway Address
configured in WAN Port of Network Parameters.

To assign a different IP address as the Isolation IP address, select the radio button and manually enter the
desired IP address.

o * Make sure that the IP address to be configured as Isolation IP address is reachable through ‘Ping’. You
can check the status of this IP using “Network Diagnosis”.

» The Isolation IP address configured should be same for both Primary and Backup Server.

¢ Backup Server - Redundancy LAN IP Address: This is the IP address of the LAN port interface
connected to the Backup Server on which redundancy will be applied. This parameter is displayed when
you select Server Mode as Primary. Similarly, this is also valid for the WAN IP Address.

o Primary Server - Redundancy LAN IP Address: This is the IP address of the LAN port interface
connected to the Primary Server on which redundancy will be applied. This parameter is displayed when
you select Server Mode as Backup. Similarly, this is also valid for the WAN IP Address.

e Call Manager - Synchronization Port: This port is responsible for synchronization between the Primary
Server and Backup Server. The Active server sends configuration to the Standby server through this port.
The value of this port is 254 and it is fixed.

* Session Manager - Synchronization Port: This port is responsible for synchronization between the
Primary Server and Backup Server. The Active server sends configuration to the Standby server through
this port. The value of this port is 873 and is fixed.
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* Heartbeat Port: The Standby server periodically checks the availability of the Active server through this
port. The value of this port is 255 and is fixed.

Heartbeat Parameters

* Heartbeat Retry Count: The Standby server checks the availability of the Active server using Heartbeat
requests. The number configured as the Heartbeat Retry Count, defines the number of attempts that
need to be made by the Standby server to check the availability of the Active server. When no response is
received from the Active server and the count expires, the Standby server becomes Active. The Heartbeat
Retry Count may be set from 3 to 9. Default: 3.

* Heartbeat Interval (msec): This is the time interval after which the Standby server retries to fetch
Heartbeat response from the Active server. Valid Range is 100 to 1000 millisecond. Default: 300
millisecond.

o * Make sure that Backup Server-Redundancy LAN IP address is same as Redundancy LAN IP
address of Backup Server.

» Similarly, if you are configuring the parameters in the Backup Server, make sure the Primary Server-
Redundancy LAN IP address is same as Redundancy LAN IP address of Primary Server.

* When you submit the page after configuring, the system will restart to activate redundancy.

* Now, disconnect the LAN port of the Primary Server from the PC and connect it to LAN port of the Backup
Server.

» Connect the WAN port to a switch/router for communication with the client devices.

Viewing Redundancy Status

To view the Redundancy status,
* Login as System Engineer.
+ Click Status.

* Under Status, click Redundancy Status.

Configuration 1y Redundancy Status
Maintenance ¥ Last updated on: 28-Dec-2018 11:30
Status - Server Status Primary - Active (since 0 day's, 04:11 hour/s)

+| Systemn Detail

Redundancy on VAN - 152.188.1.193 (Local) - 152.168.1.192 (Remote)
+| System Uzage
+| System Performance Redundancy Status @
+| Mailbox Status
Y USE Status Call Manager - Synchrenization 9
+| Redundancy Status Session Manager - Synchronization ()
+| SNMP Status
Heartbeat
+| SIP Trunk Status .

+| SIP Extension Status
+| Network Status

+| OS5 Status

+| Web Jeeves Users

» Server Status: Displays current systems mode, status and uptime.
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Redundancy on: This displays the port through which redundancy occurs and the WAN/LAN |P address
of the Active system and Standby system.

Redundancy Status: This displays:

» Green dot when redundancy is aptly configured and Backup Server is in synchronization.
* Red dot when the two systems are disconnected.

* Orange dot when the system is in Standby state.

Call Manager - Synchronization, Session Manager - Synchronization, Heartbeat: When there is any
problem during the synchronization, the respective status will be displayed.

The Redundancy status is also displayed in the top banner,

& MATRIX PRASAR UCS Primary - Acve o @

It displays the current Server Mode — Primary or Backup and the Status — Active or Standby depending
upon the availability of the server.
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CHAPTER 5 Configuring Extensions

The PRASAR UCS supports the following types of extension ports:
* SIP Extensions: Any SIP-enabled device like a Matrix VARTA UC Client, an IP-phone, a Softphone or a
Wi-Fi mobile handset can be registered with the PRASAR UCS and function as the 'SIP Extension' of the
PRASAR UCS.

SIP Extensions users can make and receive calls to any extension user of the PRASAR UCS as well as
any external numbers over VolIP, depending on the “Logical Partition” configured in the System.

PRASAR UCS supports 21007 SIP Extensions. To know more, refer the topic “License Management”.

¢ Virtual Extensions. For more information see “Virtual Extension”.

Templates for Configuring Extensions

To make the task of configuring of extensions easy, the PRASAR UCS offers Templates, namely:
» SIP Hardware Template - for SIP Extensions (and SIP Trunks) only. See “SIP Hardware Template”.

» Station Basic Feature Template - for SIP Extensions and Virtual Extensions.See “Station Basic Feature
Template”.

+ Station Advanced Feature Template - for SIP Extensions and Virtual Extensions.See “Station Advanced
Feature Template”.

You can use these templates to program extensions which are to be assigned the same set of features at one go,
saving you the effort for painstaking configuration of each extension.

The features in these templates are loaded with default values that fulfill the requirements of a very broad user
base. The Templates may be customized as per user requirements and applied to the extensions.

Before you start the configuration of the extensions, please read the description of the templates and how to
customize the templates according to user requirements.

17. PRASAR UCS SME Application supports 250 SIP Extensions.
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Station Basic Feature Template

The Station Basic Feature Template is a set of general features that completely define the basic behavior of an
extension. Instead of programming each extension individually, the Station Basic Feature template makes it
possible to group together extensions that are to be assigned the same set of features, prepare a Station Basic
Feature Template with the common set of features and apply it on these extensions.

The PRASAR UCS offers 50 such Station Basic Feature Templates. A Station Basic Feature Template is assigned
to all the types of extensions, namely SIP Extensions and Virtual Extensions.

These templates have commonly used values, but can be customized as per the requirement and applied on the
extensions.

Station Basic Feature Template Parameters

The Station Basic Feature Template contains the following features:

- F{cutin.g Ercu.p “  Station Basic Features Templates
+| Security Settings -
+| Station Advance Features Template No. I
Templates
+| Station Basic Features Mame
Templates o
Station Message Detail . Time Table ! h
Recording Operator 1 -
+| SMTP Settings
System Log b + Class Of Service |
+| System Parameters _ | ® Call Budget and Toll Control

n

bl G o
System Prerequisites + Trunks for Outgoing Calls

+| System Timers and Counts |

+| Time Table +/ SMDR Storage

*| Trunk Features Templates
+| Wirtual Extensions m
W S T anfinn ratinn - i
+ Template Number: Select the Template Number, from 1 to 50 that you wish to configure.
+ Name: Configure the Name you wish to assign to the Template you selected.

* Time Table: Select the desired Time Table number from 1 to 8.

A Time Table is a schedule of the three Time Zones, namely: Working Hours, Break Hours, Non-Working
hours for a week.

Certain features of the PRASAR UCS like Operator, Class of Service, Toll Control, Outgoing Trunk

Access, among others, require the extension to behave differently in each Time Zone'®.

So, a Time Table is assigned to extensions defining the Time Zones for the entire week, so that the system
can execute the Time Zone-dependent features and facilities according to the Time Table.

18.  For example, incoming calls are to be routed to the security personnel extension, instead of the Operator when the office is closed
(non-working hours), or certain features in the Class of Service are to be allowed only during working hours, or access to outgoing
long distance calls are to be denied during non-working hours, or the extension must play a different greeting message to the call-
ers during break hours and holidays (non-working hours).
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There are 8 different Time Table templates to select from. By default, the Time Table 1 is assigned to all

Station Basic Feature Templates. The System Time Table has Monday to Saturday as working days with
working hours set as 9:00 to 18:00 and break hours set as 13:00 to 14:00. Sunday is a non-working day
with working and break hours set as 00:00.

You may also customize the default Time Table 1 OR customize and assign a different Time Table to the
Station Basic Feature Template. To customize the required Time Table, Click the Time Table link. For
detailed instructions, refer to “Time Tables”.

Operator: Define the Operator for the extensions on which the Station Basic Feature Template is applied.
The system supports multiple Operators. In each Time Zone one of the 20 Operators can be configured.

Operator can be a single extension or a group of extensions, so that call management is more efficient. For
instance certain extensions may be assigned Operator 1, certain others Operator 2 and the rest may be
assigned Operator 3.

Operator 1 is the default in the Station Basic Feature Template. If you want to assign different extensions
to different Operators, you must configure a separate Station Basic Feature Template with a different
Operator for each extension group.

For detailed instructions, refer to “Configuring 'Operator".

Class of Service (COS)

=l Class OF Service

Working Hours 01
Break Hours 01

Non-working Hours 01

Class of Service (COS) defines the set features of the system that the extension is to be allowed access to.

Click Class of Service to expand.

The set of features assigned to the extension users may differ as per their requirements. Some group of
extensions may need the ability to forward calls to a cell phone, and others may have no need to make
calls outside the office.

Similarly, certain features may be required during working hours, but not during break or non-working
hours.

It is possible to assign a different Class of Service to different extensions according to their feature
requirements as well as according to the Time Zones.

By default Class of Service group 01 is assigned to the Station Basic Feature Templates for all Time
Zones —.Working Hours, Break Hours or Non-working Hours. If you want to assign a different COS for
each Time Zone, you must customize the COS group first and then assign the number of the COS group in
the Station Basic Feature Template.

Refer the topic “Class of Service (COS)” to know more and for instructions on how to enable or disable a
feature in a COS group.
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Click Submit.

Call Budget and Toll Control

=l Call Budget and Toll Control

Apphy Call Budget v

Calls allowed for Toll Control Lewvel-0 (WH) All Calls -
Calls allowed for Toll Control Level0 (BH) All Calls -
Calls allowed for Toll Control Level0 (NH) All Calls -
Calls allowed for Toll Control Level 1 Local Calls -
Calls allowed for Toll Control Level 2 Mational Calls -
Calls allowed for Toll Control Level 3 No Calls -
Calls allowed when Call Budget is consumed No Calls -

Call Budget

The Call Budget feature will allot a 'budget' limit for outgoing calls made by extensions on which the Station Basic
Feature Template is applied.

Click Call Budget and Toll Control to expand.

Apply Call Budget: Select this check box to enable the Call Budget feature. The Call Budget feature will
allot a 'budget' limit for outgoing calls made by extensions on which the Station Basic Feature Template is
applied. Refer “Call Budget on Extension” for more details.

Toll Control

The Toll Control Level allows you to define the Call Privilege (calling permission) to be allowed to extensions
according to the time of the day, during working hours (WH), break hours (BH) and non-working hours (NH). For
each Time Zone, you may define the calling permission to be allowed to extensions by selecting the Type of Call
Privilege.

Calls allowed for Toll Control Level 0 (WH): This Toll Control Level allows you to define the Call
Privilege (calling permission) allowed to an extension during Working Hours. You can select: No Calls,
Local Calls, Regional Calls, National Calls, International Calls, All Calls, Limited Calls.

Calls allowed for Toll Control Level 0 (BH): This Toll Control Level allows you to define the Call Privilege
(calling permission) allowed to an extension during Break Hours. You can select: No Calls, Local Calls,
Regional Calls, National Calls, International Calls, All Calls, Limited Calls.

Calls allowed for Toll Control Level 0 (NH): This Toll Control Level allows you to define the Call Privilege
(calling permission) allowed to an extension during Non-Working Hours. You can select: No Calls, Local
Calls, Regional Calls, National Calls, International Calls, All Calls, Limited Calls.

The Toll Control levels on this page are based on the allowed and denied number lists of Local, Regional,
National, International, and Limited Call numbers you configured in the “Toll Control”.
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Toll Control for Dynamic Lock

Dynamic Lock allows extension users to change the Toll Control Levels (Calling Permissions) of their extensions on
their own by dialing a code. PRASAR supports Toll Control Levels 0 to 3 for Dynamic Lock.

For each Toll Control Level from 0 to 3, you must assign 'Call Privilege’19. For each Call Privilege, you need to
configure the corresponding number strings to be allowed and number strings to be denied. See “Dynamic Lock” to
know more about this feature.

0

Calls allowed for Toll Control Level 1: This Toll Control Level allows you to define the Call Privilege
(calling permission) to be allowed to an extension, regardless of Time Zone. By default Toll Control Level 1
is set to No Calls.

Calls allowed for Toll Control Level 2: This Toll Control Level allows you to define the Call Privilege
(calling permission) to be allowed to an extension, regardless of Time Zone. By default Toll Control Level 2
is set to No Calls.

Calls allowed for Toll Control Level 3: This Toll Control Level allows you to define the Call Privilege
(calling permission) to be allowed to an extension, regardless of Time Zone. By default Toll Control Level 3
is set to No Calls.

The Lock Levels on this page are based on the allowed and denied number lists of Local, Regional,
National, International and Limited Call.

Calls allowed when Call Budget is consumed: You to define the Call Privilege (calling permission) to be
allowed to an extension, after the assigned budget has been consumed. By default Calls allowed when

Call Budget is consumed is set to No Calls.

Click Submit.

Trunks for Outgoing Calls

=l Trunks for Qutgoing Calls

TAC 0G Trunk Bundle Group - WH 0G Trunk Bundle Group - BH 0G Trunk Bundle Group - NH
TAC-1 01 01 01
TAC-2 01 01 0
TAC-3 01 01 0
TAC-4 01 01 M
TAC-5 01 01 M
TAC-S 01 01 01

Outgoing calls (to external numbers) are made by dialing Trunk Access Codes (TAC).

For each TAC, you need to select the Outgoing Trunks. All external calls made by dialing a particular TAC will be
routed through the outgoing trunks you selected for that TAC.

Click Trunks for Outgoing Calls to expand.

19.  The Call Privilege types are: No Calls, Local Calls, Regional Calls, National Calls, International Calls and Limited Calls.
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*  OG-Trunk Bundle Group -WH: This is the Outgoing Trunk Bundle Group to be allotted to the extension
for Working Hours. The extension will be allowed to make outgoing calls through the trunks in this group.

*  OG-Trunk Bundle Group - BH: This is the Outgoing Trunk Bundle Group to be allotted to the extension
for Break Hours.

*  OG-Trunk Bundle Group - NH: This is the Outgoing Trunk Bundle Group to be allotted to the extension
for Non-Working Hours.

Refer the topic “OG Trunk Bundle Group” for more details.

* Click Submit.

SMDR Storage

=I SMDR Storage

Store Outgoing Calls
Store Incoming Calls

= e

The Station Message Detail Recording (SMDR) feature of PRASAR enables you to record the details of Incoming
(IC) and Outgoing (OG) calls made from/to all its extensions. To obtain SMDR as a report, you must enable SMDR
Storage, and set filters. See “Station Message Detail Recording (SMDR)” to know more.

+ Click SMDR Storage to expand.

« Store Outgoing Calls: You can enable or disable the storage of call details - Station Message Detail
Records - of Outgoing Calls made from the extensions on which the Station Basic Feature Template is
applied. Select the check box to enable and clear it to disable. Refer the topic “Station Message Detail
Recording-Storage” for more details.

« Store Incoming Calls: You can enable or disable the storage of call details - Station Message Detail
Records - of Incoming Calls landing on the extensions on which the Station Basic Feature Template is
applied. Select the check box to enable and clear it to disable. Refer the topic “Station Message Detail

Recording-Storage” for more details.

+ Click Submit.

Customizing Station Basic Feature Template using Jeeves

* Login as System Engineer.

» Under Configuration, click Station Basic Feature Templates.
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Select a Template number you wish to customize, for example Template 10.

Response Mapping
Routing Group

Security Settings

Station Advance Features
Templates

Station Basic Features
Templates

Station Message Detail
Recording

¥

+| SMTP Settings
System Log

+| System Parameters

+| System Prerequisites

+| System Timers and Counts
+| Time Table

+| Trunk Features Templates
+| Virtual Exten=zions

VM S Configuration

-

m

Station Basic Features Templates

Template Mo. 10 -
Name

Time Table 1 -
Operator 1 -

Class Of Service

Call Budget and Toll Control
Trunks for Qutgoing Calls
SMDR Storage

= e

Change the values of the Station Basic Feature Template parameters as desired.

Click Submit to save your changes.

Now, apply this Station Basic Feature Template 10 on the SIP / Virtual Extensions.

To apply the customized Station Basic Feature Template on SIP Extensions,

Under Configuration, click VolP Configuration.

Click SIP Extension Settings.
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* Go to the SIP Extensions, for example SIP Extension 1, to which this Station Basic Feature Template is to
be assigned, and enter the Station Basic Feature Template number.

* MAlDoX >1atus

-

VolP Configuration

*| WolP Parameters

+| SIP Extenszion Settings

| WVARTA License
Management

+| Device Management

+| SIP Extension General
Parameters

+| Third Party IP-Phone
General Parameters

+| Black List IP Address - SIP
Extenzions

+| SIP Trunk Parameters

+| SIP Hardware Template

+| SIP Gain Settings

+| Digest Authentication

+| Peer to Peer Table

+| Debug

*| SIP Trunk Status

+| SIP Extension Status

Maintenance

status

* Click Submit.

rs

SIP Extension Settings

SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

Enable |:|

Authentication

SATP

SRTP Mode Forced
Templates

SIP Hardware Template 01
! Station Basic Feature Template 01 |

Station Advanced Feature Template 01

Voice Mail Settings I

L3

* Repeat the same steps to customize another Station Basic Feature Template and apply it on the extension

ports.

Station Advanced Feature Template

The Station Advanced Feature Template is a set of advanced extension features, to be applied on extensions to
support features like CLIP, Call Duration Control, Storage of Internal SMDR, Call Taping, Alarm Notification, Floor

Service, Walk-In Class of Service, etc.

Instead of programming each extension individually, the Station Advanced Feature makes it possible to group
together extensions that are to be assigned the same set of features, prepare a Station Advanced Feature
Template with the common set of features and apply it on these extensions.

The PRASAR UCS offers 50 such Station Advanced Feature Templates. A Station Advanced Feature Template is
assigned to SIP extension and Virtual extensions.

These templates have commonly used values, but can be customized per the requirement and applied on the

extensions.
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Station Advanced Feature Template Parameters

The Advanced Feature Template comprises the following features on extensions:

+| Routing Group L .
) Secuily Selings Station Advance Features Templates |

+| Station Advance Features Template Mo. M -
Templates
+| Station Basic Features Name |
Templates 1
Station Message Detail  * Caller ID On Call Transfer
Recording Call Forward |
+| SMTP Settings 1
System Log 3 [+ Intercept Destination for DHND
+| System Parameters DDl Routing

+| System Prerequisites
_ . Alarm Notification
+| System Timers and Counts 1

+| Time Table Call Taping
+| Trunk Features Templates SMDR Storage |
+| Virtual I_E.;-ttensiu.:ns Walk Out -
VM S Configuration . A |
VolP Configuration k = [ Others |
Maintenance B

+ Template Number: Select the Template Number, from 1 to 50 that you wish to configure.

+ Name: Configure the Name you wish to assign to the Template you selected.
Caller ID On Call Transfer

[=I Caller ID On Call Transfer

@ Dizplay number of Transferring Extension when call is transferred by this Extension

Dizplay number of Party kept on Hold when call is transferred by this Extension

This parameter is related to the CLIP feature. It allows you to choose whether the system should display the CLI of
the ‘Held Party’ or the CLI of the ‘Transferring Party’ to the transfer destination extension while the call is being
transferred.
Refer the feature description for “Calling Line Identification and Presentation (CLIP)” to know more.

» Click Caller ID on Call Transfer to expand.

+ Select the radio button of the desired option:

+ Display Number of Transferring Extension when call is transferred by this extension.
+ Display Number of Party kept on Hold when call is transferred by this extension.

* Click Submit.

130 Matrix PRASAR UCS System Manual



Call Forward

=l Call Foreard

Call Forward Mo Reply Timer (zec) 030

Allow External Call Forward for Trunk Calls -

Preset Call Forward (WH)

Forward Type None -
Destination Dept. Group
Port Mo. oo

Preset Call Forward (BH)

Forward Type None -
Destination Dept. Group
Port Mo. oo

Preset Call Forward (MH)

Forward Type None -
Destination Dept. Group
Port Mo. oo

» Click Call Forward to expand.

+ Call Forward No Reply Timer (sec): Set the Call Forward No Reply Timer (sec) to the desired value, if
required. The range of this timer is 001-255. Default: 030 seconds.

Call Forward No Reply Timer signifies the duration for which the system will wait for an extension to
answer an incoming call, before forwarding the call to the programmed destination as Call Forward-No
Reply. By default the Timer is set to 30 seconds. This timer is applicable for both Call Forward and Preset
Call Forward. Refer the feature description for “Call Forward” and “Preset Call Forward” to know more.

» Allow External Call Forward for: Select the type of calls to be forwarded if Calls are forwarded to an
external number. You may select from the following options:
* Internal Calls
* Trunk Calls
* Internal + Trunk Calls
Default: Trunk calls.

This parameter is relevant for the features “Call Forward”, “Mobility Extension” and “Call Forward-When
Not Registered”.

* Preset Call Forward (WH): Select the Forward Type for Preset Call Forward (WH). You may select:
* None
*  When Busy
*  When No Reply
*  When Busy or No Reply
Default: None

+ Destination: Select the Destination — SIP, Voice Mail or Dept Group — to which the calls are to be
forwarded for Preset Call Forward (WH). Default: 21.
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Follow the instructions to configure Preset Call Forward (BH) and Preset Call Forward (NH).
See “Preset Call Forward” for more details.

+ Click Submit.

Intercept Destination for DND

=l Intercept Destination for DND

Intercept Destination for DMND - WH Destination None - Port Mo. 0000
Intercept Destination for DND - BH Destination None - Port Mo. 0000
Intercept Destination for DND - NH Destination None - Port Mo. 0000

When the DND set extension users want their calls to be attended by someone even if DND is set, they must select
an Intercept Destination. Incoming calls landing on extension that has set DND will be routed to the Intercept
Destination. This destination can be the users own mailbox or another extension. See “Do Not Disturb (DND)” for
more details.

» Select Intercept Destination for DND to expand.

* Intercept Destination for DND - WH: Select the Destination for Intercept Destination for DND - WH. You

may select:
* None
* Voice Malil

« SIP Extension
Default: None

If you select the Destination as an SIP Extension, enter the desired Port Number (Port No.).

Similarly, you may select Intercept Destination for DND - BH and Intercept Destination for DND - NH.

* Click Submit.

DDI Routing

=/ DDl Routing

DD IC Routing

<

Send DDI Number as CLI?

DDI IC Routing is useful in organizations where a PBX is connected and each extension user needs to be assigned
a separate direct number. When there is an incoming call on a specific DDI number, it is routed directly to the
extension user who is assigned the number without the intervention of the operator.

+ Select Intercept Destination for DND to expand.

+ DDI IC Routing: By default this check box is selected, that is it is enabled. The system will land incoming
calls with the same DDI number on the extension user who is assigned this number. Default: Enabled.

Clear the check box, if you want to disable.
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+ Send DDI Number as CLI? By default this check box is selected, that is it is enabled. The system will
send the DDI number as CLI when outgoing calls are made by the extension user who is assigned this
number. Default: Enabled.

Clear the check box, if you want to disable.

Refer the topics “Direct Dialing-In (DDI)” to know more.

* Click Submit.

Alarm Notification

=l Alarm Moftification

Alarm Notification Type Music on Hold  «

Alarm MNotification Routing Group &y

Using Alarm Notification you can notifying the extension user about the Alarm call.
» Click Alarm Notification to expand.
« Alarm Notification Type: PRASAR supports the following types of Alarm Notifications:
* Music-on-Hold: Extension users will be played music-on-hold when they answer the alarm call.

* Voice Mail: The Extension users will be played the message recorded in the VMS, when they answer
the alarm call.

* Routing Group: Extension users will be connected to the extensions programmed in the 'Alarm
Notification Group'. For this you must have programmed a Routing Group.

« Alarm Notification Routing Group: Configure this only if you have selected Routing Group as the Alarm

Notification Type. In Alarm Notification Routing Group, enter the number of the Routing Group you have
configured for Alarm Calls.

By default Routing Group 31 is assigned as the Alarm Notification Routing Group. If the same Routing
Group is to be assigned to all extensions, click the link Alarm Notification Routing Group. Select members

(extensions) in this routing group. Save your changes by clicking Submit.

You can configure a different Routing Group repeating these steps. Make sure to enter the number of the
Routing Group you configured.

Refer the feature description for “Alarms” to know more.

* Click Submit.
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Call Taping

=l Call Taping

Tape callz coming without CLI

Number List- Incoming Calls 05

Number List- Outgoing Calls 10

Call Taping for Internal Calls

To use the “Call Taping” feature on the extension,
» Click Call Taping to expand.

+ Tape Calls coming without CLI: Select this check box, if you want incoming calls without CLI to be
taped. By default it is disabled. The system will not tape incoming calls without CLI.

* Number List-Incoming Calls: Assign a Number List containing numbers of Incoming Calls that must
be taped. You must first configure the Number List. By default, Number List 09 is assigned.

* Number List-Outgoing Calls: Assign a Number List containing numbers of Outgoing Calls that must
be taped. You must first configure the Number List. By default, Number List 10 is assigned also for

outgoing calls.

If Number list 10 is already used for another application, prepare a different number list and assign it to
the template.

« Call Taping for Internal Calls: Select this check box if you want to allow Call Taping of internal calls
made and received by the extension.

* Click Submit.

SMDR Storage

=I SMDR Storage

Internal Calls Storage Made/Received by this Extension -

The Station Message Detail Recording (SMDR) feature of PRASAR enables you to record the details of Internal
calls made from/to all its extensions. To obtain SMDR as a report, you must enable SMDR Storage, and set filters.
See “Station Message Detail Recording (SMDR)” to know more.

» Click SMDR Storage to expand options.

» Internal Calls Storage: Select the type of internal calls to be stored. You can select from the following
options:

+ Made/received by this extension: the system will store all calls made to and received from this
extension.

» Made by this extension: the system will store outgoing calls made from this extension.
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* Received by this extension: the system will store only incoming calls from other extensions.
* Never: the system will not store internal calls.

+ Click Submit.

Walk Out

=l Walk Out

Walk Out Mode One Call -

This parameter is related to the feature Walk-In Class of Service. PRASAR UCS offers two types of Walk-In:
i) One-Call per Walk-In, whereby the user is automatically logged out after a call.
ii) Walk-In until Logout, whereby the user remains logged on until s/he manually walks out or a second user walks
into the same extension.
To know more about this feature, refer “Walk-In Class of Service”.
» Click Walk Out to expand.

+ Walk-Out Mode: You must select the Walk-Out mode for the extension.

» One Call: Select this option, if you want to assign One-Call per Walk-In to the extension.
* Multiple Calls: Select this option, if you want to assign Walk-In until Logout to the extension.

* Click Submit.

Others
=l Others
CDC Table 1 -
Route Global Directory Calls using OGTBG configured in Global Dir,.
Department Biling Group 0o
Floor Service Group 0o

GPRAX Charge Internal Calls
Aszsign Help Desk function

Do not allow cutgoing calls without Account Code

» Click Others to expand.

+ CDC Table: This parameter needs to be configured if you have enabled the “Call Duration Control (CDC)”
feature on the extension. The system will check the Call Duration Control (CDC) Table applied to the
extension to implement this feature on the extension. So, you must first configure the CDC Table and
select the number of the CDC Table you have configured.

You can configure 8 different CDC tables. By default, CDC Table No. 1 is assigned to all extensions. If
CDC is to be applied on extensions of the PRASAR UCS, simply enter the default CDC Table No. 1.
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To do this, click the link CDC Table to open the page. Configure the CDC Table parameters and Submit to
save your settings. Now return to the Station Advanced Feature Template and enter the number of the
CDC Table you configured in the CDC Table of the template.

Refer the feature description “Call Duration Control (CDC)” to know more and for instructions on creating
CDC Tables.

Route Global Directory Calls using: This parameter decides the OGTBG to be used to route the Global
Directory number. You may select either OGTBG configured in the Global Dir. or any other OGTBG
from 01 to 32.

Department Billing Group: This parameter enables you to know the total cost of the calls made by a
particular group of extensions. This parameter is used as a one of the filters for printing SMDR Reports
namely, Print outgoing calls department group wise. To be able to use this filter, you must assign the
extensions to a Department Bill Group. You can create as many as 99 different Department Bill Groups.
Enter the number of the Bill Group you want to assign the extensions here. By default, no Routing Group is
assigned to Floor Service in the Template ('00").

Floor Service Group: This parameter is related to the Floor Service feature. Floor Service can be floor-
wise or centralized. Floor Service requires you to configure the Routing Groups as landing destinations for
extension calls.

Configure the Floor Service (Routing) Group first and enter this Floor Service (Routing) Group number
here. There are 96 different Routing Groups that can be configured as Floor Service Groups. By default,
no Routing Group is assigned to Floor Service in the Template ('00").

To know more about this feature, refer the feature description for “Floor Service”.
Calls from the extension will land on the Floor Service (Routing) Group you have assigned here.

GPAX - Charge Internal Calls: This parameter is related to the GPAX application. If the extension is
configured as a GPAX user, select this check box for billing internal calls made by the extension. When itis
enabled, the system will record all calls made from the extension in the Station Message Detail Record-
Outgoing buffer. If it is disabled the calls will not be billed and will be recorded in the Station Message
Detail Record - Internal buffer as an internal call.

Assign Help Desk function: Select this check box, if you want to define the extension as “Help Desk”.
When it is enabled, Auto Call Back will be automatically set whenever this extension is found busy.

Do not allow outgoing calls without Account Code: Select this check box to apply Forced Account
Code on the extensions. When it is enabled, the system will allow the extension user to dial an external
number only after entering the Account Code. To know more refer to “Account Codes”.

Ringer LED: This parameter decides whether the Ringer LED should glow or not on the desired
extensions for incoming calls and as missed call notification. By default, the LED will continue to blink until

the missed call log is read or the call is answered/disconnected or the silent CSF Key20 is pressed. Disable
this check box if you do not want the Ringer LED to glow.

20.

Supported on SPARSH VP510 only.
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o * The Ringer LED for incoming calls is supported on the phones — EON310, EON510, SPARSH VP310
and SPARSH VP510.
» The Ringer LED for missed call notification is supported on the phones EON510 and SPARSH VP510
only.

» Click Submit.

Customizing Station Advanced Feature Template using Jeeves

* Login as System Engineer.
* Under Configuration, click Station Advanced Feature Template.
+ Select a Template number you wish to customize, for example Template 02.

* Change the values of the Station Advanced Feature Template parameters as desired.

| roleEy Eee “  Station Advance Features Templates
+| Response Mapping
+| Routing Group Template Mo. 02 -
+| Security Settings
+| Station Advance Features Hame
Templates
*) Station Basic Features Caller ID On Call Transfer
Templates
Station Message Detail . Call Forward
Recording Intercept Destination for DND
*] SMTP Settings DDI Routing
System Log .
R [+ Alarm Hotification
+| System Prerequisites [+ Call Taping
+| System Timers and Counts SMDR Storage
+| Time Table
+| Trunk Features Templates - Walk Qut
+] Virtual Extensions " | ® Others
VM S Configuration .

* Click Submit to save your changes.

* Now, apply this Template 02 on the SIP and Virtual Extensions.
To apply the customized template on SIP Extensions,

» Under Configuration, click VolP Configuration.

* Click SIP Extension Settings.
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* Go to the SIP Extensions, for example SIP Extension 1, to which this Template is to be assigned and enter

the Template number.

) MAID0X S1atus
VolP Configuration

“  SIP Extension Settings

1 VolP Parameters

| 5IP Exten=sion Settings

*WARTA License
Management

| Device Management

*+| 5IP Extension General
Parameters

+| Third Party IP-Phone
General Parameters

+| Black List IP Address - SIP
Extenzions

| SIP Trunk Parameters

| 5P Hardware Template

| 5IP Gain Settings

+| Digest Authentication

*| Peer to Peer Table

| Debug

| SIP Trunk Status

*| 5IP Extension Status

Maintenance

SIP Extension 1

General Parameters Location-1 Location-2 Location-3
Enable |:|
Authentication
SATP
SRTP Mode Forced
Templates
SIP Hardware Template 01
Station Basic Feature Template 01

! Station Advanced Feature Template 01

Voice Mail Settings

L3
o - |

Status

Advance

Call Traffic

* Click Submit.

* Repeat the same steps to customize another template and apply it on the extension ports.
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Configuring SIP Extensions

PRASAR UCS supports 21002 SIP extensions. You can:

+ Connect SPARSH VP248, the Extended IP Phone for PRASAR UCS supplied by Matrix.

* Connect SPARSH VP330, the Touch Screen Extended IP Phones for PRASAR UCS supplied by Matrix.

» Connect SPARSH VP310, the Executive IP Phone for PRASAR UCS supplied by Matrix.

» Connect SPARSH VP510, the Premium IP Phone for PRASAR UCS supplied by Matrix.

+ Connect SPARSH VP210, the Entry Level IP Phone for PRASAR UCS supplied by Matrix.

* Connect Extended SPARSH VP710, the Smart Video IP Phone for PRASAR UCS supplied by Matrix.

» Register the Matrix VARTA ADR100 and VARTA AMP100 UC Clients for Mobile with PRASAR UCS.

* Register the MATRIX VARTA WIN200 Desktop UC Client with PRASAR UCS.

» Connect Matrix Standard SIP Phones.

» Connect any other Standard SIP phone or SIP enabled device, such as an IP phone, a Soft phone, an
Analog phone adapter.

To know more about Extended IP Phones, Mobile and Desktop UC Clients, see “Extended IP Phone/VARTA UC
Client - Operation”.

o PRASAR UCS supports interoperability with the standard IP Phones. For a list of IP phones on which
various features of PRASAR UCS have been tested, see “PRASAR UCS Features tested on IP Phones of
different Brands” in the Appendix.

SIP Extensions can make and receive calls to any extension user of the PRASAR UCS as well as to external
numbers, depending on the “Logical Partition” configured in the System.

SIP Extensions (IP Subscribers) are a licensed feature. Decide the number of IP Subscribers you will
require and buy the license. Refer the topic “License Management” to know more.

You can register a SIP Extension at three different locations as a single SIP Extension for Call Forking.

Configuring SIP Extension using Jeeves

You need to configure the following parameters for SIP Extensions??:

+ SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.

+ SIP Extension Settings, you can configure the SIP extensions either one-by-one or by using bulk
configuration. See “Configuring SIP Extension Settings as per the Extended Phone Type” to know how to
configure extensions one-by-one and “Configuring SIP Extensions using Bulk Configuration” to know how
to configure extensions using bulk configuration.

+ Voice Mail Settings, if you want to provide mailbox to the SIP extensions. See “Extension Voice Mail
Settings”.

21. PRASAR UCS SME Application supports 250 SIP Extensions.

22. PRASAR UCS supports only IPv4 Addresses for registering SPARSH VP248, SPARSH VP310, SPARASH VP330, Extended
SPARSH VP710, Mobile UC Clients as well as VARTA WIN200.
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Configuring SIP Extension General Parameters

VM S Configuration . -

Login as System Engineer.
Under Configuration, click VolP Configuration.

Click SIP Extension General Parameters.

SIP Extension General Parameters

VolP Configuration

Source Port IP Address Use Ethernet Port IP Address -
*| WolP Parameters
+| SIP Extenszion Settings Maximum Registration Timer{Sec) 03500
+| WARTA License Minimum Registration Timer(Sec) 00045

Management

+| Device Management

+| SIP Extension General
Default
Parameters i

Set the following SIP Extension General Parameters, as required.

* As the Source Port IP Address, select the NAT Traversal mechanism for SIP messages from the
following options:

» Use Ethernet Port IP Address: Select this option, if your system is not located behind a NAT
Router.

+ Use IP Address fetched using STUN: Select this option, if your system is located behind a NAT
Router, and you have set 'Use IP Address fetched using STUN' as the NAT Traversal mechanism in
the “Configuring VolP Parameters”.

+ Use Router's Public IP Address: Select this option, if your system is located behind a NAT Router,
and you have set 'Router’'s Public IP Address' as the NAT Traversal mechanism in the “Configuring
Network Parameters”.

* You may set the Maximum Registration Timer (sec) as required. This is the Maximum Expiry Timer,
which the system will accept in the REGISTER request received. If the value of Maximum Expiry Timer
received in the REGISTER request is greater than the value you have set here, the system will send
the value you have set in the SIP message. The same timer is used for handling SUBSCRIBE
requests. The valid range of this timer is from 10 to 99999 seconds. By default it is set to 3600
seconds.

* You may set the Minimum Registration Timer (sec), as required. This is the Minimum Expiry Timer,
which the User Agent should send in its REGISTER request. If the expiry value in the REGISTER
message is less than this value, the request will be rejected. The valid range of this timer is from 10 to
99999 seconds. By default, it is set to 45 seconds.

o The Timers will be applicable only after System Restart.

Click Submit.
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Configuring SIP Extension Settings as per the Extended Phone Type

» If you have registered the Matrix Mobile UC Clients as SIP Extensions, for configuration instructions see
“Configuring Matrix VARTA ADR100/AMP100 UC Clients”.

+ If you have registered the MATRIX VARTA WIN200 Desktop UC Client as SIP Extensions, for
configuration instructions see “Configuring Matrix VARTA WIN200 UC Client”.

« If you have connected the Matrix SPARSH VP248 as SIP Extensions, for configuration instructions see
“Configuring Matrix SPARSH VP248”.

+ If you have connected the Matrix SPARSH VP330 as SIP Extensions, for configuration instructions see
“Configuring Matrix SPARSH VP330".

» If you have connected the Matrix SPARSH VP310 as SIP Extensions, for configuration instructions see
“Configuring Matrix SPARSH VP310”.

+ If you have connected the Matrix SPARSH VP510 as SIP Extensions, for configuration instructions see
“Configuring Matrix SPARSH VP510".

» If you have connected the Matrix Extended SPARSH VP710 as SIP Extensions, for configuration
instructions see “Configuring Matrix Extended SPARSH VP710”.

» If you have connected the Matrix SPARSH VP210 as SIP Extensions, for configuration instructions see
“Configuring Matrix SPARSH VP210".

» If you have connected Standard SIP Phones or SIP enabled devices as SIP Extensions, for configuration
instructions see “Configuring Standard SIP Phones”.

Viewing SIP Extension Status

You can view the Status of SIP Extension using Jeeves. To do this,
* Login as System Engineer.

» Under Configuration, click VoIP Configuration.
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« Click SIP Extension Status.

PR LU LA RS e

VM35 Configuration 3 “  SIP Extension Status
VolP Configuration -
+| VoIP Parameters SIP Extension Name SIP 1D Auto Sign-In Email
+| SIP Extension Settings Status
+| WARTA License -
Management 1 Mot Registered | [2]

+

Device Management

SIP Extension General

Parameters 2z Not Registered

Auto Sign-In Parameters

Third Party IP-Phone

General Paramsters 3 Mot Registered

Black List IP Address - SIP

Extensions

SIP Trunk Parameters

SIP Hardware Template

SIP Gain Settings

Digest Authentication .

Peer to Peer Table

Debug [ Mot Registered

SIP Trunk Status E
+| 5P Extension Status

Maintenance N T Mot Registered

Status b - -
4 I +

+

+

+

+

4 Mot Registered

o

Not Registered

| (4] (4] [+] [+] [+] [+

» The SIP Extension Status page will open and display the following for each SIP Extension,
« SIP Extension number
* Name of the SIP extension
» SIP ID assigned to the SIP Extension
» Status of Auto Sign-In Email
* Registration status; whether the SIP Extension is registered or not.
+ Contact 1
» Contact 2
« Contact 3

You can also view the SIP Extension Status from the Status link. To view, click the SIP Extension link
under Status.
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Configuring Matrix SPARSH VP248

SPARSH VP24823, the proprietary SIP-based IP Phone for PRASAR UCS, supplied by Matrix, is a feature-rich

phone, providing voice communication over IP network. To know the list of features supported, refer to “PRASAR
UCS Features Supported in Terminals”.

For instructions on how to use SPARSH VP248, refer to the common EON48_310_SPARSH VP248_310 User

Guide.

PRASAR UCS supports mass deployment of IP Phones. For details refer to “Configuring SIP Extensions using

Bulk Configuration” and “Device Management”.

To be able to use SPARSH VP248 - Extended IP Phone, you must configure the following:

SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.

SIP Extension Settings, see “Configuring SIP Extension Settings using Jeeves”

Extended IP Phone Settings, see “Configuring Matrix Extended Phone Settings using Jeeves”

Voice Mail Settings, if you want to provide mailbox facility to the extension. See “Extension Voice Mail

Settings”.

Configuring SIP Extension Settings using Jeeves

VMS

Login as System Engineer.

Under Configuration, click VolP Configuration.

Click SIP Extension Settings.

Configuration *

ViolP

Configuration -

iy

LAl &3 1K

+*

“olP Parameters

Bulk Cenfiguration

SIP Extension Settings
WARTA License
Management

Device Management

+| SIP Extension General

+*

Parameters

Standard SIP Authorization
Profile

Auto Sign-In Parameters

+| Third Party IP-Phone

+

LR AREARE IR AR CIANE

iy

General Parameters
Black List IP Address - SIP
Extensions

SIP Trunk Parameters
SIP Hardware Template
SIP Gain Settings
Digest Authentication
Peer to Peer Table
Debug

SIP Trunk Status

SIP Extension Status

Maintenance

Status

-

m

SIP Extension Settings
SIP Extension 1 -
General Parameters

Location-1 Location-2

Location-3

SIP Extension - 1
Use SIP Extension
Name

SPID
Authentication 1D

Authentication Password

HTTP Authentication Password (Third Party IP-Phone)

]

Generate

Generate

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

« Minimum length must be & characters.

+ Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
« Allowed characters are 0-9, a-z, A-Z, all special characters except %, = # + &\, =, = 7,

space.
Call Appearances

Call Waiting Tone (for SRARSH VP248/NP310//P510)

The page of SIP Extension 1 opens.

23.

PRASAR UCS supports only IPv4 Addresses for registering SPARSH VP248.

02 -

Beep Once
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You may select the SIP Extension number you want to configure.

The parameters of the SIP Extension number you selected will appear on this page.

For PRASAR UCS upto 2100%* SIP Extensions can be reqgistered with the system. PRASAR UCS supports
IPv4 Addresses only for registering SIP Extensions.

Select the Use SIP Extension check box to enable the SIP extension. Default: disabled.

In Name, enter a name for the SIP Extension, which may be the name of the person who will use the SIP
Extension or the name of a Department. The name you enter here will be displayed as the Caller ID of the
SIP Extension on the remote user's phone, when the SIP Extension user makes calls.

The name may consist of a maximum of 18 alphanumeric characters.

Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the PRASAR UCS can call a SIP Extension by dialing the SIP ID assigned to the SIP extension. SIP ID of
each SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits
from 0 to 9 and the characters * and # are allowed.You cannot assign the same SIP ID to more than one
extension.

To assign SIP IDs according to your preference and requirement to a range of SIP Extensions, see
“Assigning Access Codes to a Range of Extensions”.

By default, the SIP IDs are Blank.
The SIP ID will be set to default value (blank), when you restore the default settings of the system.

In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension. You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 alphanumeric characters. All ASCII
characters except < > and “ (double quote) are allowed. Default: Blank.

Make sure the User ID configured in “Digest Authentication” does not conflict with the Authentication ID
configured above.

In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension. To avoid unauthorized access, we recommend you to change the password
regularly. Make sure it is strong and is kept confidential. When the password is entered manually, the
password must:

* be of minimum 6 characters and can be a maximum of 12 characters.

* include atleast one upper-case, one lower-case, one number and one special character.

+ all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

24. PRASAR UCS SME Application supports 250 SIP Extensions.
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To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP Address
list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged in the
“System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

Make sure you note down or copy the Authentication Password in a confidential file.

In Call Appearances, define the maximum number?® of simultaneous incoming calls that the SIP
Extension user should be allowed to receive. You can set up to 10 call appearances for a SIP Extension.
Default: 2.

When Call Appearance is set to 2, the SIP Extension can receive 2 calls at a time.

During an on-going conversation, if there is a second incoming call, the system plays beeps to indicate the
second incoming call. You can set the frequency of the Call Waiting Tone (for SPARSH VP248/VP310/
VP510) beeps as per your requirement. You can select from the following options:

+  Off

+ Beep Once

* Beep until Answered

Default: Beep Once

However, when an ongoing call is being taped or recorded, the call waiting tone for any new incoming call
will not be played.

Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

* Auto Sign-In parameters — Send Configuration Mail and Mail Status, are applicable only for
Mobile Clients — VARTA ADR 100, VARTA AMP100 applications.

» The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:

* INVITE Request

¢« SUBSCRIBE Request

By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.

For secure conversations over SIP, enable SRTP Mode. PRASAR UCS supports the following options:
+ Disable: PRASAR UCS uses normal RTP for transporting the speech packets.

+ Optional: PRASAR UCS uses SRTP for transporting the speech packets. If the remote user does not
support SRTP, PRASAR UCS will use normal RTP for transporting the speech packets.

» If you select this option, you must configure the SRTP Media Type. You may select AVP or SAVP.
By default, AVP is selected as the SRTP Media Type.

25.

The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported
depends on the license purchased. For details refer to “License Management”.
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Forced: PRASAR UCS uses only SRTP (SAVP) for transporting the speech packets. If the remote user
does not support SRTP, PRASAR UCS will reject incoming calls from and drop outgoing calls made to
such users.

By default, SRTP Mode is Disabled.

Assign a SIP Hardware Template to the SIP Extension. Default: 01. The “SIP Hardware Template”
contains voice quality related features such as Voice Codec selection, Tx and Rx Gains, Echo
Cancellation, Jitter Buffer and Fax-over-IP options and other related parameters.

There are 32 different templates to choose from. Each template can also be altered to suit your
requirement and preferences. By default, Template number 01 assigned to all SIP Extensions as well as to
SIP Trunks.

Check if the values in this template fulfill requirements of the SIP Extension. If Template 01 fulfills the
feature requirements, retain Template 01.

If a different set of SIP hardware features are to be allowed to this SIP Extensions, prepare another
template and assign it to this extension. To do this,

* Under VolP Configuration, click SIP Hardware Template.
» Select a Template number, for example 02.

* Customize Template number 02 and click Submit.

* Return to the SIP Extension Settings page.

» Select the number of the Template you customized, Template 02 in the SIP Hardware Template
field.

Also see the topic “SIP Hardware Template” to know more about customizing the templates and
applying on the SIP Extensions.

Assign a Station Basic Feature Template to the SIP Extension. Default: Template 01. The “Station
Basic Feature Template” has a set of features like Time Table, Class of Service, Toll Control, Operator,
Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle groups. There are 50 different
templates to choose from. Each template can also be altered to suit your requirement and preferences.
If the default Station Basic Feature Template 01 fulfills the feature requirements of the SIP Extension
(“Class of Service (COS)”, “Toll Control”, “OG Trunk Bundle Group”, etc.) retain this template, you may
also customize this template. If you want to assign a different set of features to this SIP Extension,
prepare a different Station Basic Feature Template and apply it to this extension. To do this,

* Under Configuration, click the Station Basic Feature Template link.

» Select a Template number, for example 05.

* Customize Template number 05 and click Submit.

* Return to the SIP Extension Settings page.

» Select the number of the Template you customized, Template 05, in the Station Basic Feature
Template field.
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* Click Submit to save changes.

Also, see the topic “Station Basic Feature Template” to know more about customizing the templates
and applying on extensions.

+ Assign a Station Advanced Feature Template to the SIP Extension. Default: Template 01. The
“Station Advanced Feature Template” has a set of advanced features for extensions such as Alarm
Notification settings, Routing of Incoming Auto Attendant Calls, Call Duration Control, Floor Service,
etc. There are 50 different templates to choose from. Each template can also be altered to suit your
requirement and preferences.

Check if the default template fulfills the feature requirements of the SIP Extension by clicking the
Station Advanced Feature Template link.

You may retain this template and customize it further, or customize another template if a different set of
features are to be allowed to this SIP Extension. To customize/prepare another template,

* Under Configuration, click the Station Advanced Feature Template link.
+ Select the Template number, for example 02, and customize this template.
» Click Submit and return to the 'SIP Extension Settings' page.

* In the Station Advanced Feature Template field, select the number of the template you
customized.

* Click Submit to save changes.

Also see the topic “Station Advanced Feature Template” for instructions on customizing these
templates and applying them on the extensions.

* In Voice Mail Settings, click the Voice Mail Settings link. The respective Extension Voice Mail Settings
window will open. You may edit the parameters. For details, see “Extension Voice Mail Settings”.

o The Voice Mail Settings link will be visible only if you have configured the respective SIP ID.

Click Close to close the window.
* Assign the SIP Extension to a Call Pick-up Group, if required.

Call Pick Up allows the SIP Extension to 'pick up' (answer) calls ringing on any other extension, by dialing
a feature code, without physically going to the ringing extension. It also allows incoming calls for the SIP
Extension to be answered by the other extensions assigned the same Call Pick-Up group.
For this to work, both the ringing extension and the extension picking up the call must be in the same 'Call
Pick Up Group'. Refer “Call Pick Up” for instructions on how to create groups. You can create as many as
99 groups numbered from 01 to 99.

Enter the number of the Call Pick-Up Group you created for this SIP Extension in this field.

+ Select the Call Pick-up Notification (Only for SPARSH VP510) check box, if you want the Call Pick-up
Notification to be displayed on the phone LCD. The Call Pick-up Notification will be displayed for internal
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as well as external calls. The notification will be displayed on SPARSH VP510 only if the ringing extension
is in the same Call Pick-up Group. The natification will be displayed only when SPARSH VP510 is in idle or
dial state. The notification will display the name/number of the Caller along with the name/number of the
Called. For example, if the name and number of the Caller is ABC, 2001 and the name and number of
Called is XYZ, 1001, the LCD notification will be displayed as ABC -> XYZ. Along with the LCD display the
phone back-light will also be lit.

For this to work, make sure you have enabled Call Pick-up in COS as well as assigned a Call Pick-up
Group to the extension. Refer to “Call Pick Up” and “Class of Service (COS)”. Call Pick-up Notifications will
be displayed for SIP Extensions and for calls landing through SIP Trunks. For details of the Notification,
refer to the EON510_SPARSH VP510 V2 User Guide.

You must assign the extension user to a COSEC Door Group for COSEC Integration. The users in the
same group must be assigned the same group. You can create as many as 50 groups numbered from 00
to 50. Users who are assigned COSEC Door Group ‘00’ are not a part of any group.

Advanced Configuration Parameters

+| System Timers and Counts -
+| Time Table

+] Trunk Features Templates SIP Extension

+| Virtual Extensions

If you want to provide other features like Personal Directory, Priority, or assign a Station Type to the SIP
Extension, click the Advanced button at the bottom of the page.

SIP Extension Settings

- i General Parameters Location-1 Location-2 Location-3
VM3 Configuration *
VolP Configuratio -
+| VolP Paramelers Templates
+ Bulk Configuration SIP Hardware Template 01
| 5IP Extension Seftings
Station Basic Feature Template 01
#| VARTA License B -
Management Station Advanced Feature Template

+| Device Management

+| SIP Extension General
Wioice Mail Seffings

Parameters
+| Standard SIP Authorization
Profile Others
+| Auto Sign-In Parameters Mobile Mumber |

+| Third Party IP-Phene

General Parameters all kG 01
+| Black List IP Address - SIP Call Pick-up Nofification {Only for SPARSH WP310) U
Extensions
COSEC Door Grou 00
+| SIP Trunk Parameters E
+] SIP Hardware Template Station Type | Adminisiration w |
*] 3IP Gain Seltings Personal Directory
+| Digest Authentication IR
Pricrity | 5 - Normal bl |

+| Peer fo Peer Table
+| Debug

+| SIP Trunk Status

Enter the Mobile Number of the extension user you wish to store. The Number can be a maximum of 16
digits.

If you are using the system in the Enterprise Mode, by default Administrator is selected as Station Type.

If you are using the system in the Hotel Mode, by default Guest is selected as Station Type. You may
select the Station Type as Administrator for the Hotel Administrative Staff. To know more refer to the
PRASAR UCS Hospitality System Manual.

You may assign a Personal Directory number to the SIP Extension. Default: 00.
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A Personal Directory is a list of 25 frequently dialed numbers, each of which are stored by Index number
(location code), Name and Trunk Access Codes ("Out Going Trunk Bundle Group Index"). The Personal
Directory is necessary for using the features “Abbreviated Dialing” and “Dial By Name”.

When a Personal Directory is assigned to a SIP Extension, make sure you also configure this directory.
The Personal Directory can be programmed by the SIP Extension users and by the System Engineer.
Refer the topic “Abbreviated Dialing” for instructions on programming the Personal Directory.
If Personal Directory is not to be assigned, enter 00 in this field.

» Select a Priority Level for the SIP Extension from 1 to 9. Default; 5-Normal.
Each extension of the PRASAR UCS is assigned a Priority Level starting from 1, 2, 3... to 9, with '1' being
lowest Priority and '9' being highest Priority. Whenever an extension (phone) with higher priority calls an
extension with lower priority, a triple ring is placed on the called extension. To know more, read the feature
description “Priority”.

If this SIP extension is assigned to Operator, you may want to set a higher priority for this extension.

* Click Submit to save your SIP Extension Settings.

Configuring Matrix Extended Phone Settings using Jeeves

You can register three Matrix Extended IP Phones/UC Clients at three different locations as a single SIP
Extension. You can connect/register the same or different types of Extended Phones/UC Clients —SPARSH
VP248, SPARSH VP310, SPARSH VP510, SPARSH VP330, Matrix SPARSH VP210, Matrix SPARSH VP710,
Matrix VARTA UC Clients or MATRIX VARTA WIN200 Desktop UC Client — at each location. In this case we
assume that SPARSH VP248 is connected at Location 1, 2 and 3.

If you want to use more than one SPARSH VP248 Extended IP Phones as a SIP Extension, configure their settings
at Location 1, Location 2 and Location 3.

If you have connected SPARSH VP330 at any of the locations, refer to “Configuring Matrix SPARSH VP330".
If you have connected SPARSH VP310 at any of the locations, refer to “Configuring Matrix SPARSH VP310”.
If you have connected SPARSH VP510 at any of the locations, refer to “Configuring Matrix SPARSH VP510”.

If you have connected the Matrix Extended SPARSH VP710 as SIP Extensions, for configuration instructions see
“Configuring Matrix Extended SPARSH VP710".

If you have connected SPARSH VP210 at any of the locations, refer to “Configuring Matrix SPARSH VP210".

If you have registered Matrix VARTA ADR100 and VARTA AMP100 Mobile UC Clients in any of the locations, refer
to “Configuring Matrix VARTA ADR100/AMP100 UC Clients”.

If you have registered MATRIX VARTA WIN200 Desktop UC Client in any of the locations, refer to “Configuring
Matrix VARTA WIN200 UC Client”.
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¢ Click Location 1.

SIP Extension Settings

SIP Extension 1

General Parameters Location-1 Location-2 Location-3
SIP Extension -1

Use SIP Extension

Name
SPID
Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone}

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+ Minimum length must be & characters.
# Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
» Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + &\, <, = " "and

space.

Call Appearances

Call Waiting Tone (for SPARSH VFZ48NP3100VPS10)

Call Traffic

0z -

Beep Once

* The settings of the phone at Location 1 appear.

SIP Extension Settings

SIP Extension 1

General Parameters Location-1 Location-2 Location-3
SIP Extension -1

Location-1
Enable Device

Location Mame

Device Type

MALC Address

Regiztrar Server Address
Call Progress Tone - Region
Date and Time - Region
Apply DST?

Trunk CLIP Pattern

Dizplay Language

Ringer Mode

Ring Delay Timer (Sec)

MATRE SPARSH WP243

Use WAN Port IP Address

Region 1

India (GMT+05:30}

Mo -

Mumber + Name

Englizh

Ring immediatehy

10
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Select the Enable Device check box. Default: Disabled.
Enter the Location Name for the phone to identify the phone. Location name may be the place where the
phone is located (e.g.: Head office, branch, residence). The Location Name may consist of 18 characters

(maximum). Default: Blank.

Select MATRIX SPARSH VP248 as the Device Type at this location.

Enter the MAC Address?2® of the SPARSH VP248 connected at this location in hexadecimal format:
00:1b:09:XX:XX:XX. Default: blank.

PRASAR UCS validates the Extended Phone on the basis of the MAC Address, and provides
configuration on validation.

As PRASAR UCS allows registration of the SIP Extension from three different locations, it identifies the
SIP Extension in each location by the programmed MAC address.

Select the appropriate Registrar Server Address to register the SPARSH VP248 with the SIP Registrar of
PRASAR UCS, according to your installation scenario:

* |If the SPARSH VP248 is connected on the WAN network, select Use WAN Port IP Address as
Registrar Server IP Address.

« If the SPARSH VP248 is connected on the LAN network, select Use LAN Port IP Address as
Registrar Server IP Address.

+ If the SPARSH VP248 is connected in the Global Network and PRASAR UCS is located behind a
Router, or behind a NAT Router and STUN is programmed, select Use Router/STUN's IP Address as
Registrar Server IP Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details, see “Configuring Network Parameters”.

« If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Registrar Server IP Address.

By default, Use WAN Port IP Address is selected as the Registrar Server IP Address.

To set the call progress tone generation standards of the country where the SPARSH VP248 is installed,
select the Call Progress Tone - Region. Default: Region 1.

See “Call Progress Tones” to know more.

To display the Date and Time of the country where the SPARSH VP248 is installed, select the Date and
Time - Region. Default: India.

If you want to enable Daylight Saving Time (DST) on the phone, set Apply DST? to Yes. Default: No.

26.

MAC address is the address of the electronic hardware devices such as a computer, which is hard-coded into the device during
manufacture and cannot be modified. No two devices can have similar MAC address and thus it uniquely identifies your phone.
MAC address is assigned as per the IANA standard. The MAC Address of the phone will be used as source MAC address on all
Ethernet frames.
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The Daylight Saving Time convention followed in the country/region you selected will be automatically
applied. The SPARSH VP248 will change its date and time settings according to the DST convention of the
selected country/region.

Select the Trunk CLIP Pattern for the SPARSH VP248. This is the type of Calling Line Presentation on
the phone for incoming calls from trunks. You can select any of these options:

+ Name Only (only the name of the caller will be displayed).
*  Number Only (only the number of the caller will be displayed).
* Number + Name (both the name and the number of the caller will be displayed).

Default: Number + Name.
Select the Display Language for the SPARSH VP248. Default: English.
PRASAR UCS provides language support for English, French, German, Spanish, Portuguese, and Italian
on the SPARSH VP248. When you select any of these languages, all the prompts and command strings
will appear in the selected language.
SIP Extension users can change the language by accessing and navigating through the phone menu.
The SA can change the Language by logging into the SA Jeeves.
Select a Ringer Mode for the phone from the four options:

+ Ring immediately (it rings immediately as a fresh calls lands on the phone).

* Ring if idle (rings only if the phone is idle).

* Ring after delay (if the call is still not answered).

» Silent.

Default: Ring Immediate.

If you selected Ring after delay as Ringer Mode, set the Ring Delay Timer (sec), if required, to the desired
value.

The Ring Delay Timer is the time in seconds the system waits on receiving a call before ringing on the
phone. The range of this timer is 0 to 99 seconds. Default: 10 seconds.

If you want to enable Ringer Auto Acknowledge mode, set the Acknowledge Timer (sec) to the desired
value.

The Ringer Auto Acknowledge mode determines when to stop the ring on the phone. There are two
options for Ringer Auto Acknowledge:

« Stop only when the call is answered.

+ Stop after a delay.

To stop the ring on the phone after a delay, the Acknowledge Timer must be configured. The range of this
timer is 00 to 99 seconds. Default: 00 seconds.

To stop the ring only when the Call is answered or manually acknowledged, the Acknowledge Timer must
be set to '00'. By default, Ring Auto Acknowledge is turned OFF.

To assign the Ring Destination for the SPARSH VP248, select the desired destination for Play Ring on.
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You may choose

+ Speakerphone: The ring will be played on the Speakerphone.
* Headset: The ring will be played on the Headset.

Default: Speakerphone.

When you select the Headset as the destination, make sure that you selected the Headset Connected?
check box, connect a Headset to the SPARSH VP248.

» Select the desired Ring Tune according to your/SPARSH VP248 user’s preference. Default: 1.
» Set the Ringer Volume to the desired level, from 0 to 7, according to your preference. Default: 4.

» To increase/decrease the volume of outgoing speech (Transmit Gain) on the handset of the SPARSH
VP248, set the Handset Transmit Volume Level to the desired level, from 0 to 7. Default: 4.

» To increase/decrease the volume of incoming speech (Receive Gain) on the handset of the SPARSH
VP248, set the Handset Receive Volume Level to the desired level, from 0 to 7. Default: 4.

» To increase/decrease the volume of outgoing speech (Transmit Gain) on the headset of the SPARSH
VP248, set the Headset Transmit Volume Level to the desired level, from 0 to 7. Default: 4.

+ To increase/decrease the volume of outgoing speech (Receive Gain) on the headset of the SPARSH
VP248, set the Headset Receive Volume Level to the desired level, from 0 to 7. Default: 4.

» To change the Transmit Gain of the Speakerphone MIC Volume, set Speaker Transmit Volume Level to
the desired level, from 0 to 7. Default: 4.

+ To change the Receive Gain of the Speakerphone MIC Volume, set Speaker Receive Volume Level to
the desired level, from 0 to 7. Default: 4.

* To use a Headset with the SPARSH VP248, select the Headset Connected? check box. Default:
Disabled.

Make sure that you connect a Headset to the SPARSH VP248, if you enable this option.

+ Select the Auto Answer check box to enable this feature on the SPARSH VP248. Default: Disabled.
When you set the “Auto Answer” feature on the SPARSH VP248, the phone goes OFF-Hook automatically
after a preset period of time, without the extension user having to pick up the handset or press the speaker
or headset key. When you enable Auto Answer, you must configure the Auto Answer Timer.

« If you have enabled Auto Answer on the phone, set the Auto Answer Timer (sec) to the desired value.

This timer defines the time in seconds that the SPARSH VP248 should wait before going OFF-Hook to
auto answer a call. The range of this timer is 1 to 9 seconds. Default: 1 second.

+ Adjust the Backlight brightness of the phone’s LCD display, by setting the LCD Backlight Level to the
desired value, from 1 to 4. Default: 3.

+ Set the Back Light Off Timer (sec) to the desired value, if required, from 000 to 999 seconds. Default: 10
seconds.

+ Set the LCD Contrast Level to a level from 1 to 4 that is comfortable to you. Default: 3.
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DSS Key Settings

* You can select the desired key template — Operator, Executive1, Executive2, Executive3, Hotel
Attendant, Guest or any other template you added. See “Customizing Extended IP Phone Templates using
Jeeves” for more details.

OR
* You can personalize the key map of the SPARSH VP248 for this location. To do so,

« Select Personalized as the Key Template option.

+ Click Key Settings.

DSS Key Settings

Key Template Personalized -

Keyﬁﬁﬁings

» The key map of the Extended Phone opens in a new window on your screen.

Key Settings

Device Type SPARSH WP248 Assigned to 40014001} Port No SIP Extension-1 - Loc ation-1

Voice Maf] ACB-Set s Conf Transfer

h
Local Menu
-
7 o [

CAa 1l

» Click the key you want to configure. For example, SIPEXTN 1.
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The Functions to be Performed by the key opens in a new window.

Select function to be performed
Select Function Type : S|P Extension ¥
Select Offset : 1 hi

K

L J

ancel

* Inthe Select Function Type list, select the function to be performed by the key. For example, you want
to use the key to call the Operator.

The Operator function is a Feature, so select the option FEATURE from the Select Function Type list
box.

Key Settings

Device Type SPARSH VP248 Assigned to 4001 (4001) Port Mo SIP Extension-1 - Loc ation-1

e ———— b
EE]PRASARUCSJEEUES—!- L= | Ol

A Not secure | b#55://192.168.1.177/SelectKeyFunType htmI?PHONE_TYPE=1&

Select function to be performed

Select Function Type : | SIP Extensicn v |
Mone

Seler et

SEEEIBREEE Department Group T
Quick Dial
Loop
hacro

TAC

“oice Mail

SA Command
Special Keys
SIP Trunk

Room

SIP Extension
Wirtual Extension

From the Select Offset drop down list, all the features that can be assigned to keys are listed.

+ Select Operator from the list of features in the Select Offset box.
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+ Click OK.

Select function to be performed
Select Function Type : Feature Key ¥

Select Offset : Operator r

The Operator feature appears on the key label.

Key Settings

Device Type SPARSH WP248 Assigned to 4001(4001) Port Mo SIP Extension-1 - Location-1

\oice Mall ACB-Ss= Cance! B Conf Transfer

Local Menu

+ To take a second example, if you want to assign Remote DND to the key currently assigned SIPEXTN
2 key, click the key.

Select function to be performed
Select Function Type : SIP Extension ¥

Select Offset : 2 v
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* In the Select Function Type list box, select the option SA Command, as Remote DND is a System
Administrator (SA) Command.

Select function to be performed
Select Function Type : S8 Command
Select Offset : Set OND for remote station r

DK Cancel
* Inthe Select Offset box, select the option Set DND for remote station.

* Click OK. The box closes. Remote DND feature will appear in abbreviated form as R-DND on the key
label.

Key Settings
Device Type SPARSH WP248 Assigned to 4001(4001) Port Mo SIP Extension-1 - Loc atiog

+ Follow the same instructions to assign features to other DSS keys. Selecting the appropriate Function
Type and the Offset for each feature/function.

If you want assign a feature, select FEATURE as function type, and select the desired feature as
Offset.

If you want to use the key to call a SIP extension, select SIP Extension as Function Type and select
the number of the extension as Offset.
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To assign direct access to a SIP Trunk, select SIP as Function Type and the desired trunk number from
1 or any other trunk number as Offset.

Click OK, each time you select a Function Type and Offset in the dialog box.

You can reinstate default key assignment any time, by clicking the Default button at the bottom of the
window.

*  When you complete assigning functions to keys, close the window.

+ If you assign/re-assign functions to the following keys, the Phone will restart:

» Speaker
* Headset
* Ringer

* Acknowledge
* Local Menu

RTP Port

* Define RTP Port:

+ RTP Listening Port: This is the port on which the SPARSH VP248 listens for RTP messages over
UDP. This port is also used as the source port for sending RTP packets. This port is also used as the
source port for sending RTP packets to the remote peer. The valid range for this port is 1025-65278.
Default: 8000.

Quality of Service
+ Set the SIP Quality of Service (QoS) for SIP signaling as:
» SIP DiffServe/ToS. Valid range is 00 to 63. Default: 26.

OR
* RTP DiffServe/ToS. Valid range is 00 to 63. Default: 46.

NAT Keep Alive
+ If the SPARSH VP248 is connected behind a NAT router, configure NAT Keep Alive.

+ Select the Enable NAT Keep Alive check box to send Keep Alive messages periodically to refresh the
binding in the NAT router. Default: Disabled.

+ Define as Interval (sec), the time period, from 001 to 999 seconds, after which the phone should send
Keep Alive message. Default: 120 seconds.

The time period you define should be less than the binding timer of the router.
Timers
+ Set the following Timers to the desired value, where required:
» SIP INVITE Timer (sec): This is the time in seconds that the phone waits for a response from the

called party after sending INVITE message. This timer starts after sending INVITE message to the
called party and stops on receipt of the provisional response or the final response or when the user
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disconnects the call. On expiry of the timer, the phone terminates the call process and gives an error
tone to the user. The range of the SIP INVITE TIMER is 10-180 seconds. Default: 30 seconds.

+ SIP Provisional Timer (sec): This is the time in seconds that the phone waits for final response after
receiving the provisional response from the called party. This timer starts on the receipt of the
provisional response from the called party and stops on receipt of the final response from the called
party or when the user disconnects the call. On expiry of the timer, the IP phone terminates the call
process and gives error tone to the user. The range of SIP Provisional Timer is 10-180 seconds.
Default: 60 seconds.

+ General Request Timer (sec): This is the time in seconds for which the phone waits for response of a
transaction request. This timer starts on initiating a transaction. This timer stops on receipt of a
response for the request. On expiry of the timer, the phone clears the transaction. This timer is used for
Registration request, etc. The range of the General Request Timer is 10-60 seconds. Default: 20
seconds.

Debug
» To debug using Syslog Client supported by the SPARSH VP248, configure Debug parameters:
+ Select the Enable Debug? check box. Default: disabled.
When the Debug check box is enabled, the phone will send the debug messages to the Syslog Server
IP address. Debug report can be viewed on the Syslog Server or any other application which can

capture the Syslog messages/debug sent by the phone.

» Enter the IP Address and port of the remote Syslog Server and as Syslog Server Address and
Server Port.

The address of the Listening Port of the Syslog Server is from 1025-65535;514. Default: 514. Syslog
uses the UDP as transport protocol and listens on the port 514 (the default listening port).

*  You may select the Debug Level from the following options, by selecting the respective check box:

« SIP

+ System

* Hardware
« Call

* Network

* VoPP

You may select any or all of these debug levels. The Syslog Client will send only the debug messages
for the selected level to the remote server on the IP network. For example, if the debug log of 'Call's is
required, you can select this option, and disable all others.

+ Click Submit to save settings.

+ If you have completed the configuration of the SPARSH VP248 Settings at Location 1, follow the same
steps as described above to configure the SPARSH VP248 at Location 2 and Location 3.

However, if you want to replicate the configuration of SPARSH VP248 Settings same as Location 1 to
Location 2 and Location 3, you can use the Copy button present at the bottom of the page. To know more,
refer to “Copy Parameter Values”.
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%

If you wish to Copy only the configurations from a location to all other locations where the same IP Phone
is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.

The SA can change the Language by logging into the SA Jeeves.

When you change any of the parameters listed below in the SIP Extension at Location 1, 2, 3, the phone
will restart automatically, if registered:

* Use SIP Extension

« SIPID

* Authentication ID

* Authentication Password

* Registrar Server IP Address
+ MAC Address

+ Enable Device

» Device Type

+ Key Map in the Key Template assigned to phone
» Call Progress Tone

+ Date and Time

* Apply DST?

*+ QoS

 RTP Ports

* NAT Keep Alive
+ SIP Timers

+ The SE Password of PRASAR UCS is changed

» Specific parameters in VolP Parameters are changed

» Specific parameters Network Port parameters are changed
*  You restart the System

+ Set the System to Default
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Configuring Matrix SPARSH VP310

SPARSH VP310, the Executive IP Phone is engineered to offer a contemporary design with crystal-clear audio and
feature-rich capabilities at economical price. It functions like SPARSH VP248, the proprietary SIP-based IP Phone
for PRASAR UCS, of Matrix. To know the list of features supported, refer to “PRASAR UCS Features Supported in
Terminals”.

For instructions on how to use SPARSH VP310, refer to the common EON48_310_SPARSH VP248_310 User

Guide.

PRASAR UCS supports mass deployment of IP Phones.For details refer to “Configuring SIP Extensions using Bulk
Configuration” and “Device Management”.

To be able to use SPARSH VP310%7 - Extended IP Phone, you must configure the following:

SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.

SIP Extension Settings, see “Configuring SIP Extension Settings using Jeeves”

Extended IP Phone Settings, see “Configuring Matrix Extended Phone Settings using Jeeves”

Voice Mail Settings, if you want to provide mailbox facility to the extension. See “Extension Voice Mail

Settings”.

Configuring SIP Extension Settings using Jeeves

VIS

Login as System Engineer.

Under Configuration, click VolP Configuration.

Click SIP Extension Settings.

Configuration k

VolP Configuration -

+| WolP Parameters

+| Bulk Configuration

+| SIP Extension Settings
+| WVARTA License

Management

+| Device Management
+| SIP Extension General

Parameters

+| Standard SIP Authorization

Profile

+| Auto Sign-In Parameters
+| Third Party IP-Phone

General Parameters

+| Black List IP Address - SIP

Extensions

+| SIP Trunk Parameters
+| SIP Hardware Template
+| SIP Gain Settings

+| Digest Authentication
+| Peer to Peer Table

+] Debug

+| SIP Trunk Status

+| SIP Extension Status

Maintenance

Status

~

m

- T

SIP Extension Settings
3IP Extension 1 -
General Parameters

Location-1 Location-2

SIP Extension -1
Use SIP Extension
Name

SIPID
Awuthentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone)

Note :- Authentication Password and HTTP Authentication Password

« Minimum length must be & characters.

« Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
+ Allowed characters are 0-8, a-z, A-Z, all special characters except %, = # + &\, <, = ",

space.
Call Appearances

Call Waiting Tone (for SRARSH VWP248NP310//PS10)

27.

PRASAR UCS supports only IPv4 Addresses for registering SPARSH VP310.

Location-3

]

02 -

Beep Once

Advance Call Traffic

must follow following reguirements:
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The page of SIP Extension 1 opens.
*  You may select the SIP Extension number you want to configure.

The parameters of the SIP Extension number you selected will appear on this page.

o For PRASAR UCS upto 210078 SIP Extensions can be registered with the system. PRASAR UCS supports
IPv4 Addresses only for registering Extended IP Phones.

» Select the Use SIP Extension check box to enable the SIP extension. Default: disabled.

+ In the Name field, enter a name for the SIP Extension, which may be the name of the person who will use
the SIP Extension or the name of a Department. The name you enter here will be displayed as the Caller
ID of the SIP Extension on the remote user's phone, when the SIP Extension user makes calls.

The name may consist of a maximum of 18 alphanumeric characters.

« Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the PRASAR UCS can call a SIP Extension by dialing the SIP ID assigned to the SIP extension. SIP ID of
each SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits
from 0 to 9 and the characters * and # are allowed. You cannot assign the same SIP ID to more than one
extension.

To assign SIP IDs according to your preference and requirement to a range of SIP Extensions, see
“Assigning Access Codes to a Range of Extensions”.

By default, the SIP IDs are Blank.
o The SIP ID will be set to default value (blank), when you restore the default settings of the system.

* In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension. You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 alphanumeric characters. All ASCII
characters except < > and “ (double quote) are allowed. Default: Blank.

o Make sure the User ID configured in “Digest Authentication” does not conflict with the Authentication ID
configured above.

* In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension. To avoid unauthorized access, we recommend you to change the password
regularly. Make sure it is strong and is kept confidential. When the password is entered manually, the
password must:

* be of minimum 6 characters and can be a maximum of 12 characters.

* include atleast one upper-case, one lower-case, one number and one special character.

+ all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

28. PRASAR UCS SME Application supports 250 SIP Extensions.
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To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP Address
list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged in the
“System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

o Make sure you note down or copy the Authentication Password in a confidential file.

* In Call Appearances, define the maximum number?? of simultaneous incoming calls that the SIP
Extension user should be allowed to receive. You can set up to 10 call appearances for a SIP Extension.
Default: 2.

When Call Appearance is set to 2, the SIP Extension can receive 2 calls at a time.

« During an on-going conversation, if there is a second incoming call, the system plays beeps to indicate the
second incoming call. You can set the frequency of the Call Waiting Tone (for SPARSH VP248/VP310/
VP510) beeps as per your requirement. You can select from the following options:

+  Off
+ Beep Once
* Beep until Answered

Default: Beep Once

However, when an ongoing call is being taped or recorded, the call waiting tone for any new incoming call
will not be played.

* Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

o * Auto Sign-In parameters — Send Configuration Mail and Mail Status, are applicable only for
Mobile Clients — VARTA ADR100, VARTA AMP100 applications.

» The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

* Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:
* INVITE Request
¢« SUBSCRIBE Request
By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.
o Make sure that the Authentication ID for the SIP Extension has been programmed.

» For secure conversations over SIP, enable SRTP Mode. The PRASAR UCS supports the following
options:

+ Disable: PRASAR UCS uses normal RTP for transporting the speech packets.

+ Optional: PRASAR UCS uses SRTP for transporting the speech packets. If the remote user does not
support SRTP, PRASAR UCS will use normal RTP for transporting the speech packets.

29. The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported
depends on the license purchased. For details refer to “License Management”.
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+ If you select this option, you must configure the SRTP Media Type. You may select AVP or SAVP.
By default, AVP is selected as the SRTP Media Type.

Forced: PRASAR UCS uses only SRTP (SAVP) for transporting the speech packets. If the remote user
does not support SRTP, PRASAR UCS will reject incoming calls from and drop outgoing calls made to

such users.

By default, SRTP Mode is Disabled.

Assign a SIP Hardware Template to the SIP Extension. Default: 01. The “SIP Hardware Template”
contains voice quality related features such as Voice Codec selection, Tx and Rx Gains, Echo
Cancellation, Jitter Buffer and Fax-over-IP options and related parameters

There are 32 different templates to choose from. Each template can also be altered to suit your
requirement and preferences. By default, Template number 01 assigned to all SIP Extensions as well as to
SIP Trunks.

Check if the values in this template fulfill requirements of the SIP Extension. If Template 01 fulfills the
feature requirements, retain Template 01.

If a different set of SIP hardware features are to be allowed to this SIP Extensions, prepare another
template and assign it to this extension. To do this,

» Under VolIP Configuration, click the SIP Hardware Template link.
» Select a Template number, for example 02.

* Customize Template number 02 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Template you customized, Template 02 in the SIP Hardware Template
field.

Also see the topic “SIP Hardware Template” to know more about customizing the templates and
applying on the SIP Extensions.

Assign a Station Basic Feature Template to the SIP Extension. Default:01. The “Station Basic
Feature Template” has a set of features like Time Table, Class of Service, Toll Control, Operator,
Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle groups. There are 50 different
templates to choose from. Each template can also be altered to suit your requirement and preferences.

If the default Station Basic Feature Template 01 fulfills the feature requirements of the SIP Extension
(“Class of Service (COS)”, “Toll Control”, “OG Trunk Bundle Group”, etc.) retain this template, you may
also customize this template. If you want to assign a different set of features to this SIP Extension,
prepare a different Station Basic Feature Template and apply it to this extension. To do this,

* Under Configuration, click the Station Basic Feature Template link.

» Select a Template number, for example 05.

* Customize Template number 05 and click Submit.

* Return to the SIP Extension Settings page.
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+ Select the number of the Template you customized, Template 05, in the Station Basic Feature
Template field.

* Click Submit to save changes.

Also, see the topic “Station Basic Feature Template” to know more about customizing the templates
and applying on extensions.

» Assign a Station Advanced Feature Template to the SIP Extension. Default: Template 01. The
“Station Advanced Feature Template” has a set of advanced features for extensions such as Alarm
Notification settings, Routing of Incoming Auto Attendant Calls, Call Duration Control, Floor Service,
etc. There are 50 different templates to choose from. Each template can also be altered to suit your
requirement and preferences.

Check if the default template fulfills the feature requirements of the SIP Extension by clicking the
Station Advanced Feature Template link.

You may retain this template and customize it further, or customize another template if a different set of
features are to be allowed to this SIP Extension. To customize/prepare another template,

* Under Configuration, click the Station Advanced Feature Template link.

» Select the Template number, for example 02, and customize this template.

* Click Submit and return to the 'SIP Extension Settings' page.

* In the Station Advanced Feature Template field, select the number of the template you
customized.

» Click Submit to save changes.

Also see the topic “Station Advanced Feature Template” for instructions on customizing these
templates and applying them on the extensions.

* In Voice Mail Settings, click the Voice Mail Settings link. The respective Extension Voice Mail Settings
window will open. You may edit the parameters. For details, see “Extension Voice Mail Settings”.

o The Voice Mail Settings link will be visible only if you have configured the respective SIP ID.
» Assign the SIP Extension to a Call Pick-up Group, if required. Default: 01
Call Pick Up allows the SIP Extension user to 'pick up' (answer) calls ringing on any other extension, by
dialing a feature code, without physically going to the ringing extension. It also allows incoming calls for the

SIP Extension to be answered by the other extensions assigned the same Call Pick-Up group.

For this to work, both the ringing extension and the extension picking up the call must be in the same 'Call
Pick Up Group'. Refer “Call Pick Up” for instructions on how to create groups. You can create as many as
99 groups numbered from 01 to 99.

Enter the number of the Call Pick-Up Group you created for this SIP Extension in this field.
» Select the Call Pick-up Notification (Only for SPARSH VP510) check box, if you want the Call Pick-up

Notification to be displayed on the phone LCD. The Call Pick-up Notification will be displayed for internal
as well as external calls. The notification will be displayed on SPARSH VP510 only if the ringing extension
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is in the same Call Pick-up Group. The notification will be displayed only when SPARSH VP510 is in idle or
dial state. The notification will display the name/number of the Caller along with the name/number of the
Called. For example, if the name and number of the Caller is ABC, 2001 and the name and number of
Called is XYZ, 1001, the LCD notification will be displayed as ABC -> XYZ. Along with the LCD display the
phone back-light will also be lit.

For this to work, make sure you have enabled Call Pick-up in COS as well as assigned a Call Pick-up
Group to the extension. Refer to “Call Pick Up” and “Class of Service (COS)”. Call Pick-up Notifications will

be displayed for SIP Extensions and for calls landing through SIP Trunks. For details of the Notification,
refer to the EON510_SPARSH VP510 V2 User Guide.

*  You must assign the extension user to a COSEC Door Group for COSEC Integration. The users in the
same group must be assigned the same group. You can create as many as 50 groups numbered from 00
to 50. Users who are assigned COSEC Door Group ‘00’ are not a part of any group.

Advanced Configuration Parameters

» If you want to provide other features like Personal Directory, Priority, or assign a Station Type to the SIP
Extension, click the Advanced button at the bottom of the page.

+| System Timers and Counts
+| Time Table

“* S|P Extension Settings

+] Trunk Features Templates SIP Extension
*) Virtual Exdensions General Parameters Location-1 Location-2 Location-3
VMS Configuration *
VolP Configuration -
+| VolP Parameters Templates
+| Bulk Configuration SIP Hardware Template
: ‘iLF'Riﬁ;:I;r;Semngs Station Basic Feature Template
Management Station Advanced Feature Template
+| Device Management
+| SIP Extension General
Parameters Moice Mail Setlings
+| Standard SIF Authorization
Profilz Others
+| Auto Sign-In Parameters Mobile Mumber |
+| Third Party IP-Phene 0 5
General Parameters ERETET Y ot
+| Black List IP Address - SIP Call Pick-up Nofification {Only for SPARSH VP510) O
Extensions = ;
+| 3IP Trunk Parameters BAEEE
+] SIP Hardware Template Station Type | Adrninistration w |
*| SIF Gain Seffings Personal Directory 00
+| Digest Authentication ey
Prierity |5 MNormal bl |

+| Peer to Peer Table

+| Debug

+| 3IP Trunk Status

+| 3IP Exiension Status

- N T TN R

Enter the Mobile Number of the extension user you wish to store. The Number can be a maximum of 16
digits.

If you are using the system in the Enterprise Mode, by default Administrator is selected as Station Type.
If you are using the system in the Hotel Mode, by default Guest is selected as Station Type. You may
select the Station Type as Administrator for the Hotel Administrative Staff. To know more refer to the

PRASAR UCS Hospitality System Manual.

You may assign a Personal Directory number to the SIP Extension. Default: 00.
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A Personal Directory is a list of 25 frequently dialed numbers, each of which are stored by Index number
(location code), Name and Trunk Access Codes ("Out Going Trunk Bundle Group Index"). The Personal
Directory is necessary for using the features “Abbreviated Dialing” and “Dial By Name”.

When a Personal Directory is assigned to a SIP Extension, make sure you also configure this directory.
The Personal Directory can be programmed by the SIP Extension users and by the System Engineer.
Refer the topic “Abbreviated Dialing” for instructions on programming the Personal Directory.

If Personal Directory is not to be assigned, enter 00 in this field.

+ Select a Priority Level for the SIP Extension from 1 to 9. Default; 5-Normal.

Each extension of the PRASAR UCS is assigned a Priority Level starting from 1, 2, 3... to 9, with '1' being
lowest Priority and '9' being highest Priority. Whenever an extension (phone) with higher priority calls an
extension with lower priority, a triple ring is placed on the called extension. To know more, read the feature
description “Priority”.

If this SIP extension is assigned to Operator, you may want to set a higher priority for this extension.

* Click Submit to save your SIP Extension Settings.

Configuring Matrix Extended Phone Settings using Jeeves

You can register three Matrix Extended IP Phones/Soft Clients at three different locations as a single SIP
Extension. You can connect/register the same or different types of Extended Phones—SPARSH VP248, SPARSH
VP310, SPARSH VP510, SPARSH VP330, Matrix SPARSH VP210, Matrix SPARSH VP710, Matrix VARTA
ADR100 Mobile UC Client, VARTA AMP100 Mobile UC Client or MATRIX VARTA WIN200 Desktop UC Client — at
each location. In this case we assume that SPARSH VP310 is connected at Location 1, 2 and 3.

If you want to use more than one SPARSH VP310 Extended IP Phones as a SIP Extension, configure their settings
at Location 1, Location 2 and Location 3.

If you have connected SPARSH VP248 at any of the locations, refer to “Configuring Matrix Extended Phone
Settings using Jeeves”.

If you have connected SPARSH VP330 at any of the locations, refer to “Configuring Matrix SPARSH VP330".
If you have connected SPARSH VP510 at any of the locations, refer to “Configuring Matrix SPARSH VP510”.

If you have connected the Matrix Extended SPARSH VP710 as SIP Extensions, for configuration instructions see
“Configuring Matrix Extended SPARSH VP710".

If you have connected SPARSH VP210 at any of the locations, refer to “Configuring Matrix SPARSH VP210".

If you have registered Matrix VARTA Mobile UC Clients in any of the locations, refer to “Configuring Matrix VARTA
ADR100/AMP100 UC Clients”.

If you have registered MATRIX VARTA WIN200 Desktop UC Client in any of the locations, refer to “Configuring
Matrix VARTA WIN200 UC Client”.
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¢ Click Location 1.

SIP Extension Settings

SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension -1

Use SIP Extension

Name

SIPID

Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone}

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+ Minimum length must be & characters.
# Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.

Advance Call Traffic

» Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + &\, <, = " "and

space.
Call Appearances 0z -
Call Waiting Tone (for SPARSH WP248/NVP310/MVPS10) Beep Once -

* The settings of the phone at Location 1 appear.

SIP Extension Settings

Location Mame

Device Type

MAC Address

Registrar Server Address
Call Progress Tone - Region
Date and Time - Region.
Apply DST?

Trunk CLIP Pattern

Dizplay Language

Ringer Mode

Ring Delay Timer (Sec)

SIP Extension 1
General Parameters Location-1 Location-2 Location-3
SIP Extension -1
Location-1
Enable Device

MATREX SPARSH WP310

-
Uze WAN Port IP Address -
Region 1 -
India (GMT+05:30) -

Mo -

Mumber + Name -

Englizh -

Ring immediatehy -
ST

oo T oen | con |

« Select the Enable Device check box. Default: Disabled.
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Enter the Location Name for the phone to identify the phone. Location name may be the place where the
phone is located (e.g.: Head office, branch, residence). The Location Name may consist of 18 characters
(maximum). Default: Blank.

Select MATRIX SPARSH VP310 as the Device Type at this location.

Enter the MAC Address®? of the SPARSH VP310 connected at this location in hexadecimal format:
00:1b:09:XX:XX:XX. Default: blank.

PRASAR UCS validates the Extended Phone on the basis of the MAC Address, and provides
configuration on validation.

As PRASAR UCS allows registration of the SIP Extension from three different locations, it identifies the
SIP Extension in each location by the programmed MAC address.

Select the appropriate Registrar Server Address to register the SPARSH VP310 with the SIP Registrar of
PRASAR UCS, according to your installation scenario:

« If the SPARSH VP310 is connected on the WAN network, select Use WAN Port IP Address as
Registrar Server IP Address.

* |f the SPARSH VP310 is connected on the LAN network, select Use LAN Port IP Address as
Registrar Server IP Address.

+ If the SPARSH VP310 is connected in the Global Network and PRASAR UCS is located behind a
Router, or behind a NAT Router and STUN is programmed, select Use Router/STUN's IP Address as
Registrar Server IP Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details , see “Configuring Network Parameters”.

+ If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Registrar Server IP Address.

By default, Use WAN Port IP Address is selected as the Registrar Server IP Address.

To set the call progress tone generation standards of the country where the SPARSH VP310 is installed,
select the Call Progress Tone - Region. Default: Region 1.

See “Call Progress Tones” to know more.

To display the Date and Time of the country where the SPARSH VP310 is installed, select the Date and
Time - Region. Default: India.

If you want to enable Daylight Saving Time (DST) on the phone, set Apply DST? to either Manual or
Scheduled as per your requirement.

30.

MAC address is the address of the electronic hardware devices such as a computer, which is hard-coded into the device during
manufacture and cannot be modified. No two devices can have similar MAC address and thus it uniquely identifies your phone.
MAC address is assigned as per the IANA standard. The MAC Address of the phone will be used as source MAC address on all
Ethernet frames.
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When you select Scheduled as the DST option, the Real Time Clock of PRASAR UCS is advanced and
set backward automatically according to the DST convention of the country/region where the IP Phone is
installed.

Scheduled DST Adjustment is useful in countries/regions where DST Time is fixed, such as in Europe,
USA and Canada, without yearly variations.

PRASAR UCS supports 18 DST Types for Scheduled DST Adjustment. To know more, refer to “Daylight
Saving Time (DST)”. To know more about Scheduled DST assigned for the respective region, refer to Time
Zone in “Default Settings”.

When you select Manual as the DST option, the Real Time Clock of PRASAR UCS is advanced manually
and set backward automatically according to the DST convention of the country/region where the IP Phone
is installed.

Manual DST Adjustment is to be used in regions/countries that have no fixed DST Convention and where
yearly variations in DST practices are likely.

When DST option is set as 'Manual', you must set the DST Start and the DST End time, that is, the time at
which the clock is to be advanced and the time at which the clock is to be delayed. To do so,

* In Time Offset, enter the time you wish to forward or backward the DST start time with.
* In DST Type, select the desired option: Date-Month Wise OR Day-Month Wise.

If you select 'Date-Month Wise' in DST Type, you should now select the desired options in each of the
following to specify the DST Start details.

+ Date: Select the date on which DST begins (1-31).

* Month: Select the month when DST begins (January-December).

+ Time (Hours): Select the time at which DST will begin to change.The time mode is of 24 hours
ranging from 00 to 23 hours.

* Time (Minutes): Select the time at which DST will begin to change.The time mode is of 60 minutes
ranging from 00 to 59 minutes.

Similarly, in the DST End configure the desired DST End Time details.

If you select ‘Day-Month Wise' in DST Type, you should now select the desired options in each of the
following to specify the DST Start details.

» Ordinal: Select the Ordinal number of the day of the month, that is, the 1st, 2nd, 3rd, 4th, 5th day,
when DST begins.

+ Day: Select the day of the month - Sunday, Monday, Tuesday, Wednesday, Thursday, Friday,
Saturday- when DST begins.

* Month: Select the month when DST begins (January-December).

» Time (Hours): Select the time at which DST must begin to change.The duration is of 24 hours
ranging from 00 to 23.

+ Time (Minutes): Select the time at which DST must begin to change.The duration is of 60 minutes
ranging from 00 to 59.

Similarly, in DST End configure the DST End Time details.

Once the DST Ends, the time of the IP Phone is set back to the Standard time automatically.
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When the DST of a particular country starts or ends on the Last Sunday or any other day, for example, the
last Tuesday, last Friday of the month, always set the Ordinal Number as '5th’.

+ Select the Trunk CLIP Pattern for the SPARSH VP310. This is the type of Calling Line Presentation on the
phone for incoming calls from trunks. You can select any of these options:

* Name Only (only the name of the caller will be displayed).

*  Number Only (only the number of the caller will be displayed).

*  Number + Name (both the name and the number of the caller will be displayed).
Default: Number + Name.

» Select the Display Language for the SPARSH VP310. Default: English.

PRASAR UCS provides language support for English, French, German, Spanish, Portuguese, and Italian
on the SPARSH VP310. When you select any of these languages, all the prompts and command strings
will appear in the selected language.

o » SIP Extension users can change the language by accessing and navigating through the phone menu.
» The SA can change the Language by logging into the SA Jeeves.

+ Select a Ringer Mode for the phone from the four options:

* Ring immediately (it rings immediately as a fresh calls lands on the phone).
* Ring ifidle (rings only if the phone is idle).

* Ring after delay (if the call is still not answered).

+ Silent.

Default: Ring Immediate.

If you selected Ring after delay as Ringer Mode, set the Ring Delay Timer (sec), if required, to the desired
value.

The Ring Delay Timer is the time in seconds the system waits on receiving a call before ringing on the
phone. The range of this timer is 0 to 99 seconds. Default: 10 seconds.

« If you want to enable Ringer Auto Acknowledge mode, set the Acknowledge Timer (sec) to the desired
value.

The Ringer Auto Acknowledge mode determines when to stop the ring on the phone. There are two
options for Ringer Auto Acknowledge:

» Stop only when the call is answered.

+ Stop after a delay.

To stop the ring on the phone after a delay, the Acknowledge Timer must be configured. The range of this
timer is 00 to 99 seconds. Default: 00 seconds.

To stop the ring only when the Call is answered or manually acknowledged, the Acknowledge Timer must
be set to '00'. By default, Ring Auto Acknowledge is turned OFF.

« To assign the Ring Destination for the SPARSH VP310, select the desired destination for Play Ring on.
You may choose
+ Speakerphone: The ring will be played on the Speakerphone.
* Headset: The ring will be played on the Headset.
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Default: Speakerphone.

When you select the Headset as the destination, make sure that you enable the Headset Connected?
check box. Connect a Headset to the SPARSH VP310.

» Set the Ringer Volume to the desired level, from 0 to 7, according to your preference. Default: 4.

+ To increase/decrease the volume of outgoing speech (Transmit Gain) on the handset of the SPARSH
VP310, set the Handset Transmit Volume Level to the desired level, from 0 to 7. Default: 4.

» To increase/decrease the volume of incoming speech (Receive Gain) on the handset of the SPARSH
VP310, set the Handset Receive Volume Level to the desired level, from 0 to 7. Default: 4.

+ To increase/decrease the volume of outgoing speech (Transmit Gain) on the headset of the SPARSH
VP310, set the Headset Transmit Volume Level to the desired level, from 0 to 7. Default: 4.

» To increase/decrease the volume of outgoing speech (Receive Gain) on the headset of the SPARSH
VP310, set the Headset Receive Volume Level to the desired level, from 0 to 7. Default: 4.

» To change the Transmit Gain of the Speakerphone MIC Volume, set Speaker Transmit Volume Level to
the desired level, from 0 to 7. Default: 4.

» To change the Receive Gain of the Speakerphone MIC Volume, set Speaker Receive Volume Level to
the desired level, from 0 to 7. Default: 4.

* To use a Headset with the SPARSH VP310, select the Headset Connected? check box. Default:
Disabled.

Make sure that you connect a Headset to the SPARSH VP310, if you enable this option.
+ Select the Auto Answer check box to enable this feature on the SPARSH VP310. Default: Disabled.

When you set the “Auto Answer” feature on the SPARSH VP310, the phone goes OFF-Hook automatically

after a preset period of time, without the extension user having to pick up the handset or press the speaker
or headset key. When you enable Auto Answer, you must configure the Auto Answer Timer.

» If you have enabled Auto Answer on the phone, set the Auto Answer Timer (sec) to the desired value.

This timer defines the time in seconds that the SPARSH VP310 should wait before going OFF-Hook to
auto answer a call. The range of this timer is 1 to 9 seconds. Default: 1 second.

+ Adjust the Backlight brightness of the phone’s LCD display, by setting the LCD Backlight Level to the
desired value, from 1 to 4. Default: 3.

+ Set the Back Light Off Timer (sec) to the desired value, if required, from 000 to 999 seconds. Default: 10
seconds.

+ Setthe LCD Contrast Level to a level from 1 to 4 that is comfortable to you. Default: 3.

DSS Key Settings

* You can select the desired key template — Operator, Executive1, Executive2, Executive3, Hotel
Attendant, Guest or any other template you added. See “Customizing Extended IP Phone Templates using
Jeeves” for more details.
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OR

*  You can personalize the key map of the SPARSH VP310 for this location. To do so,
» Select Personalized as the Key Template option.
* Click Key Settings.

DS5 Key Settings

Key Template Personalized -

Key[EEﬁings

« The key map of the Extended Phone opens in a new window on your screen.

Key Settings

Device Type SPARSH VP30 Assigned to SIP Extn.-1 Port Mo S|P Extension-1 - Loc ation-]

» Click the key you want to configure. For example, CA 1.
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The Functions to be Performed by the key opens in a new window.

Select function to be performed

Select Function Type | Loop T |

Select Offset : |01 v

K Cancel

* Inthe Select Function Type list, select the function to be performed by the key. For example, you want
to use the key to call the Operator.

The Operator function is a Feature, so select the option FEATURE from the Select Function Type list
box.

From the Select Offset drop down list, all the features that can be assigned to keys are listed.

« Select Operator from the list of features in the Select Offset box.

* Click OK.
Select function to be performed
Select Function Type : | Feature Key ¥ |
Select Offset : | Operator v |

OK Cancel
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The Operator feature appears on the key label.

Key Settings

Device Type SPARSH WP310 Assigned to SIP Extn.-1 Port No S|P Extension-1 - Location-1

+ To take a second example, if you want to assign Remote DND to the key currently assigned CA 2 key,

click the key.
Select function to be performed
iSelect Function Type : Loop ¥
I=elect Offset : 02 ¥

* In the Select Function Type list box, select the option SA Command, as Remote DND is a System
Administrator (SA) Command.

Select function to be performed
Select Function Type : SA Command ¥

Select Offset : Set DMD for remote station ¥

* In the Select Offset box, select the option Set DND for remote station.
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Click OK. The box closes. Remote DND feature will appear in abbreviated form as R-DND on the key
label.

Key Settings

Device Type SPARSH WP210 Assigned to SIP Extn.-1 Port No SIP Extension-1 - Lec ation-1

Follow the same instructions to assign features to other DSS keys. Selecting the appropriate Function
Type and the Offset for each feature/function.

If you want assign a feature, select FEATURE as function type, and select the desired feature as
Offset.

If you want to use the key to call a SIP extension, select SIP Extension as Function Type and select
the number of the extension as Offset.

To assign direct access to a SIP Trunk, select SIP as Function Type and the desired trunk number from
01 or any other trunk number as Offset.

Click OK, each time you select a Function Type and Offset in the dialog box.

You can reinstate default key assignment any time, by clicking the Default button at the bottom of the
window.

When you complete assigning functions to keys, close the window.

If you assign/re-assign functions to the following keys, the Phone will restart:
» Speaker

* Headset

* Ringer Acknowledge
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* Local Menu

Transport Mode and SRTP

» Select the protocol to be used to transport the SIP messages. You can select the Transport Mode as TCP
or TLS.

o » If you select TCP, make sure the SIP Over TCP check box is selected in VolP Parameters.
» Ifyou select TLS, make sure the SIP Over TLS check box is selected in VoIP Parameters.

» For secure conversations over SIP, select the Enable SRTP? check box. The SIP messages will be
transported over SRTP only.

o If you select this check box, make sure you have selected SRTP Mode as Forced or Optional in the
General Parameters under SIP Extension Settings.

RTP Port

* Define RTP Port:

* RTP Listening Port: This is the port on which the SPARSH VP310 listens for RTP messages over
UDP. This port is also used as the source port for sending RTP packets. This port is also used as the
source port for sending RTP packets to the remote peer. The valid range for this port is 1025-65278.
Default: 8000.

Quality of Service

» Set the SIP Quality of Service (QoS) for SIP signaling as:

+ SIP DiffServe/ToS. Valid range is 00 to 63. Default: 26.
OR
» RTP DiffServe/ToS. Valid range is 00 to 63. Default: 46.

NAT Keep Alive

+ If the SPARSH VP310 is connected behind a NAT router, configure NAT Keep Alive.

+ Select the Enable NAT Keep Alive check box to send Keep Alive messages periodically to refresh the
binding in the NAT router. Default: Disabled.

+ Define as Interval (sec), the time period, from 001 to 999 seconds, after which the phone should send
Keep Alive message. Default: 120 seconds.

The time period you define should be less than the binding timer of the router.

Timers

+ Set the following Timers to the desired value, where required:

+ SIP INVITE Timer (sec): This is the time in seconds that the phone waits for a response from the
called party after sending INVITE message. This timer starts after sending INVITE message to the
called party and stops on receipt of the provisional response or the final response or when the user
disconnects the call. On expiry of the timer, the phone terminates the call process and gives an error
tone to the user. The range of the SIP INVITE TIMER is 10-180 seconds. Default: 30 seconds.
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Debug

SIP Provisional Timer (sec): This is the time in seconds that the phone waits for final response after
receiving the provisional response from the called party. This timer starts on the receipt of the
provisional response from the called party and stops on receipt of the final response from the called
party or when the user disconnects the call. On expiry of the timer, the IP phone terminates the call
process and gives error tone to the user. The range of SIP Provisional Timer is 10-180 seconds.
Default: 60 seconds.

General Request Timer (sec): This is the time in seconds for which the phone waits for response of a
transaction request. This timer starts on initiating a transaction. This timer stops on receipt of a
response for the request. On expiry of the timer, the phone clears the transaction. This timer is used for
Registration request, etc. The range of the General Request Timer is 10-60 seconds. Default: 20
seconds.

To debug using Syslog Client supported by the SPARSH VP310, configure Debug parameters:

Select the Enable Debug? check box. Default: disabled.
When the Debug check box is enabled, the phone will send the debug messages to the Syslog Server
IP address. Debug report can be viewed on the Syslog Server or any other application which can

capture the Syslog messages/debug sent by the phone.

Enter the IP Address and port of the remote Syslog Server and as Syslog Server Address and
Server Port.

The address of the Listening Port of the Syslog Server is from 1025-65535;514. Default: 514. Syslog
uses the UDP as transport protocol and listens on the port 514 (the default listening port).

You may select the Debug Level from the following options, by selecting the respective check box:

« SIP

+ System

* Hardware
« Call

*  Network
 VoPP

You may select any or all of these debug levels. The Syslog Client will send only the debug messages
for the selected level to the remote server on the IP network. For example, if the debug log of 'Call's is
required, you can select this option, and disable all others.

Click Submit to save settings.

If you have completed the configuration of the SPARSH VP310 Settings at Location 1, follow the same
steps as described above to configure the SPARSH VP310 at Location 2 and Location 3.

However, if you want to replicate the configuration of the SPARSH VP310 Settings same as Location 1 to
Location 2 and Location 3, you can use the Copy button present at the bottom of the page. To know more,
refer to “Copy Parameter Values”.
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% If you wish to Copy only the configurations from a location to all other locations where the same IP Phone
is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.

When you change any of the parameters listed below in the SIP Extension at Location 1, 2, 3, the phone
will restart automatically, if registered:

» Use SIP Extension

« SIPID

* Authentication ID

* Authentication Password

* Registrar Server IP Address
+ MAC Address

+ Enable Device

* Device Type

+ Key Map in the Key Template assigned to phone
» Call Progress Tone

* Date and Time

*  Apply DST?

+ Transport Mode and SRTP
*+ QoS

+ RTP Ports

* NAT Keep Alive

+ SIP Timers

+ The SE Password of PRASAR UCS is changed

» Specific parameters in VolP Parameters are changed

» Specific parameters in Network Port parameters are changed
*  You restart the System

+ Set the System to Default
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Configuring Matrix SPARSH VP330

SPARSH VP330 is the proprietary Extended IP Phone with graphical touch-screen user interface, supplied by
Matrix. The feature-rich SIP based phone support most of the features and function, to know the list of features
supported, refer to “PRASAR UCS Features Supported in Terminals”.

For detailed product information and operation instructions, refer to the SPARSH VP330 User Guide.

PRASAR UCS supports mass deployment of IP Phones. For details refer to “Configuring SIP Extensions using
Bulk Configuration” and “Device Management”.

To be able to use SPARSH VP3303" as SIP Extensions, you must configure the following:

SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.

SIP Extension Settings, see “Configuring SIP Extension Settings using Jeeves”

Extended Phone Settings, see “Configuring Matrix Extended Phone Settings using Jeeves”

Voice Mail Settings, if you want to provide mailbox facility to the extension. See “Extension Voice Mail

Settings”.

Configuring SIP Extension Settings using Jeeves

Login as System Engineer.

Under Configuration, click VolP Configuration.

Click SIP Extension Settings.

VM S Configuration +

VolP Configuration -

y

-+
+
iy

+

WoIP Parameters

Bulk Configuration

SIP Extension Settings
WARTA License
Management

Device Management

+| SIP Extension General

+

+

+

+

Parameters

Standard SIP Authorization
Profile

Aute Sign-In Parameters
Third Party IP-Phone
General Parameters

Black List IP Address - SIP
Extensions

.

EIP Extension Settings
5IP Extension 1 -
General Parameters Location-1

Location-2 Location-3

SIP Extension - 1

Use SIP Extension |:|
Name

SIP I

Authentication ID

Authentication Password Generate

HTTP Authentication Password (Third Party IP-Phone) Generate

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+] 5IP Trunk Parameters
+) SIP Hardware Template # Minimum length must be & characters.
+] SIP Gain Setftings » Pazsword must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
+) Digest Authentication » Allowed characters are 0-8, a-z, A-Z, all special characters except %, = # + &\, <, = " "and
+) Peer to Peer Table spacs.
] Debug Call Appearances 0z -
+] SIP Trunk Status || call Waiting Tone (for SPARSH WP243M/P310/P510) Beep Once -
+| SIP Extension Status
Maintenance 4

The page of SIP Extension 1 opens.

31. PRASAR UCS supports only IPv4 Addresses for registering SPARSH VP330.
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*  You may select the SIP Extension number you want to configure.

The parameters of the SIP Extension number you selected will appear on this page.

o For PRASAR UCS upto 210032 SIP Extensions can be registered with the system. PRASAR UCS supports
IPv4 Addresses only for registering Extended IP Phones.

« Select the Use SIP Extension check box to enable the SIP extension. Default: disabled.

* In Name, enter a name for the SIP Extension, which may be the name of the person who will use the SIP
Extension or the name of a Department. The name you enter here will be displayed as the Caller ID of the
SIP Extension on the remote user's phone, when the SIP Extension user makes calls.

The name may consist of a maximum of 18 alphanumeric characters.

« Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the PRASAR UCS can call a SIP Extension by dialing the SIP ID assigned to the SIP extension. SIP ID of
each SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits
from 0 to 9 and the characters * and # are allowed.

You cannot assign the same SIP ID to more than one extension.
By default, the SIP IDs are Blank.
o The SIP ID will be set to default value (blank), when you restore the default settings of the system.

* In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension.You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 digits. All ASCII characters except < > and
“ (double quote) are allowed. Default: Blank.

o Make sure the User ID configured in “Digest Authentication” does not conflict with the Authentication 1D
configured above.

* In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension. To avoid unauthorized access, we recommend you to change the password
regularly. Make sure it is strong and is kept confidential. When the password is entered manually, the
password must:

* be of minimum 6 characters and can be a maximum of 12 characters.

* include atleast one upper-case, one lower-case, one number and one special character.

» all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP Address
list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged in the
“System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

32. PRASAR UCS SME Application supports 250 SIP Extensions.
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o Make sure you note down or copy the Authentication Password in a confidential file.

In Call Appearances, define the maximum number?? of simultaneous incoming calls that the SIP
Extension user should be allowed to receive. You can set up to 10 call appearances for a SIP Extension.
Default: 2.

When Call Appearance is set to 2, the SIP Extension can receive 2 calls at a time.

Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

» Auto Sign-In parameters — Send Configuration Mail and Mail Status, are applicable only for
Mobile Clients — VARTA ADR100, VARTA AMP100 applications.

» The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:

* INVITE Request

¢ SUBSCRIBE Request

By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.
Make sure that the Authentication ID for the SIP Extension has been programmed.

For secure conversations over SIP, enable SRTP Mode. The PRASAR UCS supports the following
options:

+ Disable: PRASAR UCS uses normal RTP for transporting the speech packets.

+ Optional: PRASAR UCS uses SRTP for transporting the speech packets. If the remote user does not
support SRTP, PRASAR UCS will use normal RTP for transporting the speech packets.

» If you select this option, you must configure the SRTP Media Type. You may select AVP or SAVP.
By default, AVP is selected as the SRTP Media Type.

* Forced: PRASAR UCS uses only SRTP (SAVP) for transporting the speech packets. If the remote user
does not support SRTP, PRASAR UCS will reject incoming calls from and drop outgoing calls made to
such users.

By default, SRTP Mode is Disabled.

Assign a SIP Hardware Template to the SIP Extension. Default: 01. The “SIP Hardware Template”
contains voice quality related features such as Voice Codec selection, Tx and Rx Gains, Echo
Cancellation, Jitter Buffer and Fax-over-IP options and related parameters

There are 32 different templates to choose from. Each template can also be altered to suit your
requirement and preferences. By default, Template number 01 assigned to all SIP Extensions as well as to
SIP Trunks.

33.

The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported
depends on the license purchased. For details refer to “License Management”.
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Check if the values in this template fulfill requirements of the SIP Extension. If Template 01 fulfills the
feature requirements, retain Template 01.

If a different set of SIP hardware features are to be allowed to this SIP Extensions, prepare another
template and assign it to this extension. To do this,

* Under VoIP Configuration, click the SIP Hardware Template link.
+ Select a Template number, for example 02.

* Customize Template number 02 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Template you customized, Template 02 in the SIP Hardware Template
field.

Also see the topic “SIP Hardware Template” to know more about customizing the templates and
applying on the SIP Extensions.

» Assign a Station Basic Feature Template to the SIP Extension. Default: Template 01.The “Station
Basic Feature Template” has a set of features like Time Table, Class of Service, Toll Control, Operator,
Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle groups. There are 50 different
templates to choose from. Each template can also be altered to suit your requirement and preferences.

If the default Station Basic Feature Template 01 fulfills the feature requirements of the SIP Extension
(“Class of Service (COS)”, “Toll Control”, “OG Trunk Bundle Group”, etc.) retain this template, you may
also customize this template. If you want to assign a different set of features to this SIP Extension,
prepare a different Station Basic Feature Template and apply it to this extension. To do this,

* Under Configuration, click the Station Basic Feature Template link.

+ Select a Template number, for example 05.

* Customize Template number 05 and click Submit.

* Return to the SIP Extension Settings page.

» Select the number of the Template you customized, Template 05, in the Station Basic Feature
Template field.

* Click Submit to save changes.

Also, see the topic “Station Basic Feature Template” to know more about customizing the templates
and applying on extensions.

+ Assign a Station Advanced Feature Template to the SIP Extension. Default: Template 01. The
“Station Advanced Feature Template” has a set of advanced features for extensions such as Alarm
Notification settings, Routing of Incoming Auto Attendant Calls, Call Duration Control, Floor Service,
etc. There are 50 different templates to choose from. Each template can also be altered to suit your
requirement and preferences.
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Check if the default template fulfills the feature requirements of the SIP Extension by clicking the
Station Advanced Feature Template link.

You may retain this template and customize it further, or customize another template if a different set of
features are to be allowed to this SIP Extension. To customize/prepare another template,

* Under Configuration, click the Station Advanced Feature Template link.
» Select the Template number, for example 02, and customize this template.
» Click Submit and return to the 'SIP Extension Settings' page.

* In the Station Advanced Feature Template field, select the number of the template you
customized.

+ Click Submit to save changes.

Also see the topic “Station Advanced Feature Template” for instructions on customizing these
templates and applying them on the extensions.

In Voice Mail Settings, click the Voice Mail Settings link. The respective Extension Voice Mail Settings
window will open. You may edit the parameters. For details, see “Extension Voice Mail Settings”.

The Voice Mail Settings link will be visible only if you have configured the respective SIP ID.
Assign the SIP Extension to a Call Pick-up Group, if required.

Call Pick Up allows the SIP Extension user to 'pick up' (answer) calls ringing on any other extension, by
dialing a feature code, without physically going to the ringing extension. It also allows incoming calls for the
SIP Extension to be answered by the other extensions assigned the same Call Pick-Up group.

For this to work, both the ringing extension and the extension picking up the call must be in the same 'Call
Pick Up Group'. Refer “Call Pick Up” for instructions on how to create groups. You can create as many as
99 groups numbered from 01 to 99.

Enter the number of the Call Pick-Up Group you created for this SIP Extension in this field.

Select the Call Pick-up Notification (Only for SPARSH VP510) check box, if you want the Call Pick-up
Notification to be displayed on the phone LCD. The Call Pick-up Notification will be displayed for internal
as well as external calls. The notification will be displayed on SPARSH VP510 only if the ringing extension
is in the same Call Pick-up Group. The notification will be displayed only when SPARSH VP510 is in idle or
dial state. The notification will display the name/number of the Caller along with the name/number of the
Called. For example, if the name and number of the Caller is ABC, 2001 and the name and number of
Called is XYZ, 1001, the LCD notification will be displayed as ABC -> XYZ. Along with the LCD display the
phone back-light will also be lit.

For this to work, make sure you have enabled Call Pick-up in COS as well as assigned a Call Pick-up
Group to the extension. Refer to “Call Pick Up” and “Class of Service (COS)”. Call Pick-up Notifications will
be displayed for SIP Extensions and for calls landing through SIP Trunks. For details of the Notification,
refer to the EON510_SPARSH VP510 V2 User Guide.
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You must assign the extension user to a COSEC Door Group for COSEC Integration. The users in the
same group must be assigned the same group. You can create as many as 50 groups numbered from 00
to 50. Users who are assigned COSEC Door Group ‘00’ are not a part of any group.

Advanced Configuration Parameters

If you want to provide other features like Personal Directory, Priority, or assign a Station Type to the SIP
Extension, click the Advanced button at the bottom of the page.

+| System Timers and Counts
+| Time Table

-

SIP Extension Settings

+| Trunk Features Templates 3IP Extension
) Virtual Exdensions General Parameters Location-1 Location-2 Location-3
VMS Configuration 3
VolP Configuration -
+) WolP Parameters Templates
+| Bulk Configuration SIP Hardware Template o1
+| SIP Extension Setti
R .I'lSIOI'l L Station Basic Feature Template 01
+| WMARTA License
IManagemeant Station Advanced Feafure Templaie
+| Device Management
+| SIP Exiension General
Paramelers Woice Mail Setfings
+| Standard SIP Authorization
Profile Others
+| Auto Sign-In Parameters Mobile Mumber |
+| Third Party IP-Phone = 5
General Parameters Call Pickup Group 01
+| Black List IP Address - SIP Call Pick-up Nofification {Only for SPARSH VP510) U
Exlensions COSEC Door Group 00
+| SIP Trunk Parametsrs
+] SIP Hardware Template Station Type | Adminisiration v |
+ BIP Gain Setfings Personal Directory
+| Digest Authentication e
Pricrity | 5 - Normal W |

+| Peer to Peer Table

+| Debug

+| 3IP Trunk Status

+| SIP Extension Status

- [ T T

Enter the Mobile Number of the extension user you wish to store. The Number can be a maximum of 16
digits.

If you are using the system in the Enterprise Mode, by default Administrator is selected as Station Type.

If you are using the system in the Hotel Mode, by default Guest is selected as Station Type. You may
select the Station Type as Administrator for the Hotel Administrative Staff. To know more refer to the
PRASAR UCS Hospitality System Manual.

You may assign a Personal Directory number to the SIP Extension. Default: 00.

A Personal Directory is a list of 25 frequently dialed numbers, each of which are stored by Index number
(location code), Name and Trunk Access Codes ("Out Going Trunk Bundle Group Index"). The Personal
Directory is necessary for using the features “Abbreviated Dialing” and “Dial By Name”.

When a Personal Directory is assigned to a SIP Extension, make sure you also configure this directory.
The Personal Directory can be programmed by the SIP Extension users and by the System Engineer.
Refer the topic “Abbreviated Dialing” for instructions on programming the Personal Directory.

If Personal Directory is not to be assigned, enter 00 in this field.

Select a Priority Level for the SIP Extension from 1 to 9. Default; 5-Normal.
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Each extension of the PRASAR UCS is assigned a Priority Level starting from 1, 2, 3... to 9, with '1' being
lowest Priority and '9' being highest Priority. Whenever an extension (phone) with higher priority calls an
extension with lower priority, a triple ring is placed on the called extension. To know more, read the feature
description “Priority”.

If this SIP extension is assigned to Operator, you may want to set a higher priority for this extension.

* Click Submit to save your SIP Extension Settings.

Configuring Matrix Extended Phone Settings using Jeeves

You can register three Matrix Extended Phones/Soft Clients at three different locations as a single SIP Extension.
You can connect the same or different types of Extended Phones/Soft Clients —SPARSH VP248, SPARSH VP310,
SPARSH VP510, SPARSH VP330, Matrix SPARSH VP210, Matrix SPARSH VP710, Matrix VARTA ADR100 Mobile
UC Client, Matrix VARTA AMP100 Mobile UC Client or MATRIX VARTA WIN200 Desktop UC Client — at each
location. In this case we assume that SPARSH VP330 is connected at Location 1, 2 and 3.

If you have connected SPARSH VP248 refer to “Configuring Matrix Extended Phone Settings using Jeeves” in
Configuring Matrix SPARSH VP248 as SIP Extensions.

If you have connected SPARSH VP310 at any of the locations, refer to “Configuring Matrix SPARSH VP310".
If you have connected SPARSH VP510 at any of the locations, refer to “Configuring Matrix SPARSH VP510”.

If you have connected the Matrix Extended SPARSH VP710 as SIP Extensions, for configuration instructions see
“Configuring Matrix Extended SPARSH VP710”.

If you have connected SPARSH VP210 at any of the locations, refer to “Configuring Matrix SPARSH VP210".

If you have registered Matrix VARTA Mobile UC Clients in any of the locations, refer to “Configuring Matrix VARTA
ADR100/AMP100 UC Clients”.

If you have registered MATRIX VARTA WIN200 Desktop UC Client in any of the locations, refer to “Configuring
Matrix VARTA WIN200 UC Client”.

If you want to use more than one SPARSH VP330 Phones as a SIP Extension, configure their settings at Location
1, Location 2 and Location 3.
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* Click Location 1.

SIP Extension Settings

SIP Extension 1

General Parameters Location-1

SIP Extension - 1
Use SIP Extension
Name

SIPID
Authentication ID

Authentication Password

Location-2 Location-3

(]

HTTP Authentication Password (Third Party IP-Phone}

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+ Minimum length must be & characters.
# Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
o Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + & \, <, =","

space.
Call Appearances 0z -
Call Waiting Tone (for SPARSH VPZ483NVP310/VPS10) Beep Once

Advance

Call Traffic

* The settings of the phone at Location 1 appear.

SIP Extension Settings

SIP Extension 1

-

General Parameters Location-1

SIP Extension -1

Location-1

Enable Device

Location Mame

Device Type

MAC Address

Registrar Server Address
Call Progress Tone - Region
Date and Time - Region
Apply DST?

Language

Location-2 Location-3

(]

MATRE SPARSH WP330

Use WAN Port IP Address
Region 1

India (GMT+05:30)

Mo -

English

« Select the Enable Device check box. Default: Disabled.

« Enter the Location Name for the phone to identify the phone. Location name may be the place where the
phone is located (e.g.: Head office, branch, residence). The Location Name may consist of 18 characters
(maximum). Default: Blank.
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Select MATRIX SPARSH VP330 as the Device Type at this location.

Enter the MAC Address®* of the SPARSH VP330 connected at this location in hexadecimal format:
00:1b:09:XX:XX:XX. Default: blank.

PRASAR UCS validates the SPARSH VP330 on the basis of the MAC Address, and provides configuration
on validation.

As PRASAR UCS allows registration of the SIP Extension from three different locations, it identifies the
SIP Extension in each location by the programmed MAC address.

Select the appropriate Registrar Server Address to register the SPARSH VP330 with the SIP Registrar of
PRASAR UCS, according to your installation scenario:

* |f the SPARSH VP330 is connected on the WAN network, select Use WAN Port IP Address as
Registrar Server IP Address.

« If the SPARSH VP330 is connected on the LAN network, select Use LAN Port IP Address as
Registrar Server IP Address.

» If the SPARSH VP330 is connected in the Global Network and PRASAR UCS is located behind a
Router, or behind a NAT Router and STUN is programmed, select Use Router/STUN's IP Address as
Registrar Server IP Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details, see “Configuring Network Parameters”.

« If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Registrar Server IP Address.

By default, Use WAN Port IP Address is selected as the Registrar Server IP Address.

To set the call progress tone generation standards of the country where the SPARSH VP330 is installed,
select the Call Progress Tone - Region. Default: Region 1.

See “Call Progress Tones” to know more.

To display the Date and Time of the country where the SPARSH VP330 is installed, select the Date and
Time - Region. Default: India.

If you want to enable Daylight Saving Time (DST) on the phone, set Apply DST? to either Manual or
Scheduled as per your requirement.

When you select Scheduled as the DST option, the Real Time Clock of PRASAR UCS is advanced and
set backward automatically according to the DST convention of the country/region where the IP Phone is
installed.

Scheduled DST Adjustment is useful in countries/regions where DST Time is fixed, such as in Europe,
USA and Canada, without yearly variations.

34. MAC address is the address of the electronic hardware devices such as a computer, which is hard-coded into the device during
manufacture and cannot be modified. No two devices can have similar MAC address and thus it uniquely identifies your phone.
MAC address is assigned as per the IANA standard. The MAC Address of the phone will be used as source MAC address on all
Ethernet frames.
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PRASAR UCS supports 18 DST Types for Scheduled DST Adjustment. To know more, refer to “Daylight
Saving Time (DST)”. To know more about Scheduled DST assigned for the respective region, refer to Time
Zone in “Default Settings”.

When you select Manual as the DST option, the Real Time Clock of PRASAR UCS is advanced manually
and set backward automatically according to the DST convention of the country/region where the IP Phone
is installed.

Manual DST Adjustment is to be used in regions/countries that have no fixed DST Convention and where
yearly variations in DST practices are likely.

When DST option is set as 'Manual', you must set the DST Start and the DST End time, that is, the time at
which the clock is to be advanced and the time at which the clock is to be delayed. To do so,

* In Time Offset, enter the time you wish to forward or backward the DST start time with.
» In DST Type, select the desired option: Date-Month Wise OR Day-Month Wise.

If you select 'Date-Month Wise' in DST Type, you should now select the desired options in each of the
following to specify the DST Start details.

» Date: Select the date on which DST begins (1-31).

* Month: Select the month when DST begins (January-December).

+ Time (Hours): Select the time at which DST will begin to change.The time mode is of 24 hours
ranging from 00 to 23 hours.

+ Time (Minutes): Select the time at which DST will begin to change.The time mode is of 60 minutes
ranging from 00 to 59 minutes.

Similarly, in the DST End configure the desired DST End Time details.

If you select ‘Day-Month Wise' in DST Type, you should now select the desired options in each of the
following to specify the DST Start details.

* Ordinal: Select the Ordinal number of the day of the month, that is, the 1st, 2nd, 3rd, 4th, 5th day,
when DST begins.

+ Day: Select the day of the month - Sunday, Monday, Tuesday, Wednesday, Thursday, Friday,
Saturday- when DST begins.

* Month: Select the month when DST begins (January-December).

* Time (Hours): Select the time at which DST must begin to change.The duration is of 24 hours
ranging from 00 to 23.

+ Time (Minutes): Select the time at which DST must begin to change.The duration is of 60 minutes
ranging from 00 to 59.

Similarly, in DST End configure the DST End Time details.
Once the DST Ends, the time of the IP Phone is set back to the Standard time automatically.

When the DST of a particular country starts or ends on the Last Sunday or any other day, for example, the
last Tuesday, last Friday of the month, always set the Ordinal Number as '5th’.

+ Select the Display Language for the SPARSH VP330. Default: English.
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PRASAR UCS provides language support for English, French, German, Spanish, Portuguese, and Italian
on the SPARSH VP330. When you select any of these languages, all the prompts and command strings
will appear in the selected language.

o » SIP Extension users can change the language by accessing and navigating through the phone menu.
» The SA can change the Language by logging into the SA Jeeves.

DSS Key Settings

* You can select the desired key template — Operator, Executive1, Executive2, Executive3, Hotel
Attendant, Guest or any other template you added. See “Customizing Extended IP Phone Templates using
Jeeves” for more details.

OR
*  You can personalize the key map of the SPARSH VP330 for this location. To do so,

+ Select Personalized as the Key Template option.

+ Click Key Settings.

D55 Key Settings

Key Template Personalized -
Keyﬁeﬁings
» The key map of the Extended Phone opens in a new window on your screen.

Key Settings

Device Type SPARSH WP230 Assigned to SIP Extn.-1 Port No SIP Extension-1 - Lec ation-1
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* Click the key you want to configure. For example, CA 1.

The Functions to be Performed by the key opens in a new window.

Select function to be performed
Select Function Type : Loop v
Select Offzet : o b

DK Cancel

* Inthe Select Function Type list, select the function to be performed by the key. For example, you want
to use the key to call the Operator.

The Operator function is a Feature, so select the option FEATURE from the Select Function Type list
box.

Select function to be performed

Eelect Function Type : Loop ¥
Mone

Department Group

Quick Dial

Loop

Mzt ro

TAC

Feature Key
\bice M '

SA Command
Special Keys
SIP Trunk

Room

SIP Extension
Wirtual Extension

Felect Offset :

From the Select Offset drop down list, all the features that can be assigned to keys are listed.
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» Select Operator from the list of features in the Select Offset box.

Select Function Type :

Select Offset

Select function to be performed

Feature Key

Enter SE Programming Mode

Enter SE Programming Mode
Enter 3A Programming Mode
Call Pickup - Group

Call Pic kup - Selective

Auto Call Back - Set

Aute Call Back - Cancel

Redial

Aute Redial - Set

Auto Redial - Cancel

Personal Directory Programming
Abbreviated Dialing

Call Forward
Dynamic Lotk
Hetline

Alarm

Do Mot Disturb
Interrupt Request
Barge-In

Raid

+ Click OK.

Select function to be performed

Select Function Type :

Feature Key

Select Offset .

Operator

192

Matrix PRASAR UCS System Manual



The Operator feature appears on the key label.

Key Settings

Device Type SPARSH WP330 Assigned to SIP Extn.-1 Port No S|P Extension-1 - Loc ation-1

=

NONE

SIPEXTN 5

SIPEXTN 4

SIPEXTN 3

SIPEXTN 2

SIPEXTN 1

SIF 3

+ Follow the same instructions to assign features to other DSS keys. Selecting the appropriate Function
Type and the Offset for each feature/function.

If you want assign a feature, select FEATURE as function type, and select the desired feature as
Offset.

If you want to use the key to call a SIP extension, select SIP Extension as Function Type and select
the number of the extension as Offset.

To assign direct access to a SIP Trunk, select SIP as Function Type and the desired trunk number from
1 or any other trunk number as Offset.

Click OK, each time you select a Function Type and Offset in the dialog box.

You can reinstate default key assignment any time, by clicking the Default button at the bottom of the
window.

*  When you complete assigning functions to keys, close the window.
o » The phone will enter the Auto Configuration mode, when you assign/re-assign certain features in the

key maps. To know more, refer to the SPARSH VP330 User Guide.
« Even if you assign keys for the following feature in the Key Templates, these features will not function:
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Function Type Offset

Macro
SA Command
Special Keys Digit Pause
Digit A
Digit B
Digit C
Digit D
Enter
Local Menu
Feature Enter SE Programming Mode

Enter SA Programming Mode

Personal Directory Programming

Abbreviated Dialing

Emergency Conference

Self Ring Test

SA Command Prefix

PMS - User Defined Fields

Department Group Call Forward

Transport Mode and SRTP

» Select the protocol to be used to transport the SIP messages. You can select the Transport Mode as TCP
or TLS%.

o » If you select TCP, make sure the SIP Over TCP check box is selected in VoIP Parameters.
» Ifyou select TLS, make sure the SIP Over TLS check box is selected in VoIP Parameters.

» For secure conversations over SIP, select the Enable SRTP? check box. The SIP messages will be
transported over SRTP only.

RTP Port
* Define RTP Port:
* RTP Listening Port: This is the port on which the phone listens for RTP messages over UDP. This port

is also used as the source port for sending RTP packets. This port is also used as the source port for
sending RTP packets to the remote peer. The valid range for this port is 1025-65278. Default: 8000.

Quality of Service

« Set the SIP Quality of Service (QoS) for SIP signaling as:

» SIP DiffServe/ToS. Valid range is 00 to 63. Default: 26.

35.  SPARSH VP330 supports TLS Version V1.0 only. To configure the TLS version, refer “Advance Options” in Security Settings.
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OR
RTP DiffServe/ToS. Valid range is 00 to 63. Default: 46.

NAT Keep Alive

+ If the SPARSH VP330 is connected behind a NAT router, configure NAT Keep Alive.

Timers

Select the check box Enable NAT Keep Alive to send Keep Alive messages periodically to refresh the
binding in the NAT router. Default: Disabled.

Define as Interval (sec), the time period, from 001 to 999 seconds, after which the phone should send
Keep Alive message. Default: 120 seconds.

The time period you define should be less than the binding timer of the router.

+ Set the following Timers to the desired value, where required:

SIP INVITE Timer (sec): This is the time in seconds that the phone waits for a response from the
called party after sending INVITE message. This timer starts after sending INVITE message to the
called party and stops on receipt of the provisional response or the final response or when the user
disconnects the call. On expiry of the timer, the phone terminates the call process and gives an error
tone to the user. The range of the SIP INVITE TIMER is 10-180 seconds. Default: 30 seconds.

SIP Provisional Timer (sec): This is the time in seconds that the phone waits for final response after
receiving the provisional response from the called party. This timer starts on the receipt of the
provisional response from the called party and stops on receipt of the final response from the called
party or when the user disconnects the call. On expiry of the timer, the IP phone terminates the call
process and gives error tone to the user. The range of SIP Provisional Timer is 10-180 seconds.
Default: 60 seconds.

General Request Timer (sec): This is the time in seconds for which the phone waits for response of a
transaction request. This timer starts on initiating a transaction. This timer stops on receipt of a
response for the request. On expiry of the timer, the phone clears the transaction. This timer is used for
Registration request, etc. The range of the General Request Timer is 10-60 seconds. Default: 20
seconds.

* Click Submit to save settings.

+ If you have completed the configuration of the SPARSH VP330 Phone Settings at Location 1, follow the
same steps as described above to configure the SPARSH VP330 Phone at Location 2 and Location 3.

However, if you want to replicate the configuration of the SPARSH VP330 Settings same as Location 1 to
Location 2 and Location 3, you can use the Copy button present at the bottom of the page. To know more,
refer to “Copy Parameter Values”.

% If you wish to Copy only the configurations from a location to all other locations where the same IP Phone
is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.
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When you change any of the parameters listed below in the SIP Extension at Location 1, 2, 3, the phone
will go in Auto Configuration mode automatically, if registered:

* Use SIP Extension

- SIPID

+ Name

* Authentication ID

* Authentication Password

* Registrar Server IP Address
+ MAC Address

+ Enable Device

» Device Type

+ Key Map in the Key Template assigned to phone
+ Language

» Call Progress Tone

* Date and Time

*  Apply DST?

* Transport Mode and SRTP
* QoS

+ RTP Ports

* NAT Keep Alive

+ SIP Timers

» Class of Service
*  Trunk Access Code
+ Emergency Numbers

The SIP Extension registered at Location 1, 2, 3, will also restart, if:

» The SE Password of PRASAR UCS is changed

» Specific parameters in Network Port parameters are changed
» Specific parameters in VolP Parameters are changed

*  You restart the System

+ Set the System to Default
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Configuring Matrix SPARSH VP510

SPARSH VP510, the Premium IP Phone is engineered to offer a contemporary design with crystal-clear audio and
feature-rich capabilities at economical price. To know the list of features supported, refer to “PRASAR UCS
Features Supported in Terminals”.

For instructions on how to use SPARSH VP510, refer to the EON510_SPARSH VP510 User Guide.

PRASAR UCS supports mass deployment of IP Phones. For details refer to “Configuring SIP Extensions using
Bulk Configuration” and “Device Management”.

To be able to use SPARSH VP510 - Extended IP Phone, you must configure the following:

SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.

SIP Extension Settings, see “Configuring SIP Extension Settings using Jeeves”

Extended Phone Settings, see “Configuring Matrix Extended Phone Settings using Jeeves”

Voice Mail Settings, if you want to provide mailbox facility to the extension. See “Extension Voice Mail

Settings”.

Configuring SIP Extension Settings using Jeeves

Login as System Engineer.

Under Configuration, click VolP Configuration.

Click SIP Extension Settings.

VM S Configuration k

VolP Configuration -

+| WolP Parameters

+

+*

+

Bulk Cenfiguration

SIP Extension Settings
WARTA License
Management

+| Device Management
+| SIP Extension General

Parameters
Standard SIP Authorization
Profile

+| Auto Sign-In Parameters
+] Third Party IP-Phone

+*

+
y
y
+
y
y
+

iy

General Parameters
Black List IP Address - SIP
Extensions

SIP Trunk Parameters
SIP Hardware Template
SIP Gain Settings
Digest Authentication
Peer to Peer Table
Debug

SIP Trunk Status

SIP Extension Status

Maintenance

Status

~

m

SIP Extension Settings
SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension - 1

Use SIP Extension =
Name

SIPID

Authentication ID

Authentication Password

HTTP Authentication Pazsword (Third Party IP-Phone)

Note :- Authentication Pazsword and HTTP Authentication Password must follow following requirements:

« Minimum length must be & characters.
+ Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.

« Allowed characters are 0-9, a-z, A-Z, all special characters except %, = # + &\, =, = ", "and
space.
Call Appearances 0z -
Call Watting Tone (for SPARSH WP248NP310M/P510) Beep Once -

The page of SIP Extension 1 opens.

You may select the SIP Extension number you want to configure.

Matrix PRASAR UCS System Manual

197



0

0

0

The parameters of the SIP Extension number you selected will appear on this page.

For PRASAR UCS upto 2100%° SIP Extensions can be registered with the system.

Select the Use SIP Extension check box to enable the SIP extension. Default: disabled.

In Name, enter a name for the SIP Extension, which may be the name of the person who will use the SIP
Extension or the name of a Department. The name you enter here will be displayed as the Caller ID of the
SIP Extension on the remote user's phone, when the SIP Extension user makes calls.

The name may consist of a maximum of 18 alphanumeric characters.

Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the PRASAR UCS can call a SIP Extension by dialing the SIP ID assigned to the SIP extension. SIP ID of
each SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits
from 0 to 9 and the characters * and # are allowed.

You cannot assign the same SIP ID to more than one extension.

To assign SIP IDs according to your preference and requirement to a range of SIP Extensions, see
“Assigning Access Codes to a Range of Extensions”.

By default, the SIP IDs are Blank.
The SIP ID will be set to default value (blank), when you restore the default settings of the system.

In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension. You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 alphanumeric characters. All ASCII
characters except < > and “ (double quote) are allowed. Default: Blank.

Make sure the User ID configured in “Digest Authentication” does not conflict with the Authentication 1D
configured above.

In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension. To avoid unauthorized access, we recommend you to change the password
regularly. Make sure it is strong and is kept confidential. When the password is entered manually, the
password must:
* be of minimum 6 characters and can be a maximum of 12 characters.
* include atleast one upper-case, one lower-case, one number and one special character.
» all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP

36. PRASAR UCS SME Application supports 250 SIP Extensions.
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Address list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged
in the “System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

o Make sure you note down or copy the Authentication Password in a confidential file.

* In Call Appearances, define the maximum number®” of simultaneous incoming calls that the SIP
Extension user should be allowed to receive. You can set up to 10 call appearances for a SIP Extension.
Default: 2.

When Call Appearance is set to 2, the SIP Extension can receive 2 calls at a time.

» During an on-going conversation, if there is a second incoming call, the system plays beeps to indicate the
second incoming call. You can set the frequency of the Call Waiting Tone (for SPARSH VP248/VP310/
VP510) beeps as per your requirement. You can select from the following options:

+ Off
+ Beep Once
* Beep until Answered

Default: Beep Once

However, when an ongoing call is being taped or recorded, the call waiting tone for any new incoming call
will not be played.

* Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

o » Auto Sign-In parameters — Send Configuration Mail and Mail Status, are applicable only for
Mobile Clients — VARTA ADR100, VARTA AMP100 applications.

» The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

» Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:
¢ INVITE Request
 SUBSCRIBE Request
By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.
o Make sure that the Authentication ID for the SIP Extension has been programmed.

» For secure conversations over SIP, enable SRTP Mode. The PRASAR UCS supports the following
options:

+ Disable: PRASAR UCS uses normal RTP for transporting the speech packets.

+ Optional: PRASAR UCS uses SRTP for transporting the speech packets. If the remote user does not
support SRTP, PRASAR UCS will use normal RTP for transporting the speech packets.

+ If you select this option, you must configure the SRTP Media Type. You may select AVP or SAVP.
By default, AVP is selected as the SRTP Media Type.

37.  The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported
depends on the license purchased. For details refer to “License Management”.

Matrix PRASAR UCS System Manual 199



* Forced: PRASAR UCS uses only SRTP (SAVP) for transporting the speech packets. If the remote
user does not support SRTP, PRASAR UCS will reject incoming calls from and drop outgoing calls
made to such users.

By default, SRTP Mode is Disabled.

Assign a SIP Hardware Template to the SIP Extension. Default: 01. The “SIP Hardware Template”

contains voice quality related features such as Voice Codec selection, Tx and Rx Gains, Echo

Cancellation, Jitter Buffer and Fax-over-IP options and related parameters.

There are 32 different templates to choose from. Each template can also be altered to suit your

requirement and preferences. By default, Template number 01 assigned to all SIP Extensions as well as to

SIP Trunks.Check if the values in this template fulfill requirements of the SIP Extension. If Template 01

fulfills the feature requirements, retain Template 01.

If a different set of SIP hardware features are to be allowed to this SIP Extensions, prepare another
template and assign it to this extension. To do this,

* Under VolP Configuration, click the SIP Hardware Template link.
+ Select a Template number, for example 02.

* Customize Template number 02 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Template you customized, Template 02 in the SIP Hardware Template
field.

Also see the topic “SIP Hardware Template” to know more about customizing the templates and
applying on the SIP Extensions.

+ Assign a Station Basic Feature Template to the SIP Extension. Default: Template 01. The “Station
Basic Feature Template” has a set of features like Time Table, Class of Service, Toll Control, Operator,
Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle groups. There are 50 different
templates to choose from. Each template can also be altered to suit your requirement and preferences.
If the default Station Basic Feature Template 01 fulfills the feature requirements of the SIP Extension
(“Class of Service (COS)”, “Toll Control”, “OG Trunk Bundle Group”, etc.) retain this template, you may
also customize this template. If you want to assign a different set of features to this SIP Extension,
prepare a different Station Basic Feature Template and apply it to this extension. To do this,

* Under Configuration, click the Station Basic Feature Template link.
» Select a Template number, for example 05.
* Customize Template number 05 and click Submit.

* Return to the SIP Extension Settings page.

» Select the number of the Template you customized, Template 05, in the Station Basic Feature
Template field.
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* Click Submit to save changes.

Also, see the topic “Station Basic Feature Template” to know more about customizing the templates
and applying on extensions.

» Assign a Station Advanced Feature Template to the SIP Extension. Default: Template 01. The
“Station Advanced Feature Template” has a set of advanced features for extensions such as Alarm
Notification settings, Routing of Incoming Auto Attendant Calls, Call Duration Control, Floor Service,
etc. There are 50 different templates to choose from. Each template can also be altered to suit your
requirement and preferences.

Check if the default template fulfills the feature requirements of the SIP Extension by clicking the
Station Advanced Feature Template link.

You may retain this template and customize it further, or customize another template if a different set of
features are to be allowed to this SIP Extension. To customize/prepare another template,

* Under Configuration, click the Station Advanced Feature Template link.

» Select the Template number, for example 02, and customize this template.

* Click Submit and return to the 'SIP Extension Settings' page.

» In the Station Advanced Feature Template field, select the number of the template you
customized.

» Click Submit to save changes.

Also see the topic “Station Advanced Feature Template” for instructions on customizing these
templates and applying them on the extensions.

* In Voice Mail Settings, click the Voice Mail Settings link. The respective Extension Voice Mail Settings
window will open. You may edit the parameters. For details, see “Extension Voice Mail Settings”.

o The Voice Mail Settings link will be visible only if you have configured the respective SIP ID.
» Assign the SIP Extension to a Call Pick-up Group, if required. Default: 01

Call Pick Up allows the SIP Extension user to 'pick up' (answer) calls ringing on any other extension, by
dialing a feature code, without physically going to the ringing extension. It also allows incoming calls for the
SIP Extension to be answered by the other extensions assigned the same Call Pick-Up group.

For this to work, both the ringing extension and the extension picking up the call must be in the same 'Call
Pick Up Group'. Refer “Call Pick Up” for instructions on how to create groups. You can create as many as
99 groups numbered from 01 to 99.

Enter the number of the Call Pick-Up Group you created for this SIP Extension in this field.

+ Select the Call Pick-up Notification (Only for SPARSH VP510) check box, if you want the Call Pick-up
Notification to be displayed on the phone LCD. The Call Pick-up Notification will be displayed for internal
as well as external calls. The notification will be displayed on SPARSH VP510 only if the ringing extension
is in the same Call Pick-up Group. The notification will be displayed only when SPARSH VP510 is in idle or
dial state. The notification will display the name/number of the Caller along with the name/number of the
Called. For example, if the name and number of the Caller is ABC, 2001 and the name and number of
Called is XYZ, 1001, the LCD notification will be displayed as ABC -> XYZ. Along with the LCD display the
phone back-light will also be lit.
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For this to work, make sure you have enabled Call Pick-up in COS as well as assigned a Call Pick-up
Group to the extension. Refer to “Call Pick Up” and “Class of Service (COS)”. Call Pick-up Notifications will
be displayed for SIP Extensions and for calls landing through SIP Trunks. For details of the Notification,
refer to the EON510_SPARSH VP510 V2 User Guide.

You must assign the extension user to a COSEC Door Group for COSEC Integration. The users in the
same group must be assigned the same group. You can create as many as 50 groups numbered from 00
to 50. Users who are assigned COSEC Door Group ‘00’ are not a part of any group.

Advanced Configuration Parameters

If you want to provide other features like Personal Directory, Priority, or assign a Station Type to the SIP
Extension, click the Advanced button at the bottom of the page.

+| System Timers and Counts
+| Time Table

+| Trunk Features Templates

+| Wirtual Exiensions

VMS Configuration 3

VolP Configuration -

+| VolP Parameters

+| Bulk Configuration

+| SIP Extension Settings

+| WMARTA License
Management

+| Device Management

+| SIP Exiension General
Parameters

+| Standard SIP Authorization
Profile

+| Auto Sign-In Parameters

+| Third Party IP-Phone
General Parameters

+| Black List IP Address - SIP
Extensions

+| SIP Trunk Parametsrs

+| SIP Hardware Template

+| ZIP Gain Settings

+| Digest Authentication

+| Peer to Peer Table

+| Debug

+| 3IP Trunk Status

+| SIP Extension Status

digits.

-

SIP Extension Settings

3IP Extension

General Parameters Location-1 Location-2

Location-3

Templates
SIP Hardware Template

Station Basic Feature Template

Station Advanced Feafure Templaie

Woice Mail Setfings

Others

Mobile Mumber

Call Pickup Group

Call Pick-up Mofification {Only for SPARSH VP510)
COSEC Door Group

Station Type

Personal Directory

Pricrity

(=]

i

(=]

| Administration v |

it}

|5-r'Jorrr'aI

- [ T T

Enter the Mobile Number of the extension user you wish to store. The Number can be a maximum of 16

If you are using the system in the Enterprise Mode, by default Administrator is selected as Station Type.

If you are using the system in the Hotel Mode, by default Guest is selected as Station Type. You may
select the Station Type as Administrator for the Hotel Administrative Staff. To know more refer to the
PRASAR UCS Hospitality System Manual.

You may assign a Personal Directory number to the SIP Extension. Default: 00.

A Personal Directory is a list of 25 frequently dialed numbers, each of which are stored by Index number
(location code), Name and Trunk Access Codes ("Out Going Trunk Bundle Group Index"). The Personal
Directory is necessary for using the features “Abbreviated Dialing” and “Dial By Name”.
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When a Personal Directory is assigned to a SIP Extension, make sure you also configure this directory.
The Personal Directory can be programmed by the SIP Extension users and by the System Engineer.
Refer the topic “Abbreviated Dialing” for instructions on programming the Personal Directory.

If Personal Directory is not to be assigned, enter 00 in this field.

» Select a Priority Level for the SIP Extension from 1 to 9. Default; 5-Normal.

Each extension of the PRASAR UCS is assigned a Priority Level starting from 1, 2, 3... to 9, with '1' being
lowest Priority and '9' being highest Priority. Whenever an extension (phone) with higher priority calls an
extension with lower priority, a triple ring is placed on the called extension. To know more, read the feature
description “Priority”.

If this SIP extension is assigned to Operator, you may want to set a higher priority for this extension.
* Click Submit to save your SIP Extension Settings.

Configuring Matrix Extended Phone Settings using Jeeves

You can register three Matrix Extended IP Phones/Soft Clients at three different locations as a single SIP
Extension. You can connect/register the same or different types of Extended Phones/Soft Clients —SPARSH
VP248, SPARSH VP310, SPARSH VP330, SPARSH VP510, SPARSH VP310, Matrix SPARSH VP210, Matrix
SPARSH VP710, Matrix VARTA ADR100 Mobile UC Client, VARTA AMP100 Mobile UC Client or MATRIX VARTA
WIN200 Desktop UC Client— at each location. In this case we assume that SPARSH VP510 is connected at
Location 1, 2 and 3.

If you want to use more than one SPARSH VP510 Extended IP Phones as a SIP Extension, configure their settings
at Location 1, Location 2 and Location 3.

If you have connected SPARSH VP248 at any of the locations, refer to “Configuring Matrix Extended Phone
Settings using Jeeves”.

If you have connected SPARSH VP330 at any of the locations, refer to “Configuring Matrix SPARSH VP330".
If you have connected SPARSH VP310 at any of the locations, refer to “Configuring Matrix SPARSH VP310".

If you have connected the Matrix Extended SPARSH VP710 as SIP Extensions, for configuration instructions see
“Configuring Matrix Extended SPARSH VP710”.

If you have connected SPARSH VP210 at any of the locations, refer to “Configuring Matrix SPARSH VP210".

If you have registered Matrix VARTA ADR100 and VARTA AMP100 Mobile UC Clients in any of the locations, refer
to “Configuring Matrix VARTA ADR100/AMP100 UC Clients”.

If you have registered MATRIX VARTA WIN200 Desktop UC Client in any of the locations, refer to “Configuring
Matrix VARTA WIN200 UC Client”.
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¢ Click Location 1.

SIP Extension Settings

SIP Extension 1

General Parameters Location-1 Location-2 Location-3

SIP Extension -1

Use SIP Extension
Name

SIPID
Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone}

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+ Minimum length must be & characters.

# Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
» Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + &\, <, = " "and

space.

Call Appearances

Call Waiting Tone (for SPARSH VFZ48NP3100VPS10)

0z -

Beep Once

Call Traffic

* The settings of the phone at Location 1 appear.

SIP Extension Settings

SIP Extension 1
General Parameters

SIP Extension -1

-

Location-1 Location-2 Location-3

Location-1

Enable Device

Location Name

Device Type

MAC Address

Registrar Server Address
Call Progress Tone - Region
Date and Time - Region
Apply DST?

Trunk CLIP Pattern

Digplay Language

Ringer Mode

Ring Delay Timer (Sec)

MATRIX SPARSH WYP310

Uze WAN Port IP Address

Region 1

India (GMT+05:30)

No -

Number + Name

Englizh

Ring immediatehy
10

« Select the Enable Device check box. Default: Disabled.
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Enter the Location Name for the phone to identify the phone. Location name may be the place where the
phone is located (e.g.: Head office, branch, residence). The Location Name may consist of 18 characters
(maximum). Default: Blank.

Select MATRIX SPARSH VP510 as the Device Type at this location.

Enter the MAC Address?8 of the SPARSH VP510 connected at this location in hexadecimal format:
00:1b:09:XX:XX:XX. Default: Blank.

PRASAR UCS validates the Extended Phone on the basis of the MAC Address, and provides
configuration on validation.

As PRASAR UCS allows registration of the SIP Extension from three different locations, it identifies the
SIP Extension in each location by the programmed MAC address.

Select the appropriate Registrar Server Address to register the SPARSH VP510 with the SIP Registrar of
PRASAR UCS, according to your installation scenario:

« If the SPARSH VP510 is connected on the WAN network, select Use WAN Port IP Address as
Registrar Server IP Address.

* |f the SPARSH VP510 is connected on the LAN network, select Use LAN Port IP Address as
Registrar Server IP Address.

+ If the SPARSH VP510 is connected in the Global Network and PRASAR UCS is located behind a
Router, or behind a NAT Router and STUN is programmed, select Use Router/STUN's IP Address as
Registrar Server IP Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details, see “Configuring Network Parameters”.

+ If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Registrar Server IP Address.

By default, Use WAN Port IP Address is selected as the Registrar Server IP Address.

To set the call progress tone generation standards of the country where the SPARSH VP510 is installed,
select the Call Progress Tone - Region. Default: Region 1.

See “Call Progress Tones” to know more.

To display the Date and Time of the country where the SPARSH VP510 is installed, select the Date and
Time - Region. Default: India.

If you want to enable Daylight Saving Time (DST) on the phone, set Apply DST? to either Manual or
Scheduled as per your requirement.

38.

MAC address is the address of the electronic hardware devices such as a computer, which is hard-coded into the device during
manufacture and cannot be modified. No two devices can have similar MAC address and thus it uniquely identifies your phone.
MAC address is assigned as per the IANA standard. The MAC Address of the phone will be used as source MAC address on all
Ethernet frames.
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When you select Scheduled as the DST option, the Real Time Clock of PRASAR UCS is advanced and
set backward automatically according to the DST convention of the country/region where the IP Phone is
installed.

Scheduled DST Adjustment is useful in countries/regions where DST Time is fixed, such as in Europe,
USA and Canada, without yearly variations.

PRASAR UCS supports 18 DST Types for Scheduled DST Adjustment. To know more, refer to “Daylight
Saving Time (DST)”. To know more about Scheduled DST assigned for the respective region, refer to Time
Zone in “Default Settings”.

When you select Manual as the DST option, the Real Time Clock of PRASAR UCS is advanced manually
and set backward automatically according to the DST convention of the country/region where the IP Phone
is installed.

Manual DST Adjustment is to be used in regions/countries that have no fixed DST Convention and where
yearly variations in DST practices are likely.

When DST option is set as 'Manual', you must set the DST Start and the DST End time, that is, the time at
which the clock is to be advanced and the time at which the clock is to be delayed. To do so,

* In Time Offset, enter the time you wish to forward or backward the DST start time with.
* In DST Type, select the desired option: Date-Month Wise OR Day-Month Wise.

If you select 'Date-Month Wise' in DST Type, you should now select the desired options in each of the
following to specify the DST Start details.

+ Date: Select the date on which DST begins (1-31).

* Month: Select the month when DST begins (January-December).

+ Time (Hours): Select the time at which DST will begin to change.The time mode is of 24 hours
ranging from 00 to 23 hours.

* Time (Minutes): Select the time at which DST will begin to change.The time mode is of 60 minutes
ranging from 00 to 59 minutes.

Similarly, in the DST End configure the desired DST End Time details.

If you select ‘Day-Month Wise' in DST Type, you should now select the desired options in each of the
following to specify the DST Start details.

» Ordinal: Select the Ordinal number of the day of the month, that is, the 1st, 2nd, 3rd, 4th, 5th day,
when DST begins.

+ Day: Select the day of the month - Sunday, Monday, Tuesday, Wednesday, Thursday, Friday,
Saturday- when DST begins.

* Month: Select the month when DST begins (January-December).

» Time (Hours): Select the time at which DST must begin to change.The duration is of 24 hours
ranging from 00 to 23.

+ Time (Minutes): Select the time at which DST must begin to change.The duration is of 60 minutes
ranging from 00 to 59.

Similarly, in DST End configure the DST End Time details.

Once the DST Ends, the time of the IP Phone is set back to the Standard time automatically.
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When the DST of a particular country starts or ends on the Last Sunday or any other day, for example, the
last Tuesday, last Friday of the month, always set the Ordinal Number as '5th’.

Select the Trunk CLIP Pattern for the SPARSH VP510. This is the type of Calling Line Presentation on the
phone for incoming calls from trunks. You can select any of these options:

+ Name Only (only the name of the caller will be displayed).

*  Number Only (only the number of the caller will be displayed).

*  Number + Name (both the name and the number of the caller will be displayed).

Default: Number + Name.
Select the Display Language for the SPARSH VP510. Default: English.

PRASAR UCS provides language support for English, French, German, Spanish, Portuguese, and Italian
on the SPARSH VP510. When you select any of these languages, all the prompts and command strings
will appear in the selected language.

» SIP Extension users can change the language by accessing and navigating through the phone menu.
» The SA can change the Language by logging into the SA Jeeves.

Select a Ringer Mode for the phone from the four options:

* Ring immediately (it rings immediately as a fresh calls lands on the phone).
* Ring ifidle (rings only if the phone is idle).

* Ring after a delay (if the call is still not answered).

+ Silent.

Default: Ring Immediate.

If you selected Ring after a delay as Ringer Mode, set the Ring Delay Timer (sec), if required, to the
desired value.

The Ring Delay Timer is the time in seconds the system waits on receiving a call before ringing on the
phone. The range of this timer is 0 to 99 seconds. Default: 10 seconds.

If you want to enable Ringer Auto Acknowledge mode, set the Acknowledge Timer (sec) to the desired
value.

The Ringer Auto Acknowledge mode determines when to stop the ring on the phone. There are two
options for Ringer Auto Acknowledge:

« Stop only when the call is answered.

« Stop after a delay.

To stop the ring on the phone after a delay, the Acknowledge Timer must be configured. The range of this
timer is 00 to 99 seconds. Default: 00 seconds.

To stop the ring only when the Call is answered or manually acknowledged, the Acknowledge Timer must
be set to '00'. By default, Ring Auto Acknowledge is turned OFF.

To assign the Ring Destination for the SPARSH VP510, select the desired destination for Play Ring on.
You may choose
+ Speakerphone: The ring will be played on the Speakerphone.
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* Headset: The ring will be played on the Headset.
Default: Speakerphone.

When you select the Headset as the destination, make sure that you have selected the Headset
Connected? check box and connected a Headset to the SPARSH VP510.

Set the Ringer Volume to the desired level, from 0 to 7, according to your preference. Default: 4.

You can also set the Ringer Tune. For detailed instructions, refer to the EON510_SPARSH VP510 User
Guide.

To increase/decrease the volume of outgoing speech (Transmit Gain) on the handset of the SPARSH
VP510, set the Handset Transmit Volume Level to the desired level, from 0 to 7. Default: 4.

To increase/decrease the volume of incoming speech (Receive Gain) on the handset of the SPARSH
VP510, set the Handset Receive Volume Level to the desired level, from 0 to 7. Default: 4.

To increase/decrease the volume of outgoing speech (Transmit Gain) on the headset of the SPARSH
VP510, set the Headset Transmit Volume Level to the desired level, from 0 to 7. Default: 4.

To increase/decrease the volume of outgoing speech (Receive Gain) on the headset of the SPARSH
VP510, set the Headset Receive Volume Level to the desired level, from 0 to 7. Default: 4.

To change the Transmit Gain of the Speakerphone MIC Volume, set Speaker Transmit Volume Level to
the desired level, from 0 to 7. Default: 4.

To change the Receive Gain of the Speakerphone MIC Volume, set Speaker Receive Volume Level to
the desired level, from 0 to 7. Default: 4.

To increase the volume of the incoming speech on the handset, select the Handset High Gain Mode
check box. This is useful for individuals with hearing aids. Default: Disabled.

To use a Headset with the SPARSH VP510, select the Headset Connected? check box. Default:
Disabled.

Make sure that you connect a Headset to the SPARSH VP510, if you enable this option.

Select the Auto Answer check box to enable this feature on the SPARSH VP510. Default: Disabled.
When you set the “Auto Answer” feature on the SPARSH VP510, the phone goes OFF-Hook automatically
after a preset period of time, without the extension user having to pick up the handset or press the speaker
or headset key. When you enable Auto Answer, you must configure the Auto Answer Timer.

If you enabled Auto Answer on the phone, set the Auto Answer Timer (sec) to the desired value.

This timer defines the time in seconds that the SPARSH VP510 should wait before going OFF-Hook to
auto answer a call. The range of this timer is 1 to 9 seconds. Default: 1 second.

Adjust the Backlight brightness of the phone’s LCD display, by setting the LCD Backlight Level to the
desired value, from 1 to 4. Default: 3.

Set the Back Light Off Timer (sec) to the desired value, if required, from 000 to 999 seconds. Default: 10
seconds.
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+ Setthe LCD Contrast Level to a level from 1 to 4 that is comfortable to you. Default: 3.

DSS Key Settings

* You can select the desired key template — Operator, Executive1, Executive2, Executive3, Hotel
Attendant, Guest or any other template you added. See “Customizing Extended IP Phone Templates using
Jeeves” for more details.

OR
*  You can personalize the key map of the SPARSH VP510 for this location. To do so,

+ Select Personalized as the Key Template option.
+ Click Submit.
* Click Key Settings.

D55 Key Settings

Key Template Personalized -

Key Settings

» The key map of the Extended Phone opens in a new window on your screen.

Key Settings

Device Type SPARSHWPS10 Assigned to 4001(4001) Port Mo SIP Extension-1 - Location-1

NONE
NONE
NONE
NONE
5P 3
SR 2
SR
SIPEXTH 5
SIPEXTH 4

SIPEXTH 3

SIPEXTH 2

SIPEXTN 1

CAl

CA3
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* Click the key you want to configure. For example, CA 1.

The Functions to be Performed by the key opens in a new window.

Select function to be performed
Select Function Type : Loop b

Select Offset : | ¥

* Inthe Select Function Type list, select the function to be performed by the key. For example, you want
to use the key to call the Operator.

The Operator function is a Feature, so select the option FEATURE from the Select Function Type list
box.

Functions to be Performed

Select Function Type : Co o
Select Offset : Man= it

5LT M
DKP

BRI

T1E1
E&M
Dept. Group
Cruick Dial

SA Command
Special Keys
Mokbile

SIP Trunk
Magneto
Room -

Default

From the Select Offset drop down list, all the features that can be assigned to keys are listed.
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« Select Operator from the list of features in the Select Offset box.

Select function to be performed

Select Function Type : Feature Key

Select Offset Enter SE Programming Mode

Enter SE Programming Mode
Enter 54 Programming Mode
Call Pickup - Group

Call Pickup - Selective

Auto Call Back - Set

Aute Call Back - Cancel

Redial

Auto Redial - Set

Auto Redial - Cancel

Personal Directory Programming
Abbreviated Dialing
Operator

Call Forwara
Dynamic Lock
Hetline

Alarm

Do Mot Disturk
Interrupt Reguest

Barge-In

+ Click OK.
Select function to be performed
Select Function Type : Feature Key
Select Offset : Operator
OK Cancel

Matrix PRASAR UCS System Manual

211



The Operator feature appears on the key label.

Key Settings

Port Mo SIP Extension-1 - Locstion-1

Device Type SPARSHVWPS10 Assigned to 4001(4001)

NONE

NONE

NONE

NONE

SIP 3

5P 2

SR 1

SIPEXTH 5

SIPEXTN 4

SIPEXTH 3

SIPEXTH 2

SIPEXTH 1

CAL

CA3

CA2

Operakr

+ To take a second example, if you want to assign Remote DND to the key currently assigned CA 2 key,

click the key.
Select function to be pedformed
Select Function Type : Loop ¥
Select Offset : 12 v

o

* In the Select Function Type list box, select the option SA Command, as Remote DND is a System
Administrator (SA) Command.

Select function to be performed
Select Function Type : S4 Command
Select Offset : Set DND for remote station

Ok Cance

[

* In the Select Offset box, select the option Set DND for remote station.
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* Click OK. The box closes. Remote DND feature will appear in abbreviated form as R-DND on the key
label.

Key Settings

Device Type SPARSHVWPS10 Assigned to 4001(4001) Paort Mo SIP Extension-1 - Location-1

NONE
NONE
NONE
NONE
SIP 3
5P 2
SR 1
SIPEXTH 5
SIPEXTH 4
SIPEXTH 3

SIPEXTH 2

SIPEXTH 1

_owasl

+ Follow the same instructions to assign features to other DSS keys. Selecting the appropriate Function
Type and the Offset for each feature/function.

If you want assign a feature, select FEATURE as function type, and select the desired feature as
Offset.

If you want to use the key to call a SIP extension, select SIP Extension as Function Type and select
the number of the extension as Offset.

To assign direct access to a SIP Trunk, select SIP as Function Type and the desired trunk number from
01 or any other trunk number as Offset.

Click OK, each time you select a Function Type and Offset in the dialog box.

You can reinstate default key assignment any time, by clicking the Default button at the bottom of the
window.

*  When you complete assigning functions to keys, close the window.
» If you assign/re-assign functions to the following keys, the Phone will restart:

+ Speaker

Matrix PRASAR UCS System Manual 213



* Headset
* Ringer Acknowledge
* Local Menu

* You can also connect a DSS Console (DSS532) with SPARSH VP510. For instructions:
+ toinstall the DSS532 with SPARSH VP510, see “Installing DSS532 with SPARSH VP510”.

+ to configure the DSS keys of the Console, see “Configuring DSS Console Keys connected to
SPARSH VP510”.

Transport Mode and SRTP

» Select the protocol to be used to transport the SIP messages. You can select the Transport Mode as TCP
or TLS.

» Ifyou select TCP, make sure the SIP Over TCP check box is selected in VolP Parameters.
o + Ifyou select TLS, make sure the SIP Over TLS check box is selected in VoIP Parameters.

« For secure conversations over SIP, select the Enable SRTP? check box. The SIP messages will be
transported over SRTP only.

o If you select this check box, make sure you have selected SRTP Mode as Forced or Optional in the
General Parameters under SIP Extension Settings.

RTP Port

* Define the RTP Port:

+ RTP Listening Port: This is the port on which the SPARSH VP510 listens for RTP messages over
UDP. This port is also used as the source port for sending RTP packets. This port is also used as the
source port for sending RTP packets to the remote peer. The valid range for this port is 1025-65278.
Default: 8000.

Quality of Service
+ Set the SIP Quality of Service (QoS) for SIP signaling as:
+ SIP DiffServe/ToS. Valid range is 00 to 63. Default: 26.

OR
+ RTP DiffServe/ToS. Valid range is 00 to 63. Default: 46.

NAT Keep Alive
+ If the SPARSH VP510 is connected behind a NAT router, configure NAT Keep Alive.

+ Select the Enable NAT Keep Alive check box to send Keep Alive messages periodically to refresh the
binding in the NAT router. Default: Disabled.

+ Define as Interval (sec), the time period, from 001 to 999 seconds, after which the phone should send
Keep Alive message. Default: 120 seconds.

The time period you define should be less than the binding timer of the router.
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Timers

Debug

Set the following Timers to the desired value, where required:

SIP INVITE Timer (sec): This is the time in seconds that the phone waits for a response from the
called party after sending INVITE message. This timer starts after sending INVITE message to the
called party and stops on receipt of the provisional response or the final response or when the user
disconnects the call. On expiry of the timer, the phone terminates the call process and gives an error
tone to the user. The range of the SIP INVITE TIMER is 10-180 seconds. Default: 30 seconds.

SIP Provisional Timer (sec): This is the time in seconds that the phone waits for final response after
receiving the provisional response from the called party. This timer starts on the receipt of the
provisional response from the called party and stops on receipt of the final response from the called
party or when the user disconnects the call. On expiry of the timer, the IP phone terminates the call
process and gives error tone to the user. The range of SIP Provisional Timer is 10-180 seconds.
Default: 60 seconds.

General Request Timer (sec): This is the time in seconds for which the phone waits for response of a
transaction request. This timer starts on initiating a transaction. This timer stops on receipt of a
response for the request. On expiry of the timer, the phone clears the transaction. This timer is used for
Registration request, etc. The range of the General Request Timer is 10-60 seconds. Default: 20
seconds.

To debug using Syslog Client supported by the SPARSH VP510, configure Debug parameters:

Select the Enable Debug? check box. Default: disabled.
When Debug is enabled, the phone will send the debug messages to the Syslog Server IP address.
Debug report can be viewed on the Syslog Server or any other application which can capture the

Syslog messages/debug sent by the phone.

Enter the IP Address and port of the remote Syslog Server and as Syslog Server Address and
Server Port.

The address of the Listening Port of the Syslog Server is from 1025-65535;514. Default: 514. Syslog
uses the UDP as transport protocol and listens on the port 514 (the default listening port).

You may select the Debug Level from the following options, by selecting the respective check box:

« SIP

+ System

* Hardware
« Call

*  Network
 VoPP

You may select any or all of these debug levels. The Syslog Client will send only the debug messages
for the selected level to the remote server on the IP network. For example, if the debug log of 'Call's is
required, you can select this option, and disable all others.

Click Submit to save settings.
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If you have completed the configuration of the SPARSH VP510 Settings at Location 1, follow the same
steps as described above to configure the SPARSH VP510 at Location 2 and Location 3.

However, if you want to replicate the configuration of the SPARSH VP510 Settings same as Location 1 to
Location 2 and Location 3, you can use the Copy button present at the bottom of the page. To know more,
refer to “Copy Parameter Values”.

If you wish to Copy only the configurations from a location to all other locations where the same IP Phone
is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.

When you change any of the parameters listed below in the SIP Extension at Location 1, 2, 3, the phone
will restart automatically, if registered:

* Use SIP Extension

« SIPID

* Authentication ID

* Authentication Password

» Registrar Server IP Address
+ MAC Address

+ Enable Device

+ Device Type

+ Key Map in the Key Template assigned to phone
« Call Progress Tone

* Date and Time

*  Apply DST?

+ Transport Mode and SRTP
* QoS

* RTP Ports

* NAT Keep Alive

« SIP Timers

+ The SE Password of PRASAR UCS is changed

» Specific parameters in VolP Parameters are changed

» Specific parameters in Network Port parameters are changed
*  You restart the System

+ Set the System to Default

216
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Configuring Matrix Extended SPARSH VP710

Extended SPARSH VP710%, the Smart Video IP Phone is engineered to offer a contemporary design with crystal-

clear audio and feature-rich capabilities at economical price.This IP Phone is an integration of SPARSH VP710,

android based deskphone with VARTA ADR100 application. To know the list of features supported, refer to
“PRASAR UCS Features Supported in Terminals”.

For instructions on how to use Extended SPARSH VP710, refer to the EXTENDED SPARSH VP710 User Guide.

PRASAR UCS supports mass deployment of IP Phones. For details refer to “Configuring SIP Extensions using

Bulk Configuration” and “Device Management”.

To be able to use Extended SPARSH VP710%0, you must configure the following:
+ SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.

« SIP Extension Settings, see “Configuring SIP Extension using Jeeves”.

+ Extended Phone Settings, see “Configuring Matrix Extended Phone Settings using Jeeves”.
» Voice Mail Settings, if you want to provide mailbox facility to the extension. See “Extension Voice Mail

Settings”.

Configuring SIP Extension Settings using Jeeves

» Under Configuration, click VoIP Configuration.

+ Click SIP Extension Settings.

VM S Configuration 4

4

VolP Configuration

+| VolP Parameters

+| Bulk Configuration

+| SIP Extension Settings

+| WVARTA License
Management

+| Device Management

+| SIP Extension General
Parameters

+| Standard SIP Authorization

Profile
+| Auto Sign-In Parameters
+| Third Party IP-Phone
General Parameters

+| Black List IP Address - SIP

Extensions
+| SIP Trunk Parameters
+] SIP Hardware Template
+] SIP Gain Seftings
+| Digest Authentication
+| Peer to Peer Table
+| Debug
+| SIP Trunk Status
+| SIP Extension Status

Maintenance

Status

-~

m

1 |

SIP Extension Settings
SIP Extension 1

General Parameters Location-1

5IP Extension - 1
Use SIP Extension
Name

SIP 1D
Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone)

Location-2

Location-3

]

Generate

Generate

Note :- Authentication Password and HTTP Authentication Password must fellw following reguirements:

« Minimum length must be & characters.

+ Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
« Allowed characters are 0-9, a-z, A-Z, all special characters except %, = # + &\, <, =7,

space.

Call Appearances

CallWatting Tone (for SPARSH WP248NP310//PS10)

The page of SIP Extension 001 opens.

02 -

Beep Once

* You may select the SIP Extension number you want to configure.

39.  Check for availability.

40. PRASAR UCS supports only IPv4 Addresses for registering Extended SPARSH VP710.
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The parameters of the SIP Extension number you select will appear on this page.

o For PRASAR UCS upto 999 SIP Extensions can be registered with the system. PRASAR UCS supports
IPv4 Addresses only for registering Extended IP Phones

+ Select the Use SIP Extension check box to enable the SIP extension. By default, it is disabled.

+ In the Name field, enter a name for the SIP Extension, which may be the name of the person who will use
the SIP Extension or the name of a Department. The name you enter here will be displayed as the Caller
ID of the SIP Extension on the remote user's phone, when the SIP Extension user makes calls.

The name may consist of a maximum of 18 alphanumeric characters.

« Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the PRASAR UCS can call a SIP Extension by dialing the SIP ID assigned to the SIP extension. SIP ID of
each SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits
from 0 to 9 and the characters * and # are allowed.

You cannot assign the same SIP ID to more than one extension.

To assign SIP IDs according to your preference and requirement to a range of SIP Extensions, see
“Assigning Access Codes to a Range of Extensions”.

By default, the SIP IDs are Blank.
o The SIP ID will be set to default value (blank), when you restore the default settings of the system.

* In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension. You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 alphanumeric characters. All ASCII
characters except < > and “ (double quote) are allowed. Default: Blank.

* In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension. To avoid unauthorized access, we recommend you to change the password
regularly. Make sure it is strong and is kept confidential. When the password is entered manually, the
password must:

* be of minimum 6 characters and can be a maximum of 12 characters.

* include atleast one upper-case, one lower-case, one number and one special character.

» all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP
Address list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged
in the “System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

o Make sure you note down or copy the Authentication Password in a confidential file.
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In Call Appearances, define the maximum number*! of simultaneous incoming calls that the SIP
Extension user should be allowed to receive. You can set up to 10 call appearances for a SIP Extension.
Default: 2.

When Call Appearance is set to 2, the SIP Extension can receive 2 calls at a time.

Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

» Auto Sign-In parameters — Send Configuration Mail and Mail Status, are applicable only for
Mobile Clients — VARTA ADR100, VARTA AMP100 applications.

» The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:

* INVITE Request

* SUBSCRIBE Request

By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.
Make sure that the Authentication ID for the SIP Extension has been programmed.

For secure conversations over SIP, enable SRTP Mode. The PRASAR UCS supports the following
options:

+ Disable: PRASAR UCS uses normal RTP for transporting the speech packets.

+ Optional: PRASAR UCS uses SRTP for transporting the speech packets. If the remote user does not
support SRTP, PRASAR UCS will use normal RTP for transporting the speech packets.

» If you select this option, you must configure the SRTP Media Type. You may select AVP or SAVP.
By default, AVP is selected as the SRTP Media Type.

* Forced: PRASAR UCS uses only SRTP (SAVP) for transporting the speech packets. If the remote user
does not support SRTP, PRASAR UCS will reject incoming calls from and drop outgoing calls made to
such users.

By default, SRTP Mode is Disabled.

Assign a SIP Hardware Template to the SIP Extension. Default: Template 01. The “SIP Hardware
Template” contains voice quality related features such as Voice Codec selection, Tx and Rx Gains, Echo
Cancellation, Jitter Buffer and Fax-over-IP options and related parameters.

There are 32 different templates to choose from. Each template can also be altered to suit your
requirement and preferences. By default, Template number 01 assigned to all SIP Extensions as well as to
SIP Trunks. Check if the values in this template fulfill requirements of the SIP Extension. If Template 01
fulfills the feature requirements, retain Template 01.

41.

The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported
depends on the license purchased. For details refer to “License Management”.
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If a different set of SIP hardware features are to be allowed to this SIP Extensions, prepare another
template and assign it to this extension. To do this,

* Under VoIP Configuration, click the SIP Hardware Template link.
» Select a Template number, for example 02.

* Customize Template number 02 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Template you customized, Template 02 in the SIP Hardware Template
field.

Also see the topic “SIP Hardware Template” to know more about customizing the templates and
applying on the SIP Extensions.

» Assign a Station Basic Feature Template to the SIP Extension. Default: Station Basic Feature
Template 01. The “Station Basic Feature Template” has a set of features like Time Table, Class of
Service, Toll Control, Operator, Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle
groups. There are 50 different Station Basic Feature Templates to choose from. Each template can also
be altered to suit your requirement and preferences.

If the default Station Basic Feature Template 01 fulfills the feature requirements of the SIP Extension
(“Class of Service (COS)”, “Toll Control”, “OG Trunk Bundle Group”, etc.) retain this template, you may
also customize this template. If you want to assign a different set of features to this SIP Extension,
prepare a different Template and apply it to this extension. To do this,

» Under Configuration, click the Station Basic Feature Template link.

» Select a Station Basic Feature Template number, for example 05.

» Customize Station Basic Feature Template number 05 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Station Basic Feature Template you customized, Template 05, in the
Station Basic Feature Template field.

* Click Submit to save changes.

Also, see the topic “Station Basic Feature Template” to know more about customizing the Station Basic
Feature Templates and applying on extensions.

» Assign a Station Advanced Feature Template to the SIP Extension. Default: Template 01. The
“Station Advanced Feature Template” has a set of advanced features for extensions such as Alarm
Notification settings, Routing of Incoming Auto Attendant Calls, Call Duration Control, Floor Service,
etc. There are 50 different templates to choose from. Each template can also be altered to suit your
requirement and preferences.

Check if the default template fulfills the feature requirements of the SIP Extension by clicking the
Station Advanced Feature Template link.
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You may retain this template and customize it further, or customize another template if a different set of
features are to be allowed to this SIP Extension. To customize/prepare another template,

* Under Configuration, click the Station Advanced Feature Template link.
» Select the Template number, for example 02, and customize this template.
* Click Submit and return to the 'SIP Extension Settings' page.

* In the Station Advanced Feature Template field, select the number of the template you
customized.

* Click Submit to save changes.

Also see the topic “Station Advanced Feature Template” for instructions on customizing these
templates and applying them on the extensions.

* In Voice Mail Settings, click the Voice Mail Settings link. The respective Extension Voice Mail Settings
window will open. You may edit the parameters. For details, see “Extension Voice Mail Settings”.

o The Voice Mail Settings link will be visible only if you have configured the respective SIP ID.
» Assign the SIP Extension to a Call Pick-up Group, if required. Default: 01

Call Pick Up allows the SIP Extension user to 'pick up' (answer) calls ringing on any other extension, by
dialing a feature code, without physically going to the ringing extension. It also allows incoming calls for the
SIP Extension to be answered by the other extensions assigned the same Call Pick-Up group.

For this to work, both the ringing extension and the extension picking up the call must be in the same 'Call
Pick Up Group'. Refer “Call Pick Up” for instructions on how to create groups. You can create as many as
99 groups numbered from 01 to 99.

Enter the number of the Call Pick-Up Group you created for this SIP Extension in this field.

+ Select the Call Pick-up Notification (Only for SPARSH VP510) check box, if you want the Call Pick-up
Notification to be displayed on the phone LCD. The Call Pick-up Notification will be displayed for internal
as well as external calls. The notification will be displayed on SPARSH VP510 only if the ringing extension
is in the same Call Pick-up Group. The natification will be displayed only when SPARSH VP510 is in idle or
dial state. The notification will display the name/number of the Caller along with the name/number of the
Called. For example, if the name and number of the Caller is ABC, 2001 and the name and number of
Called is XYZ, 1001, the LCD notification will be displayed as ABC -> XYZ. Along with the LCD display the
phone back-light will also be lit.

For this to work, make sure you have enabled Call Pick-up in COS as well as assigned a Call Pick-up
Group to the extension. Refer to “Call Pick Up” and “Class of Service (COS)”. Call Pick-up Notifications will
be displayed for SIP Extensions and for calls landing through SIP Trunks. For details of the Notification,
refer to the EON510_SPARSH VP510 V2 User Guide.

*  You must assign the extension user to a COSEC Door Group for COSEC Integration. The users in the
same group must be assigned the same group. You can create as many as 50 groups numbered from 00
to 50. Users who are assigned COSEC Door Group ‘00’ are not a part of any group. See “COSEC
Integration” for more information.
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Click Close to close the window.

Advanced Configuration Parameters

« If you want to provide other features like Personal Directory, Priority, or assign a Station Type to the SIP
Extension, click the Advanced button at the bottom of the page.

+| System Timers and Counts
+| Time Table

“* S|P Extension Settings

+) Trunk Features Templates SIP Extension
*) Virtual Exdensions General Parameters Location-1 Location-2 Location-3
VMS Configuration *
VolP Configuration -
+| VolP Parameters Templates
+| Bulk Configuration SIP Hardware Template 01
: ‘iL.F'Riﬁirzlno;;Seﬁlngs Station Basic Feature Template
lManagement Station Advanced Feature Template
+| Device Management
+| SIP Extension General
Parameters Vaice Mail Seftings
+| Standard SIF Authorization
Profile Others
+| Auto Sign-In Parameters Mobile Mumber |
+| Third Party IP-Phene 0 5
General Parameters ERETET Y ot
+| Black List IP Address - SIP Call Pick-up Nofification {Only for SPARSH VP510) O
Extensions = ;
+| 3IP Trunk Parameters BAEEE
+] SIP Hardware Template Station Type | Adrninistration w |
*) SIP Gain Seffings Personal Directory
+| Digest Authentication ey
Prierity |5 MNormal bl |

+| Peer to Peer Table

+| Debug

+| 3IP Trunk Status

+| 3IP Exiension Status

- N T TN R

» Enter the Mobile Number of the extension user you wish to store. The Number can be a maximum of 16
digits.

+ If you are using the system in the Enterprise Mode, by default Administrator is selected as Station Type.

If you are using the system in the Hotel Mode, by default Guest is selected as Station Type. You may
select the Station Type as Administrator for the Hotel Administrative Staff. To know more refer to the
PRASAR UCS Hospitality System Manual.

* You may assign a Personal Directory number to the SIP Extension. Default: 00.

A Personal Directory is a list of 25 frequently dialed numbers, each of which are stored by Index number
(location code), Name and Trunk Access Codes ("Out Going Trunk Bundle Group Index"). The Personal
Directory is necessary for using the features “Abbreviated Dialing” and “Dial By Name”.

When a Personal Directory is assigned to a SIP Extension, make sure you also configure this directory.
The Personal Directory can be programmed by the SIP Extension users and by the System Engineer.
Refer the topic “Abbreviated Dialing” for instructions on programming the Personal Directory.

If Personal Directory is not to be assigned, enter 00 in this field.

» Select a Priority Level for the SIP Extension from 1 to 9. Default; 5-Normal.

Each extension of the PRASAR UCS is assigned a Priority Level starting from 1, 2, 3... to 9, with '1" being
lowest Priority and '9" being highest Priority. Whenever an extension (phone) with higher priority calls an
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extension with lower priority, a triple ring is placed on the called extension. To know more, read the feature
description “Priority”.

If this SIP extension is assigned to Operator, you may want to set a higher priority for this extension.

+ Click Submit to save your SIP Extension Settings.

Configuring Matrix Extended Phone Settings using Jeeves

You can register three Matrix Extended IP Phones/Soft Clients at three different locations as a single SIP
Extension. You can connect/register the same or different types of Extended Phones/Soft Clients —SPARSH
VP248, SPARSH VP310, SPARSH VP330, SPARSH VP510, Extended SPARSH VP710, SPARSH VP210, Matrix
VARTA ADR100 Mobile UC Client, VARTA AMP100 Mobile UC Client or MATRIX VARTA WIN200 Desktop UC
Client— at each location. In this case we assume that Extended SPARSH VP710 is connected at Location 1, 2 and
3.

If you want to use more than one Extended SPARSH VP710 IP Phone as a SIP Extension, configure their settings
at Location 1, Location 2 and Location 3.

If you have connected SPARSH VP248 at any of the locations, refer to “Configuring Matrix SPARSH VP248”.
If you have connected SPARSH VP310 at any of the locations, refer to “Configuring Matrix SPARSH VP310”.
If you have connected SPARSH VP330 at any of the locations, refer to “Configuring Matrix SPARSH VP330".
If you have connected SPARSH VP510 at any of the locations, refer to “Configuring Matrix SPARSH VP510”.
If you have connected SPARSH VP210 at any of the locations, refer to “Configuring Matrix SPARSH VP210".

If you have registered Matrix VARTA ADR100 and VARTA AMP 100 Mobile UC Clients in any of the locations, refer
to “Configuring Matrix VARTA ADR100/AMP100 UC Clients”.

If you have registered MATRIX VARTA WIN200 Desktop UC Client in any of the locations, refer to “Configuring
Matrix VARTA WIN200 UC Client”.
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¢ Click Location 1.

SIP Extension Settings

SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension -1

Use SIP Extension

Name

SIPID

Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone}

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+ Minimum length must be & characters.
# Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
» Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + &\, <, = " "and

space.
Call Appearances 0z -
Call Waiting Tone (for SPARSH WP248/NVP310/MVPS10) Beep Once -

* The settings of the phone at Location 1 appear.

SIP Extension Settings

SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension -1

Location-1

Enable Device

Location Mame

Device Type MATRIX SPARSH VPT10 - Extended SIP -
Device ID

Registrar Server Address Use WAN Port IP Address -
Dizplay Language English -

Note: Please assign license to this SIP Extension from "VARTA License Management” page for
working of Client.

Transport Mode and SRTP

Transport Mode TCP -
Enable SRTP?

Note: Please ensure that "Enable SIP Ower TCP” or "Enable SIP Owver TLS” flag must be enabled
in WolP Port Parameters for working of Extended Phone.

RTP Ports

RTP Listening Port nanoo

Quality of Service (QoS)

SIP DiffServe/MoS
Voice DiffServe/ToS

oo T o ]

& B
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Select the Enable Device check box. Default: Disabled.
Enter the Location Name for the phone to identify the phone. Location name may be the place where the
phone is located (e.g.: Head office, branch, residence). The Location Name may consist of 18 characters

(maximum). Default: Blank.

Select MATRIX SPARSH VP710 - Extended SIP as the Device Type at this location.

Enter the MAC Address*? of the Extended SPARSH VP710 connected at this location in hexadecimal
format: 00:1b:09:XX:XX:XX. Default: Blank.

PRASAR UCS validates the Extended Phone on the basis of the MAC Address, and provides
configuration on validation.

As PRASAR UCS allows registration of the SIP Extension from three different locations, it identifies the
SIP Extension in each location by the programmed MAC address.

Select the appropriate Registrar Server Address to register the Extended SPARSH VP710 with the SIP
Registrar of PRASAR UCS, according to your installation scenario:

* |f the Extended SPARSH VP710 is connected on the WAN network, select Use WAN Port IP Address
as Registrar Server IP Address.

« If the Extended SPARSH VP710 is connected on the LAN network, select Use LAN Port IP Address
as Registrar Server IP Address.

» If the Extended SPARSH VP710 is connected in the Global Network and PRASAR UCS is located
behind a Router, or behind a NAT Router and STUN is programmed, select Use Router/STUN's IP

Address as Registrar Server IP Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details, see “Configuring Network Parameters”.

« If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Registrar Server IP Address.

By default, Use WAN Port IP Address is selected as the Registrar Server IP Address.
Select the Language for the Extended SPARSH VP710. Default: English.
PRASAR UCS provides language support for English, French, German, Spanish, Portuguese, and

Italian on the Extended SPARSH VP710. When you select any of these languages, all the prompts and
command strings will appear in the selected language.

o SIP Extension users can change the language by accessing and navigating through the phone menu.

The SA can change the Language by logging into the SA Jeeves.

42.

MAC address is the address of the electronic hardware devices such as a computer, which is hard-coded into the device during
manufacture and cannot be modified. No two devices can have similar MAC address and thus it uniquely identifies your phone.
MAC address is assigned as per the IANA standard. The MAC Address of the phone will be used as source MAC address on all
Ethernet frames.
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Transport Mode and SRTP

+ Select the protocol to be used to transport the SIP messages. You can select the Transport Mode as TCP
or TLS.

o If you select TCP, make sure the SIP Over TCP check box is selected in VolP Parameters.
If you select TLS, make sure the SIP Over TLS check box is selected in VolP Parameters.

« For secure conversations over SIP, select the Enable SRTP? check box. The SIP messages will be
transported over SRTP only.

If you select this check box, make sure you have selected SRTP Mode as Forced or Optional in the
General Parameters under SIP Extension Settings.

RTP Port

+ Define the RTP Port:
RTP Listening Port: This is the port on which the Extended SPARSH VP710 listens for SIP messages
over UDP. This port is also used as the source port for sending RTP packets. This port is also used as
the source port for sending RTP packets to the remote peer. The valid range for this port is 1025-
65278. Default: 8000.

Quality of Service

+ Set the SIP Quality of Service (QoS) for SIP signaling as:

» SIP DiffServe/ToS. Valid range is 00 to 63. Default: 26.
OR

» Voice DiffServe/ToS. Valid range is 00 to 63. Default: 46.
OR
Video DiffServe/ToS. Valid range is 00 to 63. Default: 46.

NAT Keep Alive

+ If Extended SPARSH VP710 is connected behind a NAT router, configure NAT Keep Alive.

+ Select the check box Enable NAT Keep Alive to send Keep Alive messages periodically to refresh the
binding in the NAT router. Default: Disabled.

+ Define as Interval (sec), the time period, from 001 to 999 seconds, after which the phone should send
Keep Alive message. Default: 120 seconds.

The time period you define should be less than the binding timer of the router.

Timers

+ Set the following Timers to the desired value, where required:

« SIP INVITE Timer (sec): This is the time in seconds that the phone waits for a response from the
called party after ending INVITE message. This timer starts after sending INVITE message to the called
party and stops on receipt of the provisional response or the final response or when the user
disconnects the call. On expiry of the timer, the phone terminates the call process and gives an error
tone to the user. The range of the SIP INVITE TIMER is 10-180 seconds. Default: 30 seconds.
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+ SIP Provisional Timer (sec): This is the time in seconds that the phone waits for final response after
receiving the provisional response from the called party. This timer starts on the receipt of the
provisional response from the called party and stops on receipt of the final response from the called
party or when the user disconnects the call. On expiry of the timer, the IP phone terminates the call
process and gives error tone to the user. The range of SIP Provisional Timer is 10-180 seconds.
Default: 60 seconds.

* General Request Timer (sec): This is the time in seconds for which the phone waits for response of a
transaction request. This timer starts on initiating a transaction. This timer stops on receipt of a
response for the request. On expiry of the timer, the phone clears the transaction. This timer is used for
Registration request, etc. The range of the General Request Timer is 10-60 seconds. Default: 20
seconds.

* Click Submit to save settings.

+ If you have completed the configuration of the Extended SPARSH VP710 Settings at Location 1, follow the
same steps as described above to configure the Extended SPARSH VP710 at Location 2 and Location 3.

However, if you want to replicate the configuration of the SPARSH VP710 Settings same as Location 1 to
Location 2 and Location 3, you can use the Copy button present at the bottom of the page. To know more,
refer to “Copy Parameter Values”.

% If you wish to Copy only the configurations from a location to all other locations where the same IP Phone
is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.

When you change any of the parameters listed below in the SIP Extension at Location 1, 2, 3, the phone
will go in Auto Configuration mode automatically, if registered:
* Use SIP Extension

« SIPID

* Authentication ID

* Authentication Password

* Registrar Server IP Address

+ MAC Address

+ Enable Device

+ Device Type

* Transport Mode and SRTP

* QoS

* RTP Ports

* NAT Keep Alive
+ SIP Timers

+ Class of Service

* Trunk Access Code

+ The SE Password of PRASAR UCS is changed

» Specific parameters in VolP Parameters are changed

» Specific parameters in Network Port parameters are changed
*  You restart the System

+ Set the System to Default
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Configuring Matrix SPARSH VP210

SPARSH VP210, is the proprietary Entry Level IP Phone by Matrix which is engineered to offer a contemporary
design with clear audio and feature-rich capabilities at economical price.To know the list of features supported, refer
to, refer to “PRASAR UCS Features Supported in Terminals”.

For detailed product information and operation instructions, refer to the SPARSH VP210 (Extended) User Guide.

PRASAR UCS supports mass deployment of IP Phones. For details refer to “Configuring SIP Extensions using
Bulk Configuration” and “Device Management”.

To be able to use SPARSH VP210 - Extended IP Phone, you must configure the following:

SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.

SIP Extension Settings, see “Configuring SIP Extension Settings using Jeeves”

Extended IP Phone Settings, see “Configuring Matrix Extended Phone Settings using Jeeves”

Voice Mail Settings, if you want to provide mailbox facility to the extension. See “Extension Voice Mail

Settings”.

Configuring SIP Extension Settings using Jeeves

VM35

Login as System Engineer.

Under Configuration, click VolP Configuration.

Click SIP Extension Settings.

Configuration *

VolP

Configuration -

+| WoIP Parameters

+| Bulk Configuration

+| SIP Extension Settings
+| WARTA License

Management

+| Device Management
+| 3IP Extension General

Parameters

+| Standard SIP Authorization

Profile

| Auto Sign-In Parameters
+| Third Party IP-Phone

General Parameters

+| Black List IP Address - SIP

Extensions

+| SIP Trunk Parameters
+| SIP Hardware Template
+| SIP Gain Settings

+| Digest Authenticaticn
+| Peer to Peer Table

+| Debug

+| SIP Trunk Status

+| SIP Extension Status

Maintenance

Status

-

m

SIP Extension Settings
SIP Extension 1 -
General Parameters Location-1

Location-2 Location-3

5IP Extension - 1
Use SIP Extension |:|
Name

SIPID

Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone)

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

Minimum length must be & characters.
Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.

« Allowed characters are 0-8, a-z, A-Z, all special characters except %, = # + &\, <, = ","and
space.
Call Appearances 0z -

Call Waiting Tone (for SPARSH VP2480P3100PS10) Beep Once -

The page of SIP Extension 1 opens.

You may select the SIP Extension number you want to configure.
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The parameters of the SIP Extension number you selected will appear on this page.

o For PRASAR UCS upto 2100* SIP Extensions can be registered with the system.
» Select the Use SIP Extension check box to enable the SIP extension. Default: disabled.

* In Name, enter a name for the SIP Extension, which may be the name of the person who will use the SIP
Extension or the name of a Department. The name you enter here will be displayed as the Caller ID of the
SIP Extension on the remote user's phone, when the SIP Extension user makes calls.

The name may consist of a maximum of 18 alphanumeric characters.

» Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the PRASAR UCS can call a SIP Extension by dialing the SIP ID assigned to the SIP extension. SIP ID of
each SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits
from 0 to 9 and the characters * and # are allowed.You cannot assign the same SIP ID to more than one
extension.

To assign SIP IDs according to your preference and requirement to a range of SIP Extensions, see
“Assigning Access Codes to a Range of Extensions”.

By default, the SIP IDs are Blank.
o The SIP ID will be set to default value (blank), when you restore the default settings of the system.

* In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension. You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 alphanumeric characters. All ASCII
characters except < > and “ (double quote) are allowed. Default: Blank.

o Make sure the User ID configured in “Digest Authentication” does not conflict with the Authentication 1D
configured above.

« In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension. To avoid unauthorized access, we recommend you to change the password
regularly. Make sure it is strong and is kept confidential. When the password is entered manually, the
password must:

* be of minimum 6 characters and can be a maximum of 12 characters.

* include atleast one upper-case, one lower-case, one number and one special character.

» all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP Address
list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged in the
“System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

43. PRASAR UCS SME Application supports 250 SIP Extensions.
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o Make sure you note down or copy the Authentication Password in a confidential file.

* In Call Appearances, define the maximum number** of simultaneous incoming calls that the SIP
Extension user should be allowed to receive. You can set up to 10 call appearances for a SIP Extension.
Default: 2.

When Call Appearance is set to 2, the SIP Extension can receive 2 calls at a time.

* Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

o » Auto Sign-In parameters — Send Configuration Mail and Mail Status, are applicable only for
Mobile Clients — VARTA ADR 100, VARTA AMP100 applications.

» The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

* Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:
* INVITE Request
¢« SUBSCRIBE Request
By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.

» For secure conversations over SIP, enable SRTP Mode. PRASAR UCS supports the following options:
» Disable: PRASAR UCS uses normal RTP for transporting the speech packets.

+ Optional: PRASAR UCS uses SRTP for transporting the speech packets. If the remote user does not
support SRTP, PRASAR UCS will use normal RTP for transporting the speech packets.

+ If you select this option, you must configure the SRTP Media Type. You may select AVP or SAVP.
By default, AVP is selected as the SRTP Media Type.

* Forced: PRASAR UCS uses only SRTP (SAVP) for transporting the speech packets. If the remote user
does not support SRTP, PRASAR UCS will reject incoming calls from and drop outgoing calls made to
such users.

By default, SRTP Mode is Disabled.

+ Assign a SIP Hardware Template to the SIP Extension. Default: 01. The “SIP Hardware Template”
contains voice quality related features such as Voice Codec selection, Tx and Rx Gains, Echo
Cancellation, Jitter Buffer and Fax-over-IP options and other related parameters.

There are 32 different templates to choose from. Each template can also be altered to suit your
requirement and preferences. By default, Template number 01 assigned to all SIP Extensions as well as to
SIP Trunks.

Check if the values in this template fulfill requirements of the SIP Extension. If Template 01 fulfills the
feature requirements, retain Template 01.

44.  The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported
depends on the license purchased. For details refer to “License Management”.
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If a different set of SIP hardware features are to be allowed to this SIP Extensions, prepare another
template and assign it to this extension. To do this,

* Under VolIP Configuration, click SIP Hardware Template.
» Select a Template number, for example 02.

* Customize Template number 02 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Template you customized, Template 02 in the SIP Hardware Template
field.

Also see the topic “SIP Hardware Template” to know more about customizing the templates and
applying on the SIP Extensions.

+ Assign a Station Basic Feature Template to the SIP Extension. Default: Template 01. The “Station
Basic Feature Template” has a set of features like Time Table, Class of Service, Toll Control, Operator,
Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle groups. There are 50 different
templates to choose from. Each template can also be altered to suit your requirement and preferences.

If the default Station Basic Feature Template 01 fulfills the feature requirements of the SIP Extension
(“Class of Service (COS)”, “Toll Control”, “OG Trunk Bundle Group”, etc.) retain this template, you may
also customize this template. If you want to assign a different set of features to this SIP Extension,
prepare a different Station Basic Feature Template and apply it to this extension. To do this,

* Under Configuration, click the Station Basic Feature Template link.

» Select a Template number, for example 05.

* Customize Template number 05 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Template you customized, Template 05, in the Station Basic Feature
Template field.

* Click Submit to save changes.

Also, see the topic “Station Basic Feature Template” to know more about customizing the templates
and applying on extensions.

» Assign a Station Advanced Feature Template to the SIP Extension. Default: Template 01. The
“Station Advanced Feature Template” has a set of advanced features for extensions such as Alarm
Notification settings, Routing of Incoming Auto Attendant Calls, Call Duration Control, Floor Service,
etc. There are 50 different templates to choose from. Each template can also be altered to suit your
requirement and preferences.

Check if the default template fulfills the feature requirements of the SIP Extension by clicking the
Station Advanced Feature Template link.
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You may retain this template and customize it further, or customize another template if a different set of
features are to be allowed to this SIP Extension. To customize/prepare another template,

* Under Configuration, click the Station Advanced Feature Template link.
» Select the Template number, for example 02, and customize this template.
* Click Submit and return to the 'SIP Extension Settings' page.

* In the Station Advanced Feature Template field, select the number of the template you
customized.

* Click Submit to save changes.

Also see the topic “Station Advanced Feature Template” for instructions on customizing these
templates and applying them on the extensions.

In Voice Mail Settings, click the Voice Mail Settings link. The respective Extension Voice Mail Settings
window will open. You may edit the parameters. For details, see “Extension Voice Mail Settings”.

The Voice Mail Settings link will be visible only if you have configured the respective SIP ID.
Click Close to close the window.
Assign the SIP Extension to a Call Pick-up Group, if required.

Call Pick Up allows the SIP Extension to 'pick up' (answer) calls ringing on any other extension, by dialing
a feature code, without physically going to the ringing extension. It also allows incoming calls for the SIP
Extension to be answered by the other extensions assigned the same Call Pick-Up group.

For this to work, both the ringing extension and the extension picking up the call must be in the same 'Call
Pick Up Group'. Refer “Call Pick Up” for instructions on how to create groups. You can create as many as
99 groups numbered from 01 to 99.

Enter the number of the Call Pick-Up Group you created for this SIP Extension in this field.

Select the Call Pick-up Notification (Only for SPARSH VP510) check box, if you want the Call Pick-up
Notification to be displayed on the phone LCD. The Call Pick-up Notification will be displayed for internal
as well as external calls. The notification will be displayed on SPARSH VP510 only if the ringing extension
is in the same Call Pick-up Group. The notification will be displayed only when SPARSH VP510 is in idle or
dial state. The notification will display the name/number of the Caller along with the name/number of the
Called. For example, if the name and number of the Caller is ABC, 2001 and the name and number of
Called is XYZ, 1001, the LCD notification will be displayed as ABC -> XYZ. Along with the LCD display the
phone back-light will also be lit.

For this to work, make sure you have enabled Call Pick-up in COS as well as assigned a Call Pick-up
Group to the extension. Refer to “Call Pick Up” and “Class of Service (COS)”. Call Pick-up Notifications will
be displayed for SIP Extensions and for calls landing through SIP Trunks. For details of the Notification,
refer to the EON510_SPARSH VP510 V2 User Guide.
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You must assign the extension user to a COSEC Door Group for COSEC Integration. The users in the
same group must be assigned the same group. You can create as many as 50 groups numbered from 00
to 50. Users who are assigned COSEC Door Group ‘00’ are not a part of any group.

Advanced Configuration Parameters

If you want to provide other features like Personal Directory, Priority, or assign a Station Type to the SIP
Extension, click the Advanced button at the bottom of the page.

+| Zystem Timers and Counts
+| Time Table

Y

SIP Extension Settings

+| Trunk Features Templates SIP Extension
) Virtual Extensions General Parameters Location-1 Location-2 Location-3
VM3 Configuration +
VolP Configuration -
+| VaolP Parameters Templates
+| Bulk Configuration SIP Hardware Template _
+| 3IP Extension Settings 5 : =
Station Basic Feature Template 01
+| VARTA License S
IManagement Station Advanced Feafure Templaie 01
+| Device Management
+| 3P Exiension General
Parameters Woice Mail Setfings
+| Standard SIP Authorization
Profile Others
+| Auto Sign-In Parameters Mobile Mumber |
+| Third Party IP-Phene B :
General Parameters Call Pickup Group 01
+| Black List IP Address - SIP Call Pick-up Mofification {Only for SPARSH VP510) U
Exdensions COSEC Door Group 00
+| 3IP Trunk Parameters
+] SIP Hardware Template Station Type | Adminisiration hd |
+| ZIP Gain Setfings Personal Directory
+| Digest Authentication R
Pricrity | 5 - Normal b |

+| Peer to Peer Table

+| Debug

+| S|P Trunk Status

+| 3P Exiension Status

- (N T T

Enter the Mobile Number of the extension user you wish to store. The Number can be a maximum of 16
digits.

If you are using the system in the Enterprise Mode, by default Administrator is selected as Station Type.

If you are using the system in the Hotel Mode, by default Guest is selected as Station Type. You may
select the Station Type as Administrator for the Hotel Administrative Staff. To know more refer to the
PRASAR UCS Hospitality System Manual.

You may assign a Personal Directory number to the SIP Extension. Default: 00.

A Personal Directory is a list of 25 frequently dialed numbers, each of which are stored by Index number
(location code), Name and Trunk Access Codes ("Out Going Trunk Bundle Group Index"). The Personal
Directory is necessary for using the features “Abbreviated Dialing” and “Dial By Name”.

When a Personal Directory is assigned to a SIP Extension, make sure you also configure this directory.
The Personal Directory can be programmed by the SIP Extension users and by the System Engineer.
Refer the topic “Abbreviated Dialing” for instructions on programming the Personal Directory.

If Personal Directory is not to be assigned, enter 00 in this field.

Select a Priority Level for the SIP Extension from 1 to 9. Default; 5-Normal.
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Each extension of the PRASAR UCS is assigned a Priority Level starting from 1, 2, 3... to 9, with '1' being
lowest Priority and '9' being highest Priority. Whenever an extension (phone) with higher priority calls an
extension with lower priority, a triple ring is placed on the called extension. To know more, read the feature
description “Priority”.

If this SIP extension is assigned to Operator, you may want to set a higher priority for this extension.

* Click Submit to save your SIP Extension Settings.

Configuring Matrix Extended Phone Settings using Jeeves

You can register three Matrix Extended IP Phones/UC Clients at three different locations as a single SIP
Extension. You can connect/register the same or different types of Extended Phones/UC Clients —SPARSH
VP248, SPARSH VP310, SPARSH VP510, SPARSH VP330, SPARSH VP210, Extended SPARSH VP710, Matrix
VARTA UC Clients or MATRIX VARTA WIN200 Desktop UC Client — at each location. In this case we assume that
SPARSH VP210 is connected at Location 1, 2 and 3.

If you want to use more than one SPARSH VP210 Extended IP Phones as a SIP Extension, configure their settings
at Location 1, Location 2 and Location 3.

If you have connected SPARSH VP248 at any of the locations, refer to “Configuring Matrix SPARSH VP248”
If you have connected SPARSH VP330 at any of the locations, refer to “Configuring Matrix SPARSH VP330".
If you have connected SPARSH VP310 at any of the locations, refer to “Configuring Matrix SPARSH VP310".
If you have connected SPARSH VP510 at any of the locations, refer to “Configuring Matrix SPARSH VP510”.

If you have connected the Matrix Extended SPARSH VP710 as SIP Extensions, for configuration instructions see
“Configuring Matrix Extended SPARSH VP710".

If you have registered Matrix VARTA ADR100 and VARTA AMP100 Mobile UC Clients in any of the locations, refer
to “Configuring Matrix VARTA ADR100/AMP100 UC Clients”.

If you have registered MATRIX VARTA WIN200 Desktop UC Client in any of the locations, refer to “Configuring
Matrix VARTA WIN200 UC Client”.
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¢ Click Location 1.

SIP Extension Settings

SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension -1

Use SIP Extension

Name

SIPID

Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone}

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+ Minimum length must be & characters.
# Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
» Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + &\, <, = " "and

space.
Call Appearances 0z -
Call Waiting Tone (for SPARSH WP248/NVP310/MVPS10) Beep Once -
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* The settings of the phone at Location 1 appear.

SIP Extension Settings
SIP Extension (1 -
General Parameters Location-1 Location-2 Location-3

SIP Extension - 11

Location-1

Enable Device D

Location Name |

Device Type [ mATRIX SPARSH vP210 -]
MAC Address |

Registrar Server Address [ Use WAN Port IP Address o ]
Call Progress Tone - Region [ Region 1 o ]
Date and Time - Region [ (GMT+05:30} India o ]
Apply DST? (no v

Display Language [ English e ]
D55 Key Settings

Key Template |: Personalized !

Key Seftings

Transport Mode and SRTP

Transport Mode |TCP—"|

Enable SRTP? O

Note: Please ensure that "Enable SIP Over TCP” or "Enable SIP Over TLS™ flag must be enabled
in VolP Port Parameters for working of Extended Phone.

RTP Ports
RTP Listening Port 03000

Quality of Service (QoS5)
SIP DiffServe/ToS

RTP DiffServe/ToS

HNAT Keep Alive

Enable NAT Keep Alive

Interval (Sec) 120
Timers

SIP INVITE Timer (Sec)
SIP Provisional Timer (Sec)
General Request Timer (Sec)

Debug

« Select the Enable Device check box. Default: Disabled.

« Enter the Location Name for the phone to identify the phone. Location name may be the place where the
phone is located (e.g.: Head office, branch, residence). The Location Name may consist of 18 characters

(maximum). Default: Blank.

* Select MATRIX SPARSH VP210 as the Device Type at this location.
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Enter the MAC Address*® of the SPARSH VP248 connected at this location in hexadecimal format:
00:1b:09:XX:XX:XX. Default: blank.

PRASAR UCS validates the Extended Phone on the basis of the MAC Address, and provides
configuration on validation.

As PRASAR UCS allows registration of the SIP Extension from three different locations, it identifies the
SIP Extension in each location by the programmed MAC address.

Select the appropriate Registrar Server Address to register the SPARSH VP210 with the SIP Registrar of
PRASAR UCS, according to your installation scenario:

« If the SPARSH VP210 is connected on the WAN network, select Use WAN Port IP Address as
Registrar Server IP Address.

* |f the SPARSH VP210 is connected on the LAN network, select Use LAN Port IP Address as
Registrar Server IP Address.

+ If the SPARSH VP210 is connected in the Global Network and PRASAR UCS is located behind a
Router, or behind a NAT Router and STUN is programmed, select Use Router/STUN's IP Address as
Registrar Server IP Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details, see “Configuring Network Parameters”.

+ If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Registrar Server IP Address.

By default, Use WAN Port IP Address is selected as the Registrar Server IP Address.

To set the call progress tone generation standards of the country where the SPARSH SPARSH VP210 is
installed, select the Call Progress Tone - Region. Default: Region 1.

See “Call Progress Tones” to know more.

To display the Date and Time of the country where the SPARSH VP210 is installed, select the Date and
Time - Region. Default: India.

If you want to enable Daylight Saving Time (DST) on the phone, set Apply DST? to either Manual or
Scheduled as per your requirement.

When you select Scheduled as the DST option, the Real Time Clock of PRASAR UCS is advanced and
set backward automatically according to the DST convention of the country/region where the IP Phone is
installed.

Scheduled DST Adjustment is useful in countries/regions where DST Time is fixed, such as in Europe,
USA and Canada, without yearly variations.

45.

MAC address is the address of the electronic hardware devices such as a computer, which is hard-coded into the device during
manufacture and cannot be modified. No two devices can have similar MAC address and thus it uniquely identifies your phone.
MAC address is assigned as per the IANA standard. The MAC Address of the phone will be used as source MAC address on all
Ethernet frames.
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PRASAR UCS supports 18 DST Types for Scheduled DST Adjustment. To know more, refer to “Daylight
Saving Time (DST)”. To know more about Scheduled DST assigned for the respective region, refer to Time
Zone in “Default Settings”.

When you select Manual as the DST option, the Real Time Clock of PRASAR UCS is advanced manually
and set backward automatically according to the DST convention of the country/region where the IP Phone
is installed.

Manual DST Adjustment is to be used in regions/countries that have no fixed DST Convention and where
yearly variations in DST practices are likely.

When DST option is set as 'Manual', you must set the DST Start and the DST End time, that is, the time at
which the clock is to be advanced and the time at which the clock is to be delayed. To do so,

* In Time Offset, enter the time you wish to forward or backward the DST start time with.
» In DST Type, select the desired option: Date-Month Wise OR Day-Month Wise.

If you select 'Date-Month Wise' in DST Type, you should now select the desired options in each of the
following to specify the DST Start details.

» Date: Select the date on which DST begins (1-31).

* Month: Select the month when DST begins (January-December).

+ Time (Hours): Select the time at which DST will begin to change.The time mode is of 24 hours
ranging from 00 to 23 hours.

+ Time (Minutes): Select the time at which DST will begin to change.The time mode is of 60 minutes
ranging from 00 to 59 minutes.

Similarly, in the DST End configure the desired DST End Time details.

If you select ‘Day-Month Wise' in DST Type, you should now select the desired options in each of the
following to specify the DST Start details.

* Ordinal: Select the Ordinal number of the day of the month, that is, the 1st, 2nd, 3rd, 4th, 5th day,
when DST begins.

+ Day: Select the day of the month - Sunday, Monday, Tuesday, Wednesday, Thursday, Friday,
Saturday- when DST begins.

* Month: Select the month when DST begins (January-December).

* Time (Hours): Select the time at which DST must begin to change.The duration is of 24 hours
ranging from 00 to 23.

+ Time (Minutes): Select the time at which DST must begin to change.The duration is of 60 minutes
ranging from 00 to 59.

Similarly, in DST End configure the DST End Time details.
Once the DST Ends, the time of the IP Phone is set back to the Standard time automatically.

When the DST of a particular country starts or ends on the Last Sunday or any other day, for example, the
last Tuesday, last Friday of the month, always set the Ordinal Number as '5th’.

+ Select the Display Language for the SPARSH VP210. Default: English.
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PRASAR UCS provides language support for English, French, German, Spanish, Portuguese, and Italian
on the SPARSH VP210. When you select any of these languages, all the prompts and command strings
will appear in the selected language.

o SIP Extension users can change the language by accessing and navigating through the phone menu.

The SA can change the Language by logging into the SA Jeeves.

DSS Key Settings

* You can select the desired key template — Operator, Executive1, Executive2, Executive3, Hotel
Attendant, Guest or any other template you added. See “Customizing Extended IP Phone Templates using
Jeeves” for more details.

OR
* You can personalize the key map of the SPARSH VP510 for this location. To do so,

» Select Personalized as the Key Template option.
+ Click Submit.
* Click Key Settings.

DSS Key Settings

Key Template Personalized -

Kev Seftings

» The key map of the Extended Phone opens in a new window on your screen.

Key Settings

Device Type WP210 Azsigned to 855 (2855 Port Mo SIP Extension-5 - Location-3

Idle Screen Ringing Screen Buszy Screen Call Screen Conversation Recording Screen
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+ Click Idle Screen.
+ Each Context key, 1 to 4 can be assigned features.

» The feature assignment cum priority list appears on the right. You can change the feature assignments/
priorities as per your preference.

» To set the priority, drag and drop the features in the order of your preference. This will have two
implications — the Context Key will be assigned the desired feature as well it will set the priority.

» For example, if you wish to assign DND feature to Context Key 2, then drag and drop the DND feature
at position 2 as below. Also make sure that the priority of Menu Key is kept as either of the four Context
Keys.

Key Settings

Device Type WP210 Assigned to 855 (3855 Port No SIP Extension-5 - Location-3

Idle Screen Ringing Screen Buszy Screen Call Screen Conversation Recording Screen

Select feature for CEK{by Drag and Drop) :

* Click Submit.
* The key map will refresh and DND appears as Context Key 2.
% Menu must be assigned to one of the first four Context Keys.

» Similarly, you can click Ringing Screen, Busy Screen, Call Screen or Conversation Recording
Screen and can set the feature priorities as per your preference.

In these screens only priorities can be set and the 4th Context Key will always be assigned to More >
feature. The first three Context keys will display the features assigned priorities 1, 2 and 3. To access
other features press More >. The features will be displayed as per their set priorities.

To assign features/set feature priorities for other Context Keys, follow the same instructions. You can
reinstate default key assignment any time, by clicking the Default button at the bottom of the window.
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*  When you complete assigning functions/priorities to the keys, close the window.

Transport Mode and SRTP

» Select the protocol to be used to transport the SIP messages. You can select the Transport Mode as TCP
or TLS.

% If you select TCP, make sure the SIP Over TCP check box is selected in VoIP Parameters.
If you select TLS, make sure the SIP Over TLS check box is selected in VoIP Parameters.

» For secure conversations over SIP, select the Enable SRTP? check box. The SIP messages will be
transported over SRTP only.

RTP Port

* Define RTP Port:

+ RTP Listening Port: This is the port on which the SPARSH VP210 listens for RTP messages over
UDP. This port is also used as the source port for sending RTP packets. This port is also used as the
source port for sending RTP packets to the remote peer. The valid range for this port is 1025-65278.
Default: 8000.

Quality of Service

+ Set the SIP Quality of Service (QoS) for SIP signaling as:

+ SIP DiffServe/ToS. Valid range is 00 to 63. Default: 26.
OR
+ RTP DiffServe/ToS. Valid range is 00 to 63. Default: 46.

NAT Keep Alive

+ If the SPARSH VP210 is connected behind a NAT router, configure NAT Keep Alive.

+ Select the Enable NAT Keep Alive check box to send Keep Alive messages periodically to refresh the
binding in the NAT router. Default: Disabled.

+ Define as Interval (sec), the time period, from 001 to 999 seconds, after which the phone should send
Keep Alive message. Default: 120 seconds.

The time period you define should be less than the binding timer of the router.

Timers

+ Set the following Timers to the desired value, where required:

+ SIP INVITE Timer (sec): This is the time in seconds that the phone waits for a response from the
called party after sending INVITE message. This timer starts after sending INVITE message to the
called party and stops on receipt of the provisional response or the final response or when the user
disconnects the call. On expiry of the timer, the phone terminates the call process and gives an error
tone to the user. The range of the SIP INVITE TIMER is 10-180 seconds. Default: 30 seconds.

+ SIP Provisional Timer (sec): This is the time in seconds that the phone waits for final response after
receiving the provisional response from the called party. This timer starts on the receipt of the
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Debug

%

provisional response from the called party and stops on receipt of the final response from the called
party or when the user disconnects the call. On expiry of the timer, the IP phone terminates the call
process and gives error tone to the user. The range of SIP Provisional Timer is 10-180 seconds.
Default: 60 seconds.

General Request Timer (sec): This is the time in seconds for which the phone waits for response of a
transaction request. This timer starts on initiating a transaction. This timer stops on receipt of a
response for the request. On expiry of the timer, the phone clears the transaction. This timer is used for
Registration request, etc. The range of the General Request Timer is 10-60 seconds. Default: 20
seconds.

To debug using Syslog Client supported by the SPARSH VP210, configure Debug parameters:

Select the Enable Debug? check box. Default: disabled.

When the Debug flag is enabled, the phone will send the debug messages to the Syslog Server IP
address. Debug report can be viewed on the Syslog Server or any other application which can capture
the Syslog messages/debug sent by the phone.

Enter the IP Address and port of the remote Syslog Server and as Syslog Server Address and
Server Port.

The address of the Listening Port of the Syslog Server is from 1025-65535;514. Default: 514. Syslog
uses the UDP as transport protocol and listens on the port 514 (the default listening port).

You may select the Debug Level from the following options, by selecting the respective check box:
* Debug Level 1
* Debug Level 2
+ Debug Level 3

You may select any or all of these debug levels. The Syslog Client will send only the debug messages
for the selected level to the remote server on the IP network.

Click Submit to save settings.

If you have completed the configuration of the SPARSH VP210 Settings at Location 1, follow the same
steps as described above to configure the SPARSH VP210 at Location 2 and Location 3.

However, if you want to replicate the configuration of the SPARSH VP210 Settings same as Location 1 to
Location 2 and Location 3, you can use the Copy button present at the bottom of the page. To know more,
refer to “Copy Parameter Values”.

If you wish to Copy only the configurations from a location to all other locations where the same IP Phone
is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.

When you change any of the parameters listed below in the SIP Extension at Location 1, 2, 3, the phone
will restart automatically, if registered:

Use SIP Extension
SIP ID
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*+ Name

* Authentication ID

* Authentication Password

» Registrar Server IP Address
+ MAC Address

+ Enable Device

» Device Type

+ Key Map in the Key Template assigned to phone
+ Language

» Call Progress Tone

+ Date and Time

* Apply DST?

* Transport Mode and SRTP
*+ QoS

+ RTP Ports

* NAT Keep Alive

+ SIP Timers

* Class of Service
* Trunk Access Code
« Emergency Numbers

The SIP Extension registered at Location 1, 2, 3, will also restart, if:
+ The SE Password of PRASAR UCS is changed

» Specific parameters in Network Port parameters are changed

» Specific parameters in VolP Parameters are changed

*  You restart the System

+ Set the System to Default
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Configuring Matrix VARTA WIN200 UC Client

MATRIX VARTA WIN200, is a SIP (Session Initiation Protocol) based Unified Communication Desktop Client
running on Windows OS, delivering full-array of the System features to the user on-the-go along with an added
advantage of video calling. Through tight integration with the enterprise features of the System, UC Client provides
advance call capabilities including Conferencing, Corporate Directory Access (Global Directory), Call Logs and
Conversation Recording with one-touch access. Other than these you can take the advantage of using premium
features like Presence subscription and notification, Corporate Voicemail access to enhance your overall mobile
experience.

To use MATRIX VARTA WIN200 Desktop UC Client, make sure you have:
* Purchased and activated the VARTA Essential, VARTA Professional or VARTA Collaboration license. For
more details, see “License Management”.
» Assigned the desired license to the SIP Extension. For more details, see “VARTA License Management”.
To know the list of featured supported, refer to “PRASAR UCS Features Supported in Terminals”.

For detailed product information and operation instructions, refer to the MATRIX VARTA WIN200 User Guide.

PRASAR UCS supports mass deployment of UC Clients.For details refer to “Configuring SIP Extensions using Bulk
Configuration” and “Device Management”.

Configuring MATRIX VARTA WIN200 using Jeeves
To be able to register and use the Desktop Client*®, you must configure the following:
+ SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.
+ SIP Extension Settings, see “Configuring SIP Extension using Jeeves”.
« Extended Phone Settings, see “Configuring Matrix Extended Phone Settings using Jeeves”.
+ Voice Mail Settings, if you want to provide Voice Mail to the extension. See “Extension Voice Mail
Settings”.

Configuring SIP Extension Settings using Jeeves

* Login as System Engineer.

» Under Configuration, click VoIP Configuration.

46. PRASAR UCS supports only IPv4 Addresses for registering VARTA WIN200.
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* Click SIP Extension Settings.

VM5 Configuration 4
- 9 “*  SIP Extension Settings
VolP Configuration -
+| WoIP Parameters SI EiEIEIT 1 hd
*| Bulk Configuration General Parameters  Location-1 Location-2 Location-3
+| SIP Extension Settings
+| WARTA License SIP Extension - 1
Management .
Use SIP Ext
+| Device Management == snsen D
+] SIP Extension General Name
Parameters SIP D
+| Standard SIP Authorization
Profile Authentication ID
+] Auto Sign-In Parameters Authentication Password
+] Third Party IP-Phone
General Parameters HTTP Authentication Password (Third Party IP-Phone)
+| Black List IP Address - SIP
Exte_nmcns Note :- Authentication Password and HTTP Authentication Password must follow follewing reguirements:
+| SIP Trunk Parameters
7] SIP Hardware Template + Minimum length must be & characters.
4] SIP Gain Settings « Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
+] Digest Authentication . fllg;;ed characters are 0-9, a-z, A-Z, all special characters except %, = # + &, <, = ", "and
+] Peer to Peer Table space.
+] Debug A Call Appearances 0z -
+ SIP Trunk Status | callWatting Tone (for SPARSH VP248/VP310/VPS10) Beep Once -

+| SIP Extension Status
Maintenance

13

The page of SIP Extension 1 opens.
* You may select the SIP Extension number you want to configure.

The parameters of the SIP Extension number you selected will appear on this page.

o For PRASAR UCS upto 2100*7 SIP Extensions can be registered with the system. PRASAR UCS supports
IPv4 Addresses only for registering Extended IP Phones.

» Select the Use SIP Extension check box to enable the SIP extension. Default: disabled.

* In Name, enter a name for the SIP Extension, which may be the name of the person who will use the SIP
Extension or the name of a Department. The name you enter here will be displayed as the Caller ID of the
SIP Extension on the remote user's phone, when the SIP Extension user makes calls.

The name may consist of a maximum of 18 alphanumeric characters.

» Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the PRASAR UCS can call a SIP Extension by dialing the SIP ID assigned to the SIP extension. SIP ID of
each SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits
from 0 to 9 and the characters * and # are allowed. You cannot assign the same SIP ID to more than one
extension.

To assign SIP IDs according to your preference and requirement to a range of SIP Extensions, see
“Assigning Access Codes to a Range of Extensions”.

By default, the SIP IDs are Blank.

47. PRASAR UCS SME Application supports 250 SIP Extensions.
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o The SIP ID will be set to default value (blank), when you restore the default settings of the system.

* In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension. You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 digits. All ASCII characters except < > and
“ (double quote) are allowed. Default: Blank.

o Make sure the User ID configured in “Digest Authentication” does not conflict with the Authentication 1D
configured above.

* In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension. To avoid unauthorized access, we recommend you to change the password
regularly. Make sure it is strong and is kept confidential. When the password is entered manually, the
password must:

* be of minimum 6 characters and can be a maximum of 12 characters.

* include atleast one upper-case, one lower-case, one number and one special character.

» all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP Address
list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged in the
“System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

o Make sure you note down or copy the Authentication Password in a confidential file.

+ In Call Appearances, define the maximum number*® of simultaneous incoming calls that the SIP
Extension user should be allowed to receive. You can set up to 10 call appearances for a SIP Extension.
Default: 2.

When Call Appearance is set to 2, the SIP Extension can receive 2 calls at a time.

* Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

o * Auto Sign-In parameters — Send Configuration Mail and Mail Status, are applicable only for
Mobile Clients — VARTA ADR100, VARTA AMP100 applications.

» The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

» Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:
* INVITE Request
+ SUBSCRIBE Request

By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.

48.  The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported
depends on the license purchased. For details refer to “License Management”.

246 Matrix PRASAR UCS System Manual



o Make sure that the Authentication ID for the SIP Extension has been programmed.

» For secure conversations over SIP, enable SRTP Mode. The PRASAR UCS supports the following
options:

+ Disable: PRASAR UCS uses normal RTP for transporting the speech packets.

+ Optional: PRASAR UCS uses SRTP for transporting the speech packets. If the remote user does not
support SRTP, PRASAR UCS will use normal RTP for transporting the speech packets.

» If you select this option, you must configure the SRTP Media Type. You may select AVP or SAVP.
By default, AVP is selected as the SRTP Media Type.

* Forced: PRASAR UCS uses only SRTP (SAVP) for transporting the speech packets. If the remote user
does not support SRTP, PRASAR UCS will reject incoming calls from and drop outgoing calls made to
such users.

By default, SRTP Mode is Disabled.
* Assign a SIP Hardware Template to the SIP Extension. Default: 01. The “SIP Hardware Template”
contains voice quality related features such as Voice Codec selection, Tx and Rx Gains, Echo

Cancellation, Jitter Buffer and Fax-over-IP options and related parameters

There are 32 different templates to choose from. Each template can also be altered to suit your
requirement and preferences. By default, Template number 01 assigned to all SIP Extensions as well as to
SIP Trunks.

Check if the values in this template fulfill requirements of the SIP Extension. If Template 01 fulfills the
feature requirements, retain Template 01.

If a different set of SIP hardware features are to be allowed to this SIP Extensions, prepare another
template and assign it to this extension. To do this,

» Under VolIP Configuration, click the SIP Hardware Template link.
» Select a Template number, for example 02.

» Customize Template number 02 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Template you customized, Template 02 in the SIP Hardware Template
field.

Also see the topic “SIP Hardware Template” to know more about customizing the templates and
applying on the SIP Extensions.

+ Assign a Station Basic Feature Template to the SIP Extension. Default: Template 01. The “Station
Basic Feature Template” has a set of features like Time Table, Class of Service, Toll Control, Operator,
Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle groups. There are 50 different
templates to choose from. Each template can also be altered to suit your requirement and preferences.
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If the default Station Basic Feature Template 01 fulfills the feature requirements of the SIP Extension
(“Class of Service (COS)”, “Toll Control”, “OG Trunk Bundle Group”, etc.) retain this template, you may
also customize this template. If you want to assign a different set of features to this SIP Extension,
prepare a different Station Basic Feature Template and apply it to this extension. To do this,

» Under Configuration, click the Station Basic Feature Template link.

» Select a Template number, for example 05.

* Customize Template number 05 and click Submit.

* Return to the SIP Extension Settings page.

» Select the number of the Template you customized, Template 05, in the Station Basic Feature
Template field.

* Click Submit to save changes.

Also, see the topic “Station Basic Feature Template” to know more about customizing the templates
and applying on extensions.

Assign a Station Advanced Feature Template to the SIP Extension. Default: Template 01. The
“Station Advanced Feature Template” has a set of advanced features for extensions such as Alarm
Notification settings, Routing of Incoming Auto Attendant Calls, Call Duration Control, Floor Service,
etc. There are 50 different templates to choose from. Each template can also be altered to suit your
requirement and preferences.

Check if the default template fulfills the feature requirements of the SIP Extension by clicking the
Station Advanced Feature Template link.

You may retain this template and customize it further, or customize another template if a different set of
features are to be allowed to this SIP Extension. To customize/prepare another template,

» Under Configuration, click the Station Advanced Feature Template link.
» Select the Template number, for example 02, and customize this template.
+ Click Submit and return to the 'SIP Extension Settings' page.

» In the Station Advanced Feature Template field, select the number of the template you
customized.

* Click Submit to save changes.

Also see the topic “Station Advanced Feature Template” for instructions on customizing these
templates and applying them on the extensions.

In Voice Mail Settings, click the Voice Mail Settings link. The respective Extension Voice Mail Settings
window will open. You may edit the parameters. For details, see “Extension Voice Mail Settings”.

The Voice Mail Settings link will be visible only if you have configured the respective SIP ID.

Assign the SIP Extension to a Call Pick-up Group, if required.

Call Pick Up allows the SIP Extension to 'pick up' (answer) calls ringing on any other extension, by using
the respective icon from Client GUI, without physically going to the ringing extension. It also allows

incoming calls for the SIP Extension to be answered by the other extensions assigned the same Call Pick-
Up group.
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For this to work, both the ringing extension and the extension picking up the call must be in the same 'Call
Pick Up Group'. Refer “Call Pick Up” for instructions on how to create groups. You can create as many as
99 groups numbered from 01 to 99.

Enter the number of the Call Pick-Up Group you created for this SIP Extension in this field.

Select the Call Pick-up Notification (Only for SPARSH VP510) check box, if you want the Call Pick-up
Notification to be displayed on the phone LCD. The Call Pick-up Notification will be displayed for internal
as well as external calls. The notification will be displayed on SPARSH VP510 only if the ringing extension
is in the same Call Pick-up Group. The notification will be displayed only when SPARSH VP510 is in idle or
dial state. The notification will display the name/number of the Caller along with the name/number of the
Called. For example, if the name and number of the Caller is ABC, 2001 and the name and number of
Called is XYZ, 1001, the LCD notification will be displayed as ABC -> XYZ. Along with the LCD display the
phone back-light will also be lit.

For this to work, make sure you have enabled Call Pick-up in COS as well as assigned a Call Pick-up
Group to the extension. Refer to “Call Pick Up” and “Class of Service (COS)”. Call Pick-up Notifications will
be displayed for SIP Extensions and for calls landing through SIP Trunks. For details of the Notification,
refer to the EON510_SPARSH VP510 V2 User Guide.

You must assign the extension user to a COSEC Door Group for COSEC Integration. The users in the
same group must be assigned the same group. You can create as many as 50 groups numbered from 00
to 50. Users who are assigned COSEC Door Group ‘00’ are not a part of any group.

Advanced Configuration Parameters

If you want to provide other features like Personal Directory, Priority, or assign a Station Type to the SIP
Extension, click the Advanced button at the bottom of the page.

#| System Timers and Counts o

+| Time Table

SIP Extension Settings

+| Trunk Features Templates SIP Extension

+| Wirtual Exiensions

- ) General Parameters Location-1 Location-2 Location-3
VM5 Configuration J
VolP Configuration -
+] ViolP Parameders Templates

+| Bulk Configuration

+| SIP Extension Settings

+| MARTA License
Management _Station Advanced Feature Templale

+| Davice Management

+| ZIP Exitensicn General

=

SIP Hardware Template

=

Station Basic Feature Template

=

Parameters

+| Standard SIP Authorization
Profile

+| Auto Sign-In Parameters

+| Third Party IP-Phone

General Parameters Call Fickup Group
+| Black List IP Address - SIP Call Pick-up Nofification {Only for SPARSH VP510) U
Exiensions COSEC Door Group 00
+| SIP Trunk Parameters
+] SIP Hardware Template Station Type | Adminisiration
+| 3IP Gain Setfings Personal Directory
+| Digest Authentication o
Pricrity | 5 - Normal

+| Peer to Peer Table

+| Debug

+| SIP Trunk Status

+| ZIP Extensicn Status

Woice Mail Seifings

Others

Mobile Mumber

- [ T T

» Enter the Mobile Number of the extension user you wish to store. The Number can be a maximum of 16

digits.
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» If you are using the system in the Enterprise Mode, by default Administrator is selected as Station Type.

If you are using the system in the Hotel Mode, by default Guest is selected as Station Type. You may
select the Station Type as Administrator for the Hotel Administrative Staff. To know more refer to the
PRASAR UCS Hospitality System Manual.

* You may assign a Personal Directory number to the SIP Extension. Default: 00.

A Personal Directory is a list of 25 frequently dialed numbers, each of which are stored by Index number
(location code), Name and Trunk Access Codes ("Out Going Trunk Bundle Group Index"). The Personal
Directory is necessary for using the features “Abbreviated Dialing” and “Dial By Name”.

When a Personal Directory is assigned to a SIP Extension, make sure you also configure this directory.
The Personal Directory can be programmed by the SIP Extension users and by the System Engineer.
Refer the topic “Abbreviated Dialing” for instructions on programming the Personal Directory.

If Personal Directory is not to be assigned, enter 00 in this field.

» Select a Priority Level for the SIP Extension from 1 to 9. Default; 5-Normal.
Each extension of the PRASAR UCS is assigned a Priority Level starting from 1, 2, 3... to 9, with '1' being
lowest Priority and '9' being highest Priority. Whenever an extension (phone) with higher priority calls an
extension with lower priority, a triple ring is placed on the called extension. To know more, read the feature
description “Priority”.

If this SIP extension is assigned to Operator, you may want to set a higher priority for this extension.

* Click Submit to save your SIP Extension Settings.

Configuring Matrix Extended Phone Settings using Jeeves

You can register three Matrix Extended Phones/Soft Clients at three different locations as a single SIP Extension.
You can connect the same or different types of Extended Phones/Soft Clients — SPARSH VP248, SPARSH
VP330, SPARSH VP310, SPARSH VP510, Matrix SPARSH VP210, Matrix SPARSH VP710, Matrix VARTA
ADR100 Mobile UC Client, Matrix VARTA AMP100 Mobile UC Client or MATRIX VARTA WIN200 Desktop UC

Client — at each location. In this case we assume that MATRIX VARTA WIN200 Desktop UC Client are registered
at Location 1, 2 and 3.

If you have connected SPARSH VP248 refer to “Configuring Matrix Extended Phone Settings using Jeeves” in
Configuring Matrix SPARSH VP248 as SIP Extensions.

If you have connected SPARSH VP330 at any of the locations, refer to “Configuring Matrix SPARSH VP330".
If you have connected SPARSH VP310 at any of the locations, refer to “Configuring Matrix SPARSH VP310".
If you have connected SPARSH VP510 at any of the locations, refer to “Configuring Matrix SPARSH VP510”.

If you have connected the Matrix Extended SPARSH VP710 as SIP Extensions, for configuration instructions see
“Configuring Matrix Extended SPARSH VP710".

If you have connected SPARSH VP210 at any of the locations, refer to “Configuring Matrix SPARSH VP210".

If you have registered Matrix VARTA ADR100 and VARTA AMP100 Mobile UC Clients in any of the locations, refer
to “Configuring Matrix VARTA ADR100/AMP100 UC Clients”.
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If you want to use more than one UC Clients as a SIP Extension, configure their settings as Location 1, Location
2 and Location 3.

o If you want to use the IM functionality in the UC Client, you must configure it at Location-1 only.

* Click Location 1.

SIP Extenszion Settings
SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension - 1

Use SIP Extension |:|
Name

SIPID

Authentication ID

Authentication Passwaord

HTTP Authentication Passwaerd (Third Party IP-Phone}

Note :- Authentication Password and HTTP Authentication Password must follow following requirements:

= Minimum length must be & characters.
» Pazsword must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.
» Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + &\, =, = 7, "and

space.
Call Appearances 0z -
Call Waiting Tone (for SPARSH VP248NP310/VPS10) Beep Once -
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* The settings of the phone at Location 1 appear.

SIP Extension Settings
SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension - 1

Location-1

Enable Device =

Lecation Name:

Device Type MATRE WARTA WIN200 -
Device ID

Registrar Server Address Use WAN Port IP Address -
Display Language Englizsh -

HNote: Please assign license to this SIP Extension from ™WARTA License Management™ page for
working of Client.

Tranzport Mode and SRTP
Transport Mode TCP =

Enable SRTP? =

Note: Pleaze ensure that "Enable SIP Owver TCP” or "Enable SIP Owver TLS” flag must be enabled
in WVolP Port Parameters for workina of Extended Phone.

Select the Enable Device check box. Default: Disabled.

» Enter the Location Name for the phone to identify the phone. Location name may be the place where the

phone is located (e.g.: Head office, branch, residence). The Location Name may consist of 18 characters
(maximum). Default: Blank.

+ Select MATRIX VARTA WIN200 as the Device Type at this location. Make sure you assign the desired
license to this SIP extension. For details, see “VARTA License Management”.

* In MAC Address enter the Device ID here. Default: blank.

PRASAR UCS validates the desktop/PC on which you have installed the UC Client on the basis of the
Device ID, and provides configuration on validation.

As PRASAR UCS allows registration of the SIP Extension from three different locations, it identifies the
SIP Extension in each location by the programmed Device ID.

» Select the appropriate Registrar Server Address to register the UC Client with the SIP Registrar of
PRASAR UCS, according to your installation scenario:

+ If you want the UC Client to register using the WAN network, select Use WAN Port IP Address as
Registrar Server Address.

+ If you want the UC Client to register using the LAN network, select Use LAN Port IP Address as
Registrar Server Address.
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+ Ifthe UC Client is registered in the Public (Global) Network and PRASAR UCS is located behind a
Router, or behind a NAT Router and STUN is programmed, select Use Router/STUN's IP Address as
the Registrar Server Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details, see “Configuring Network Parameters”.

« If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Registrar Server Address.

By default, Use WAN Port IP Address is selected as the Registrar Server IP Address.

Transport Mode and SRTP

» Select the protocol to be used to transport the SIP messages. You can select the Transport Mode as TCP
or TLS.

o » If you select TCP, make sure the SIP Over TCP check box is selected in VolP Parameters.
* If you select TLS, make sure the SIP Over TLS check box is selected in VoIP Parameters.

» For secure conversations over SIP, select the Enable SRTP? check box. The SIP messages will be
transported over SRTP only.

The UC Client supports RTP Relay. For detailed description, see “Configuring VolP Parameters”.

RTP Port

« Define the RTP Port. This is the port on which the client listens for RTP packets over UDP. This port is also
used as the source port for sending RTP packets to the remote peer. The valid range for this port is 1025-
65278. Default: 8000.

Quality of Service

» Set the SIP Quality of Service (QoS) for SIP signaling:

+ SIP DiffServe/ToS: The system sends all the SIP signaling messages with this QoS setting. This field
defines the priority bits for SIP messages. The Valid SIP DiffServe/ToS range is from 00-63, default: 26.

+ Voice DiffServe/ToS: The system sends all the Voice packets with this QoS setting. This field defines
the priority bits for Voice packet. It also improves the voice quality.The Valid Voice DiffServe/ToS range
is from 00-63, default: 46.

+ Video DiffServe/ToS: The system sends all the Video packets with this QoS setting. This field defines
the priority bits for Video packet. It also improves the video quality.The Valid Video DiffServe/ToS range
is from 00-63, default: 46.
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Configure any decimal value as per your requirement from the table mentioned below:

Traffic Type DSCP Value (dec)
Best Effort 0
Background 8
Excellent Effort 40
AudioVideo 40
Voice 56
Control 56

NAT Keep Alive

If the UC Client is connected behind a NAT router, configure NAT Keep Alive.

Timers

Select the Enable NAT Keep Alive check box to send Keep Alive messages periodically to refresh the
binding in the NAT router. Default: Disabled.

Define as Interval (sec), the time period, from 001 to 999 seconds, after which the phone should send
Keep Alive message. Default: 120 seconds. The time period you define should be less than the binding
timer of the router.

Set the following Timers to the desired value, where required:

SIP INVITE Timer (sec): This is the time in seconds that the client waits for a response from the called
party after sending INVITE message. This timer starts after sending INVITE message to the called
party and stops on receipt of the provisional response or the final response or when the user
disconnects the call. On expiry of the timer, the client terminates the call process and gives an error
tone to the user. The range of the SIP INVITE TIMER is 10-180 seconds. Default: 30 seconds.

SIP Provisional Timer (sec): This is the time in seconds that the client waits for final response after
receiving the provisional response from the called party. This timer starts on the receipt of the
provisional response from the called party and stops on receipt of the final response from the called
party or when the user disconnects the call. On expiry of the timer, the client terminates the call
process and gives error tone to the user. The range of SIP Provisional Timer is 10-180 seconds.
Default: 60 seconds.

General Request Timer (sec): This is the time in seconds for which the client waits for response of a
transaction request. This timer starts on initiating a transaction. This timer stops on receipt of a
response for the request. On expiry of the timer, the phone clears the transaction. This timer is used for
Registration request, etc. The range of the General Request Timer is 10-60 seconds. Default: 20
seconds.

Click Submit to save settings.

If you have completed the configuration of the UC Client at Location 1, follow the same steps as described

above to configure the UC Client at Location 2 and Location 3.

However, if you want to replicate the configuration of the MATRIX VARTA WIN200 Settings same as

Location 1 to Location 2 and Location 3, you can use the Copy button present at the bottom of the page.
To know more, refer to “Copy Parameter Values”.
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% If you wish to Copy only the configurations from a location to all other locations where the same IP Phone
is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.

When you change any of the parameters listed below in the SIP Extension at Location 1, 2, 3, the phone
will go in Auto Configuration mode automatically, if registered:

* Use SIP Extension

« SIPID

*+ Name

* Authentication ID

* Authentication Password

* Registrar Server Address

+  MAC Address/IMEI/ESN Number

+ Enable Device

» Device Type

+ Transport Mode

+ Enable SRTP

*+ QoS

+ SIP/RTP Ports

» RTP Listening Port

* NAT Keep Alive

« SIP Timers

* Class of Service

* Trunk Access Code

+ The SE Password of PRASAR UCS is changed
» Specific parameters in Network Port parameters are changed
» Specific parameters in VolP Parameters are changed
*  You restart the System

+ Set the System to Default
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Configuring Matrix VARTA ADR100/AMP100 UC Clients

Matrix offers the following Mobile UC Clients*®:

+  MATRIX VARTA ADR100 for Android Smartphones/Tablets
+  MATRIX VARTA AMP100 for iPhones

To use MATRIX VARTA UC Clients for Mobile, make sure you have:

* Purchased and activated the VARTA Essential, VARTA Professional or VARTA Collaboration license. For
more details, see “License Management”.
» Assigned the desired license to the SIP Extension. For more details, see “VARTA License Management”.

To know the list of features supported, refer to “PRASAR UCS Features Supported in Terminals”.
For the VARTA Mobile Clients the system supports,
+ automatic configuration and registration though Auto-Sign-In Configuration Mail. For this you must:

» Configure the Auto Sign-In Parameters. For details, refer “Configuring Auto Sign-In Parameters”.

« Configure the General Parameters in SIP Extensions Settings. For details, refer “Configuring SIP
Extension Settings using Jeeves”

» Make sure you send the Auto Sign-In Configuration Mail. For details, refer “Configuring SIP
Extension Settings using Jeeves”

You can also view the status of Auto Sign-In Email in “Viewing SIP Extension Status”

« manual configuration and registration, follow the instructions in “Configuring Mobile UC Clients using
Jeeves’.

PRASAR UCS supports mass deployment of UC Clients. For details refer to “Configuring SIP Extensions using
Bulk Configuration” and “Device Management”.

MATRIX VARTA ADR100

MATRIX VARTA ADR100 is a proprietary SIP (Session Initiation Protocol) based UC Client Application

running on Android Phones/Tablets, delivering full-array of Matrix PRASAR UCS features to the user on-the-go
along with an added advantage of UC features. Through tight integration with the enterprise mobility features of the
PRASAR UCS, VARTA ADR100 provides advance call capabilities including Conferencing, Corporate Directory
Access (Global Directory), Call Logs and Conversation Recording with one-touch access. Other than these you can
take the advantage of using premium features like Video Calling, IM, IM to SMS, Presence notification and
corporate Voicemail System access to enhance your overall mobile experience.

Mobile workers can use any Wi-Fi or cellular data networks to stay connected with business communications while
working from office, home or travelling to any location. An innovative and easy to understand user interface delivers
all productivity features at fingertips that enhance speed of communication and collaboration with office users and
customers.

49. PRASAR UCS supports only IPv4 Addresses for registering Mobile UC Clients.
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For detailed product information and operation instructions, refer to the MATRIX VARTA ADR100 User Guide for
Mobile.

MATRIX VARTA AMP100

MATRIX VARTA AMP100 is a proprietary SIP (Session Initiation Protocol) based UC Client Application

running on iPhones, delivering full-array of Matrix PRASAR UCS features to the user on-the-go along with an
added advantage of UC features. Through tight integration with the enterprise mobility features of the PRASAR
UCS, VARTA AMP100 provides advanced call capabilities including Conferencing, Corporate Directory Access
(Global Directory), Call Logs and Conversation Recording with one-touch access. Other than these, you can take
the advantage of using premium features like Video Calling, IM, IM to SMS, Presence notification/subscription and
corporate Voicemail access to enhance your overall mobile experience.

Mobile workers can use any Wi-Fi or cellular data networks to stay connected with business communications while
working from office, home or travelling to any location. An innovative and easy to understand user interface delivers
all productivity features at fingertips that enhances speed of communication and collaboration with office users and
customers.

For detailed product information and operation instructions, refer to the MATRIX VARTA AMP100 User Guide.

Configuring Mobile UC Clients using Jeeves

To be able to register and use the Mobile Handsets/Tablets as Matrix VARTA Mobile UC Clients, you must configure
the following:

+ SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.
» SIP Extension Settings, see “Configuring SIP Extension Settings using Jeeves”.
+ Extended Phone Settings, see “Configuring Matrix Extended Phone Settings using Jeeves”.
» Voice Mail Settings, if you want to provide Voice Mail to the extension. See “Extension Voice Malil
Settings”.
Configuring SIP Extension Settings using Jeeves

» Login as System Engineer.

* Under Configuration, click VolP Configuration.
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* Click SIP Extension Settings.

VM5 Configuration 4 +  SIP Extension Settings
VolP Configuration -
+ WolP Parameters SIP Extension 1 hd
*| Bulk Configuration General Parameters  Location-1 Location-2 Location-3
+| SIP Extension Settings
+| WARTA License SIP Extension -1
Management .
+ EE'-'ngE Management TERE AEEET D
+| SIP Extension General Name
Parameters SIP D
+| Standard SIP Authorization
Profile Authentication 1D

+| Auto Sign-In Parameters

+| Third Party IP-Phone
General Parameters HTTP Authentication Password (Third Party IP-Phone)

+| Black List IP Address - SIP
Extensions

+| SIP Trunk Parameters

+| SIP Hardware Template

+| SIP Gain Settings

Authentication Password

Hote :- Authentication Password and HTTP Authentication Password must follow follewing reguirements:

Minimum length must be § characters.

Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.

+] Digest Authentication * ;E:-‘Fl:lg;.':d characters are 0-9, a-z, A-Z, all special characters except %, = # + &\, = = " "and
+| Peer to Peer Table .

+| Debug ) Call Appearances 02 -

] S Trunk Status ~| callWatting Tone (for SPARSH VP248/VP310//PS10) Beep Once -

+| SIP Extension Status

Maintenance

13

The page of SIP Extension 1 opens.

*  You may select the SIP Extension number you want to configure.

The parameters of the SIP Extension number you selected will appear on this page.

o For PRASAR UCS upto 2100%9 SIP Extensions can be registered with the system. PRASAR UCS supports
IPv4 Addresses only for registering Matrix UC Clients.

+ Select the Use SIP Extension check box to enable the SIP extension. Default: disabled.

* In Name, enter a name of SIP Extension, which may be the name of the person who will use the UC Client/
SIP Extension or the name of a Department. The name you enter here will be displayed as the Caller ID of
the SIP Extension on the remote user's phone, when the SIP Extension makes calls.

The name may consist of a maximum of 18 alphanumeric characters.

« Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the PRASAR UCS can call a SIP Extension by dialing the SIP ID assigned to the SIP extension. SIP ID of
each SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits
from 0 to 9 and the characters * and # are allowed.

You cannot assign the same SIP ID to more than one extension.

To assign SIP IDs according to your preference and requirement to a range of SIP Extensions, see
“Assigning Access Codes to a Range of Extensions”.

By default, the SIP IDs are Blank.

50. PRASAR UCS SME Application supports 250 SIP Extensions.
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o The SIP ID will be set to default value (blank), when you restore the default settings of the system.

* In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension. You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 digits. All ASCII characters except < > and
“ (double quote) are allowed. Default: Blank.

o Make sure the User ID configured in “Digest Authentication” does not conflict with the Authentication 1D
configured above.

* In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension. To avoid unauthorized access, we recommend you to change the password
regularly. Make sure it is strong and is kept confidential. When the password is entered manually, the
password must:

* be of minimum 6 characters and can be a maximum of 12 characters.

* include atleast one upper-case, one lower-case, one number and one special character.

+ all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP Address
list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged in the

“System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

o Make sure you note down or copy the Authentication Password in a confidential file.

+ In Call Appearances, define the maximum number®! of simultaneous incoming calls that the SIP
Extension user should be allowed to receive. You can set up to 10 call appearances for a SIP Extension.
Default: 2.

When Call Appearance is set to 2, the SIP Extension can receive 2 calls at a time.

* Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

+ If you want the Mobile Clients to automatically configure and register with the Server, click the Send button
adjacent to Send Configuration Mail.

The Auto Sign-In Configuration Mail will be sent to the VARTA user on the Email ID configured above.

o » The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

» Make sure the Auto Sign-In parameters have been configured. For details, refer to “Auto Sign-In
Parameters”.

« The Mail Status will display either sent, failed or sending.

51.  The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported
depends on the license purchased. For details refer to “License Management”.
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Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:

* INVITE Request

+ SUBSCRIBE Request

By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.

o Make sure that the Authentication ID for the SIP Extension has been programmed.

For secure conversations over SIP, enable SRTP Mode. The PRASAR UCS supports the following
options:

+ Disable: PRASAR UCS uses normal RTP for transporting the speech packets.

+ Optional: PRASAR UCS uses SRTP for transporting the speech packets. If the remote user does not
support SRTP, PRASAR UCS will use normal RTP for transporting the speech packets.

» If you select this option, you must configure the SRTP Media Type. You may select AVP or SAVP.
By default, AVP is selected as the SRTP Media Type.

* Forced: PRASAR UCS uses only SRTP (SAVP) for transporting the speech packets. If the remote user
does not support SRTP, PRASAR UCS will reject incoming calls from and drop outgoing calls made to
such users.

By default, SRTP Mode is Disabled.

Assign a SIP Hardware Template to the SIP Extension. Default: 01. The “SIP Hardware Template”
contains voice quality related features such as Voice Codec selection, Tx and Rx Gains, Echo
Cancellation, Jitter Buffer and Fax-over-IP options and related parameters

There are 32 different templates to choose from. Each template can also be altered to suit your
requirement and preferences. By default, Template number 01 assigned to all SIP Extensions as well as to
SIP Trunks.

Check if the values in this template fulfill requirements of the SIP Extension. If Template 01 fulfills the
feature requirements, retain Template 01.

If a different set of SIP hardware features are to be allowed to this SIP Extensions, prepare another
template and assign it to this extension. To do this,

» Under VoIP Configuration, click the SIP Hardware Template link.

» Select a Template number, for example 02.

* Customize Template number 02 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Template you customized, Template 02 in the SIP Hardware Template
field.

Also see the topic “SIP Hardware Template” to know more about customizing the templates and
applying on the SIP Extensions.

» Assign a Station Basic Feature Template to the SIP Extension. Default: Station Basic Feature
Template 01. The “Station Basic Feature Template” has a set of features like Time Table, Class of
Service, Toll Control, Operator, Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle
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groups. There are 50 different Station Basic Feature Templates to choose from. Each template can also
be altered to suit your requirement and preferences.

If the default Station Basic Feature Template 01 fulfills the feature requirements of the SIP Extension
(“Class of Service (COS)”, “Toll Control”, “OG Trunk Bundle Group”, etc.) retain this Station Basic
Feature Template, you may also customize this template. If you want to assign a different set of
features to this SIP Extension, prepare a different Station Basic Feature Template and apply it to this
extension. To do this,

* Under Configuration, click the Station Basic Feature Template link.

» Select a Template number, for example 05.

» Customize Station Basic Feature Template number 05 and click Submit.

* Return to the SIP Extension Settings page.

+ Select the number of the Station Basic Feature Template you customized, Template 05, in the
Station Basic Feature Template field.

+ Click Submit to save changes.

Also, see the topic “Station Basic Feature Template” to know more about customizing the templates
and applying on extensions.

+ Assign a Station Advanced Feature Template to the SIP Extension. Default: Template 01. The
“Station Advanced Feature Template” has a set of advanced features for extensions such as Alarm
Notification settings, Routing of Incoming Auto Attendant Calls, Call Duration Control, Floor Service,
etc. There are 50 different templates to choose from. Each template can also be altered to suit your
requirement and preferences.

Check if the default template fulfills the feature requirements of the SIP Extension by clicking the
Station Advanced Feature Template link.

You may retain this template and customize it further, or customize another template if a different set of
features are to be allowed to this SIP Extension. To customize/prepare another template,

» Under Configuration, click the Station Advanced Feature Template link.

» Select the Template number, for example 02, and customize this template.

» Click Submit and return to the 'SIP Extension Settings' page.

* In the Station Advanced Feature Template field, select the number of the template you
customized.

* Click Submit to save changes.

Also see the topic “Station Advanced Feature Template” for instructions on customizing these
templates and applying them on the extensions.

* In Voice Mail Settings, click the Voice Mail Settings link. The respective Extension Voice Mail Settings
window will open. You may edit the parameters. For details, see “Extension Voice Mail Settings”.

o The Voice Mail Settings link will be visible only if you have configured the respective SIP ID.
» Assign the SIP Extension to a Call Pick-up Group, if required.
Call Pick Up allows the SIP Extension to 'pick up' (answer) calls ringing on any other extension, by using
the respective icon from Client GUI, without physically going to the ringing extension. It also allows

incoming calls for the SIP Extension to be answered by the other extensions assigned the same Call Pick-
Up group.

Matrix PRASAR UCS System Manual 261



For this to work, both the ringing extension and the extension picking up the call must be in the same 'Call
Pick Up Group'. Refer “Call Pick Up” for instructions on how to create groups. You can create as many as
99 groups numbered from 01 to 99.

Enter the number of the Call Pick-Up Group you created for this SIP Extension in this field.

Select the Call Pick-up Notification (Only for SPARSH VP510) check box, if you want the Call Pick-up
Notification to be displayed on the phone LCD. The Call Pick-up Notification will be displayed for internal
as well as external calls. The notification will be displayed on SPARSH VP510 only if the ringing extension
is in the same Call Pick-up Group. The notification will be displayed only when SPARSH VP510 is in idle or
dial state. The notification will display the name/number of the Caller along with the name/number of the
Called. For example, if the name and number of the Caller is ABC, 2001 and the name and number of
Called is XYZ, 1001, the LCD notification will be displayed as ABC -> XYZ. Along with the LCD display the
phone back-light will also be lit.

For this to work, make sure you have enabled Call Pick-up in COS as well as assigned a Call Pick-up
Group to the extension. Refer to “Call Pick Up” and “Class of Service (COS)”. Call Pick-up Notifications will
be displayed for SIP Extensions and for calls landing through SIP Trunks. For details of the Notification,
refer to the EON510_SPARSH VP510 V2 User Guide.

You must assign the extension user to a COSEC Door Group for COSEC Integration. The users in the
same group must be assigned the same group. You can create as many as 50 groups numbered from 00
to 50. Users who are assigned COSEC Door Group ‘00’ are not a part of any group.

Advanced Configuration Parameters

If you want to provide other features like Personal Directory, Priority, or assign a Station Type to the SIP
Extension, click the Advanced button at the bottom of the page.

+| System Timers and Counts
. Ti;':e 'I;;hl: 1% and Lounts “  SIP Extension Settings
+| Trunk Features Templates SIP Extensgion
2) Virtual Bxtensians General Parameters Location-1 Location-2 Location-3
VM3 Configuration >
VolP Configuration -
+| VolP Parameters Templates
+| Bulk Configuration SIP Hardware Template o
+| SIP Extension Setti
P .!'I.EIIO!'I o Station Basic Feature Template o
+| WMARTA License —
Management Station Advanced Feature Templale o
+| Dievice Management
+| SIP Extension General
Paramelers Woice Mail Seifings
+| Standard SIP Authorization
Profile Others
+| Auto Sign-In Parameters Mobile Mumber |
+| Third Party IP-Phone . 5
General Parameters Call Fickup Group o1
+| Black List IP Address - SIP Call Pick-up Nofification {Only for SPARSH VP510) U
Exiensions COSEC Door Group 00
+| SIP Trunk Parameters
+] SIP Hardware Template Station Type | Adminisiration b |
+| SIP Gain Sefiings Personal Directery
+| Diigest Authentication D
Pricrity |5 - Mormal W |

+| Peer to Peer Table

+| Debug

+| SIP Trunk Status

+| S|P Extensicn Status

-

T TN T N

Enter the Mobile Number of the extension user you wish to store. The Number can be a maximum of 16

digits.
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If you are using the system in the Enterprise Mode, by default Administrator is selected as Station Type.

If you are using the system in the Hotel Mode, by default Guest is selected as Station Type. You may
select the Station Type as Administrator for the Hotel Administrative Staff. To know more refer to the
PRASAR UCS Hospitality System Manual.

You may assign a Personal Directory number to the SIP Extension. Default: 00.

A Personal Directory is a list of 25 frequently dialed numbers, each of which are stored by Index number
(location code), Name and Trunk Access Codes ("Out Going Trunk Bundle Group Index"). The Personal
Directory is necessary for using the features “Abbreviated Dialing” and “Dial By Name”.

When a Personal Directory is assigned to a SIP Extension, make sure you also configure this directory.
The Personal Directory can be programmed by the SIP Extension users and by the System Engineer.
Refer the topic “Abbreviated Dialing” for instructions on programming the Personal Directory.

If Personal Directory is not to be assigned, enter 00 in this field.

Select a Priority Level for the SIP Extension from 1 to 9. Default; 5-Normal.

Each extension of the PRASAR UCS is assigned a Priority Level starting from 1, 2, 3... to 9, with '1' being
lowest Priority and '9' being highest Priority. Whenever an extension (phone) with higher priority calls an
extension with lower priority, a triple ring is placed on the called extension. To know more, read the feature
description “Priority”.

If this SIP extension is assigned to Operator, you may want to set a higher priority for this extension.

Click Submit to save your SIP Extension Settings.

Configuring Matrix Extended Phone Settings using Jeeves

You can register three Matrix Extended Phones at three different locations as a single SIP Extension. You can
connect the same or different types of Extended Phones—SPARSH VP248, SPARSH VP310, SPARSH VP510,
SPARSH VP330, Matrix SPARSH VP210, Matrix SPARSH VP710, Matrix VARTA UC Clients or MATRIX VARTA
WIN200 Desktop UC Client — at each location. In this case we assume that Matrix VARTA Mobile UC Clients are
registered at Location 1, 2 and 3.

If you have connected SPARSH VP248 refer to “Configuring Matrix Extended Phone Settings using Jeeves” in
Configuring Matrix SPARSH VP248 as SIP Extensions.

If you have connected SPARSH VP330 at any of the locations, refer to “Configuring Matrix SPARSH VP330".

If you have connected SPARSH VP310 at any of the locations, refer to “Configuring Matrix SPARSH VP310".

If you have connected SPARSH VP510 at any of the locations, refer to “Configuring Matrix SPARSH VP510”.

If you have connected the Matrix Extended SPARSH VP710 as SIP Extensions, for configuration instructions see
“Configuring Matrix Extended SPARSH VP710".

If you have connected SPARSH VP210 at any of the locations, refer to “Configuring Matrix SPARSH VP210".

If you have registered MATRIX VARTA WIN200 Desktop UC Client in any of the locations, refer to “Configuring
Matrix VARTA WIN200 UC Client”.
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If you want to use more than one Matrix UC Clients as a SIP Extension, configure their settings at Location 1,
Location 2 and Location 3.

If you want to use the IM functionality in the MATRIX VARTA ADR100/AMP100, you must configure it at

o Location-1 only.

¢ Click Location 1.

SIP Extension Settings
SIP Extension 1 -

General Parameters Location-1 Location-2

SIP Extension - 1
Use SIP Extension
Name

SIPID
Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone}

Location-3

(]

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+ Minimum length must be & characters.

# Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.

» Allowed characters are 0-9, a-z, A-Z, all special characters except %, = #, + &\, <, = ",

space.

Call Appearances

Call Waiting Tone (for SPARSH VFZ48NP3100VPS10)

0z -

Beep Once

Call Traffic

" and
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* The settings of the phone at Location 1 appear.

SIP Extension Settings
SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension - 1

Location-1

Enable Device O

Location Name

Device Type WATRD WARTA ADR100/AKMP100 -
Device ID

Internal Registrar Server Address Use WaN Port IP Address -
External Registrar Server Address Use WaAN Port IP Address -
Display Language Engligh -

Note: Please assign license to this SIP Extension from "WARTA License Management™ page for
working of Client.

Transport Mode and SRTP
Trangport Mode TCP =

Enable SRTP? 0

Select the Enable Device check box. Default: Disabled.

» Enter the Location Name for the phone to identify the phone. Location name may be the place where the
phone is located (e.g.: Head office, branch, residence). The Location Name may consist of 18 characters
(maximum). Default: Blank.

+ Select MATRIX VARTA ADR100/AMP100 (for the Android/iPhone Application) as the Device Type at this
location. Make sure you assign the desired license to this SIP extension. For details, see “VARTA License
Management”.

+  Enter the MAC Address/IMEI®2/ESN Number of the phone/tablet on which you have installed the
application.

If you are using an iPhone, enter the Device ID here. Default: blank.

PRASAR UCS validates the phone/tablet on which you have installed the application on the basis of the
IMEI/ESN Number or Device ID, and provides configuration on validation.

As PRASAR UCS allows registration of the SIP Extension from three different locations, it identifies the
SIP Extension in each location by the programmed IMEI/ESN Number/Device ID.

+ Select the appropriate Internal Registrar Server Address to register the application with the SIP
Registrar of PRASAR UCS within a private network. Select the appropriate option as per your installation
scenario:

52.  IMEI Number is the unique identification number of the GSM engine used in the Mobile handset.
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+ If you want the application to register using the WAN network, select Use WAN Port IP Address as the
Internal Registrar Server Address.

+ If you want the application to register using the LAN network, select Use LAN Port IP Address as
Registrar Server Address.

« If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Internal Registrar Server Address.

By default, Use WAN Port IP Address is selected as the Internal Registrar Server Address.

+ Select the appropriate External Registrar Server Address to register the application with the SIP
Registrar of PRASAR UCS from a public network. Select the option according to your installation scenario:

+ If you want the application to register using the WAN network, select Use WAN Port IP Address as
External Registrar Server Address.

» If the application is connected in the Public Network and PRASAR UCS is located behind a Router, or
behind a NAT Router and STUN is programmed, select Use Router/STUN's IP Address as External

Registrar Server Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details, see “Configuring Network Parameters”.

+ If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
External Registrar Server Address.

By default, Use WAN Port IP Address is selected as the External Registrar Server Address.

Transport Mode and SRTP

+ Select the protocol to be used to transport the SIP messages. You can select the Transport Mode as TCP
or TLS.

o » Ifyou select TCP, make sure the SIP Over TCP check box is selected in VolP Parameters.
« If you select TLS, make sure the SIP Over TLS check box is selected in VoIP Parameters.

For secure conversations over SIP, select the Enable SRTP? check box. The SIP messages will be
transported over SRTP only.

The application supports RTP Relay. For detailed description, see “Configuring VolP Parameters”.
RTP Port
* Define RTP Port:
* RTP Listening Port: This is the port on which the phone listens for RTP packets over UDP. This port is

also used as the source port for sending RTP packets to the remote peer. The valid range for this port
is 1025-65278. Default: 8000.
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Quality of Service

+ Set the Quality of Service (QoS) for SIP signaling:

» SIP DiffServe/ToS: The system sends all the SIP signaling messages with this QoS setting. This field
defines the priority bits for SIP messages. The Valid DiffServe range is from 00-63, default: 26.

+ Voice DiffServe/ToS: The system sends all the Voice packets with this QoS setting. This field defines
the priority bits for Voice packet. It also improves the voice quality. The Valid DiffServe range is from 00-
63, default: 46.

* Video DiffServe/ToS: The system sends all the Video packets with this QoS setting. This field defines
the priority bits for Video packet. It also improves the video quality.The Valid DiffServe range is from 00-

63, default: 46.

Configure any decimal value as per your requirement from the table mentioned below:

DSCP <=> IP Precedence Conversion Table
DSCP Name DS Field Binary | Value Decimal | IP Precedence

CSy 000 000 0 0
CS; 001 000 8 1
AF 4 001010 10 1
AF 4o 001 100 12 1
AF 43 001 110 14 1
CS, 010 000 16 2
AF54 010 010 18 2
AFy, 010 100 20 2
AF 53 010 110 22 2
CS; 011 000 24 2
AF34 011 010 26 3
AF3, 011 100 28 3
AF33 011 110 30 3
CS, 100 000 32 4
AF 44 100 010 34 4
AF 4o 100 100 36 4
AF43 100 110 38 4
CSs 101 000 40 5
EF 101 110 46 5
CSg 110 000 48 6
CS; 111 000 56 7

Matrix PRASAR UCS System Manual 267



Timers

DSCP <=> IP Precedence Conversion Table

DSCP Name DS Field Binary | Value Decimal | IP Precedence

CS Class Selector (RFCo474)

AFxy Assure Forwarding (x=class, y=drop precedence) (RFCy597)

EF Expedited Forwarding (RFC304¢)

+ Set the following Timers to the desired value, where required:

SIP INVITE Timer (sec): This is the time in seconds that the phone waits for a response from the
called party after sending INVITE message. This timer starts after sending INVITE message to the
called party and stops on receipt of the provisional response or the final response or when the user
disconnects the call. On expiry of the timer, the phone terminates the call process and gives an error
tone to the user. The range of the SIP INVITE TIMER is 10-180 seconds. Default: 30 seconds.

SIP Provisional Timer (sec): This is the time in seconds that the phone waits for final response after
receiving the provisional response from the called party. This timer starts on the receipt of the
provisional response from the called party and stops on receipt of the final response from the called
party or when the user disconnects the call. On expiry of the timer, the IP phone terminates the call
process and gives error tone to the user. The range of SIP Provisional Timer is 10-180 seconds.
Default: 60 seconds.

General Request Timer (sec): This is the time in seconds for which the phone waits for response of a
transaction request. This timer starts on initiating a transaction. This timer stops on receipt of a
response for the request. On expiry of the timer, the phone clears the transaction. This timer is used for
Registration request, etc. The range of the General Request Timer is 10-60 seconds. Default: 20
seconds.

+ Click Submit to save settings.

+ If you have completed the configuration at Location 1, follow the same steps as described above to
configure the application at Location 2 and Location 3.

However, if you want to replicate the configuration of the MATRIX VARTA ADR100/AMP100 Settings same
as Location 1 to Location 2 and Location 3, you can use the Copy button present at the bottom of the
page. To know more, refer to “Copy Parameter Values”.

% If you wish to Copy only the configurations from a location to all other locations where the same IP Phone
is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.

When you change any of the parameters listed below in the SIP Extension at Location 1, 2, 3, the phone
will go in Auto Configuration mode automatically, if registered:

Use SIP Extension
SIP ID

268

Matrix PRASAR UCS System Manual



Name

Authentication ID

Authentication Password

Internal Registrar Server Address

External Registrar Server Address

MAC Address/IMEI/ESN Number

Enable Matrix Extended Phone Mode

Extended Phone Type

Transport Mode

Enable SRTP

QoS

SIP/RTP Ports

SIP Timers

Class of Service

Trunk Access Code

The SE Password of PRASAR UCS is changed
Specific parameters in Network Port parameters are changed
Specific parameters in VolP Parameters are changed
You restart the System

Set the System to Default

Viewing SIP Extension Status

You can view the Status of SIP Extension using Jeeves. To do this,

owm

Login as System Engineer.

Under Configuration, click VolP Configuration.

Click SIP Extension Status.

AT

VM S Configuration 4

“  SIP Extension Status

VolP Configuration -

T

T

T

+

+

+

+

+

(] ) ] ) ] [+

+

\olP Parameters

SIP Extension Settings
WVARTA License
Management

Device Management

SIP Extension General
Parameters

Auto Sign-In Parameters
Third Party IP-Phone
General Parameters
Black List IP Address - SIP
Extensions

SIP Trunk Parameters
SIP Hardware Template
SIP Gain Settings

Digest Authentication
Peer to Peer Table
Debug

SIP Trunk Status.

SIP Extension Status

Maintenance

Status

m

SIP Extension

Name

SIP 1D

Auto Sign-In Email

Status

Not Registered

Not Registered

Not Registered

Not Registered

tn

Not Registered

Not Registered

Not Registered

L1

The SIP Extension Status page will open and display the following for each SIP Extension,

« SIP Extension number

m
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Name of the SIP extension

SIP ID assigned to the SIP Extension

Auto Sign-In Email; whether the mail is sent, failed or sending.

REGISTRATION status; whether the SIP Extension is registered or not.

Contact 1 (for MATRIX VARTA AMP100/ADR100))

When the device is Registered - It will display the SIP ID, IP Address and Port and the
Registration Expiry Timer. If there is a router in between it also displays the IP Address of the

Network layer.

When the device is in the Background - It will display Active and the time remaining for the expiry
of the VARTA Client Inactivity Timer.

When Unregistered - The existing details will be cleared and it will be blank.

To know more, refer “Apple Push Notification Service Support” or “Firebase Cloud Messaging
(FCM) Support”.

Contact 2 - same as above.

Contact 3 - same as above.

You can also view the SIP Extension Status from the Status link. To view, click the SIP Extension link
under Status.
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Configuring SIP Extensions using Bulk Configuration

In today’s competitive world, time is an important asset for all the modern organizations. So, most of the
organizations demand for a system that accomplish most of its functionality at a click of a button. As, we know,

PRASAR UCS supports 210053 extensions and configuring these extensions one by one may be tedious and time
consuming. So, to overcome this concern of the organizations, PRASAR UCS supports Bulk configuration.

Bulk configuration allows you to configure a large number of SIP Extensions by simply uploading a CSV File in the
Server. Once the CSV File is uploaded, the extensions listed in the file are configured in the server.

You can also configure extensions one-by-one, to know more, refer to “Configuring SIP Extension Settings as per
the Extended Phone Type”.

How to works

» Firstly, you need to download the CSV Generator Template from Jeeves. To know more, refer to
“Download ing the CSV Generator Template”.

« Secondly, customize the CSV Generator Template as per your requirement. To know how to customize the
template, refer to “Preparing the CSV Generator Template”.

» After you have prepared the Template, you need to generate the CSV File. To know more, refer to
“Generating CSV File”. After generating the file, you must export the file. To know how to export the file,

refer to “Exporting the CSV File”.

* Once the CSV file is exported, now you need to upload the file. To know how to upload the CSV File, refer
to “Uploading the CSV File”. The Extensions listed in the CSV File are configured in the Server.

Before configuring the extensions using Bulk Configuration, make sure Microsoft Excel is installed on your
PC.

How to configure

Downloading the CSV Generator Template

* Login as System Engineer.

* Under VoIP Configuration, click Bulk configuration.

VolP Configuration - “  Bulk Configuration

+| WolP Parameters
" Create Extensions and Devices in Bulk No file selected.

i+ Bulk Configuration

+| SIP Extension Settings
+| WARTA License Download C3V Generator

Management
+| Device Management
+| SIP Extension General
Parameiers

53. PRASAR UCS SME Application supports 250 SIP Extensions.
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» Click Download CSV Generator button to

+ The CSV_Generator.xlsm window opens.

download the CSV Generator Template.

Opening C5V_Generator.xdsm

You have chosen to cpen:

(=))] CSV_Generator.xlsm

from: https://192.168.105.222
What should Firefox do with this file?

which is: Microsoft Excel Macro-Enabled Worksheet (1.7 MEB)

) Openwith | Microsoft Excel (default)

@ i Save File

[C] Do this automatically for files like this from now on.

oK

| [ cancel

* You can either open the CSV Generator Te
disk.

mplate or save the Template to a desired location on the local

o » The above window display depends upon the browser you are using. Check the Download Settings of

your browser and set the Download pat
OR

h accordingly.

» If your browser does not ask you for the location you want to save your file, it saves it in the default
location according to the download path specified for that browser.

Preparing the CSV Generator Template

After downloading the CSV Generator Template, yo

u can now customize the template as per your requirement.

The parameters listed in the CSV Generator Template are explained below in detail:

Parameters Description

Start Extension Number
Fore

Enter the Extension Number for the first extension.

system will start creating the extensions with 5001 as the first
extension number followed by 5002, 5003.....for other extensions.

xample: If you configure Start Extension Number as 5001, the

Total Extensions

Enter the total number of extensions you want to configure.

For example: You want to configure 100 extensions, then enter 100
as the Total Extensions.
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Parameters Description
Enter the software port number from where you want to configure
the first extension.

Start S/W Port No.

For example: You want to configure the extensions from software
port number 1, then enter 1 as the software port number.

Use SIP Extension

Select Yes to enable the SIP extensions. If you select No, the SIP
extensions will not get registered with the server.

SIP Hardware Template

Enter the template number of the SIP Hardware Template you want
to assign to the extensions. By default, the SIP Hardware Template
number 01 is assigned.

The SIP Hardware Template contains voice quality related features
such as Voice Codec selection, Tx and Rx Gains, Echo
Cancellation, Jitter Buffer and related parameters.

Check if the values in this template fulfills the requirements of the
extensions. If the Template number 01 fulfills the feature
requirements, retain the Template number 01.

If a different set of SIP hardware features are to be allowed to the
extensions, then prepare another template and enter that template
number in this field.

To know how to customize the template, refer to “SIP Hardware
Template”.

Station Basic Feature Template

Enter the template number of the Station Basic Feature Template
you want to assign to the extensions. By default, Station Basic
Feature Template number 01 is assigned.

The Station Basic Feature Template has a set of features like Time
Table, Class of Service, Toll Control, Operator,

Storage of Incoming and Outgoing Calls, Outgoing Trunk Bundle
groups.

Check if the values in this template fulfills the requirements of the
extensions. If the Template number 01 fulfills the feature
requirements, retain the Template number 01.

If a different set of features are to be allowed to the extensions,
then prepare another template and enter that template number in
this field.

To know how to customize the template, refer to “Station Basic
Feature Template”.
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Parameters

Description

Station Advanced Feature Template

Enter the template number of the Station Advanced Feature
Template you want to assign to the extensions. By default, Station
Advanced Feature Template number 01 is assigned.

The Station Advanced Feature Template has a set of advanced
features for the extensions such as such as Alarm Notification
settings, Routing of Incoming Auto Attendant Calls, Call Duration
Control, Floor Service and related parameters.

Check if the values in this template fulfills the requirements of the
extensions. If the Template number 01 fulfills the feature
requirements, retain the Template number 01.

If a different set of features are to be allowed to the extensions,
then prepare another template and enter that template number in
this field.

To know how to customize the template, refer to “Station Advanced
Feature Template”.

Call Pickup Group

Enter the Call Pickup Group number you want to assign to the
extensions. By default, Call Pickup Group number 1 is assigned.

Call Pick Up allows the extension user to 'pick up' (answer) calls
ringing on any other extension, by dialing a feature code, without
physically going to the ringing extension. It also allow incoming
calls for the extension to be answered by the other extensions
assigned the same Call Pick-Up group.

For this to work, both the ringing extension and the extension
picking up the call must be in the same 'Call Pick Up Group’.

Refer “Call Pick Up” for instructions on how to create groups.

Select the Station Type — Administration/ Guest you want to

Station Type assign to the extensions.
Select the Priority level for the extensions from 1 to 9. By default, 5-
Normal is selected as the Priority level.

Priority Each extension is assigned a Priority Level starting from 1,2, 3....to

9, with '1" being the lowest Priority and '9' being the highest Priority.

To know more about the feature, refer to “Priority”.

You can connect/ register three Matrix Extended IP Phones / UC clients/ Standard SIP Phones at three different

location as a single SIP extension. You can register the same or different types of Extended IP Phones/ UC clients/

Standard SIP Phones — at each location.

For Example: You can configure SPARSH VP330 at Location 1, 2 and 3. If you want to use more than one
SPARSH VP330 Extended IP Phones as a SIP Extension, configure their settings at Location 1, Location 2 and

Location 3.

For Auto Provisioning, you must configure the Standard SIP phones at Location1 only. To know more, refer to

“Configuring Standard SIP Phones”.
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Location 1

Description

Enable Device

Select Yes to enable the SIP extension.

Device Type

Select the desired Device Type for location 1.

Registrar Server Address

Select the appropriate Registrar Server Address to register the
Extended IP Phones/ VARTA WIN200/ Standard SIP Phones with the
SIP Registrar of PRASAR UCS, according to your installation scenario.

If extensions are connected on the WAN network, select Use WAN
Port IP Address as the Registrar Server IP Address.

If extensions are connected on the LAN network, select Use LAN Port
IP Address as the Registrar Server |IP Address.

If extensions are connected in the Global Network and PRASAR UCS is
located behind a Router, or behind a NAT Router and STUN is
configured, select Use Router/STUN's IP Address as the Registrar
Server IP Address. Make sure you configure either the Router’s Public
IP Address or Simple Traversal of UDPs through NATs (STUN) in
Network Parameters. For details, see “Configuring Network
Parameters”.

If Dynamic DNS is configured in the Network Parameters, select Use
Dynamic DNS Host Name as the Registrar Server IP Address.

By default, Use WAN Port IP Address is selected as the Registrar
Server IP Address.

Internal Registrar Server
Address

Select the appropriate Internal Registrar Server Address to register the
UC clients (VARTA ADR100/ VARTA AMP100) with the SIP Registrar
of PRASAR UCS within a private network.

Select the appropriate option as per your installation scenario:

If you want the UC clients to register using the WAN network, select
Use WAN Port IP Address as the Internal Registrar Server Address.

If you want the UC clients to register using the LAN network, select Use
LAN Port IP Address as the Internal Registrar Server Address.

If Dynamic DNS is configured in the Network Parameters, select Use
Dynamic DNS Host Name as the Internal Registrar Server Address.

By default, Use WAN Port IP Address is selected as the Internal
Registrar Server Address.
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Location 1 Description

Select the appropriate External Registrar Server Address to register the
UC clients (VARTA ADR100/ VARTA AMP100) with the SIP Registrar
of PRASAR UCS from a public network.

Select the option according to your installation scenario:

If you want the UC clients to register using the WAN network, select
Use WAN Port IP Address as the External Registrar Server Address.

If the UC clients is connected in the Public Network and PRASAR UCS
External Registrar Server is located behind a Router, or behind a NAT Router and STUN is
Address configured, select Use Router/STUN's IP Address as External
Registrar Server Address. Make sure you configure either the Router’s
Public IP Address or Simple Traversal of UDPs through NATs (STUN)
in Network Parameters. For details, see “Configuring Network
Parameters”.

If Dynamic DNS is configured in the Network Parameters, select Use
Dynamic DNS Host Name as the External Registrar Server Address.

By default, Use WAN Port IP Address is selected as the External
Registrar Server Address.

Similarly, you can configure the parameters listed in Location 2 and 3 as per your requirement.

Generating CSV File

After you have configured the required parameters in the CSV Generator Template, you can now generate the CSV
File. To do so,

» Click the Generate csv button present at the bottom of the CSV Generator Template.

» A pop window opens specifying the number of extensions that are created successfully.

Microsoft Excel ﬁ

[0] 100 Extensions created successfully.

+ Click OK.
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* The CSV File will be generated.

[ B C u] E F G H | J
i
= Save CSV File
3

Extension |S5iW Port| Use S_IF' Name | Email ID

4 b Extension
5 E0o1 1 Ma uz![WJEE 1 1 1
g Sooz 2 Ma difiZ6allL 1 1 1
7 Soo3 3 Mo wRC TN 1 1 1
g 5004 a4 Mo 1.glvEil 1 1 1
g 5005 5 Ma OGNS 2rq 1 1 1
1] =008 & Mo £ Or3i-4 1 1 1
1 Soov T Mo [el5GTRO 1 1 1
1z S00g g Mo T-cLhlIa 1 1 1

You can now modify the generated CSV File by adding the following details for each and every extension
in the file as per your requirement.

+ Name: Enter the name for the extensions listed in the file. The name you enter here will be displayed
as the Caller ID of the extensions on the remote user’s phone, when the extension user makes calls.

It can be the name of the person who will use the extension or the name of a Department. You can
configure a name of a maximum of 18 alphanumeric characters.

« Email ID: Enter the email address for the extensions listed in the file. The Email ID you enter here will
be used to send the auto-sign email in Mobile UC clients — VARTA ADR100 and VARTA AMP100
applications. Refer “Auto Sign-In Parameters”, to know more. The Email ID is also used for various
server features.

You can configure an Email ID of a maximum of 64 characters.

* Mobile Number: Enter the mobile number for the extensions listed in the file, if required. The mobile
number can be a maximum of 16 digits.

+ Location Name: Enter the location for the extension so as to identify the extension. Location Name
may be the place where the extension is located (e.g: 2nd Floor/ Desk number -8, Head office, Branch
office, residence).

The Location Name may consist of 18 characters (maximum).

« MAC Address / Device ID: Enter the MAC Address / Device ID of the extensions.

Similarly you can configure Location Name and MAC Address / Device ID in location 2 and location 3, if
required.

You can also modify the CSV File by editing or deleting the values of the parameters as per your
requirement.
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o .

Authentication ID is used by the system for user authentication of the SIP messages received from the
extensions. This parameter is not listed in the CSV File and is automatically configured by the system
in the SIP Extension Settings Page, when you upload the CSV File. The system will configure the
Authentication ID same as the Extension Number configured in the CSV File for the extensions.

You can change the Authentication ID, if required. The Authentication ID must be unique for each SIP
extension. It may be a string of maximum 6 alphanumeric characters. All ASCII characters except < >
and “ (double quote) are allowed.

Corresponding to the Authentication ID, the system generates a random Authentication Password
and assign to all the extensions listed in th CSV File. You can edit the authentication password for the
extensions, if required. Make sure you note down or copy the Authentication Password in a confidential
file.

All the other parameters that are not listed in the CSV File but are present in the SIP Extension Settings
Page will contain its default value. You can modify the values of these parameters, after the extensions
are configured in the system. You can also use the copy button present at the bottom of the SIP
Extension Settings Page to replicate the changes made in the configuration of an extension to all the
other extensions configured in the system. To know more, refer to “Copy Parameter Values”.

Exporting the CSV File

After modifying the CSV File, you can now export the file. To do so,

Extension |Si'W Port| Use SIP

5001
SO0z
S003
o004
5005
S006
S007
S005

Save CEV File

Name | Email ID

b Extension
1 Ma uz![\\EE 1 1 1
2 Ma di2Gall 1 1 1
3 Ma wRCT3In 1 1 1
4 Mo 1.glvGil 1 1 1
5 Ma OCWS"Zrq 1 1 1
=3 Ma ' Ol -4 1 1 1
T Mo [=1BGTRE 1 1 1
g Ma T-cLhMIS 1 1 1

» Click the Save CSV File button present at the top of the CSV File.

* The CSV File with the name format CSV-Exported-File-DD-Mmm-YYYY HH-MM-SS, where DD-Mmm-
YYYY signifies the current date and HH-MM-SS signifies the current time, will be exported on your
desktop.
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Uploading the CSV File

After you have exported the CSV File, you now have to upload the CSV File to create the extensions. To do so,
* Login as System Engineer.

* Under VolIP Configuration, click Bulk configuration.

WolP Configuration T “  Bulk Configuration
+| VolP Parameters

: Create Extensions and Devices in Bulk -
i +| Bulk Configuration No file selected.

SIP Extenszion Settings
WVARTA License m Download CSY Generator
Management

+| Device Management

SIP Extenszion General

Parameters

+

+

+

* Click the Browse button to select the CSV File from the local disk on the computer.

@ File Upload S5
Organize = Mew folder
30 Favorites , p  File folder
k| PDF
B Desktop E:_ File folder
Release
r File folder
B Tasks
{i Filefolder il
7l CSV-Exported-File-10-5ep-2019 £
I&I 16-12-50 M
/| Microsoft Excel Comma Separate... -
File name: CSV-Exported-File-10-5ep-2019 16-12-50 v |Mosw VI
| Open IV| [ Cancel ]

» After selecting the required CSV File, click Open.

The system displays the name of the CSV File.

IBu Ik Configuration

Create Extensions and Devices in Bulk CSV-Exported-File-10-56p-2019 16-12-50 csv

Download CSV Generator

* Click Submit to upload the CSV File.
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After you upload the CSV File, the following statuses will be displayed:
» Successful: The total number of extensions that are successful configured in the server.

» Failed: The total number of extensions that are not configured in the server. The list of extensions
that are not configured are also displayed.

» Consider extension 5001 is already configured at a particular location in the system, say location 1 of

o S/W Port No 1. Another extension 5002 with different set of configuration is listed at the same location,

that is, location 1 of S/W Port No 1 in the CSV File, then in this case, when the CSV file is uploaded, the
configuration of the extension 5001 will be overwritten with the configuration of the extension 5002.

* In case, you keep the Extension Number for any extension listed in the CSV File as blank, then, the
system will not create this extension. Moreover, the system will consider it as an end of the list and any
extension/s listed after this blank Extension Number will not be created.

» The total number of extensions the system creates will depend on the number of extensions configured
in System Pre-requisites. For an instance, if you have configured 100 as the SIP Extensions in
System Pre-requisites and upload a CSV File with a configuration of 500 extensions, then the system
will create only the first 100 extensions.

* Make sure the SIP ID and MAC/ Device ID is unique for all the extensions configured in the system. In
case, the SIP ID or MAC /Device ID listed in the CSV File conflicts with the SIP ID or MAC /Device ID of
an extension already configured in the system, then in this case, the extension with the duplicate SIP
ID or MAC/ Device ID will not be created.

* It may take about 3 minutes to create all the 2100 extensions in the system.

» The system will not create an extension listed in the CSV File, if the Extension Number configured for
this extension in the CSV File matches with any of the access codes configured in the system. To know
the access codes that are configured in the system, refer to “Access Codes”.

» Make sure you do not leave the mandatory parameters listed in the CSV Generator Template as blank,
otherwise the system will not create these extensions. All the parameters listed in the CSV Generator
Template are mandatory for creating the extensions.

To configure rest of the parameters which are not mentioned in the CSV File, refer to “Configuring SIP Extension
Settings as per the Extended Phone Type”.

Copy Parameter Values

Once you have created the extensions, you can now configure the parameters which are not mentioned in the CSV
File as per your requirement.

After you have configured the required parameters for an extension, you can now copy the configuration of this
extension to all the other extensions by simply using the Copy button present at the bottom of the SIP Extension
Settings page.

For an instance, you can configure the parameters like DSS Key Settings, Quality of Service (QoS) for an extension
and copy the configuration of this extension to other extensions. To do so,
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* Click Copy.

SIP Extension Settings

Authentication Password

HTTP Authentication Passward (Third Party IP-Phone)

SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3
SIP Extension - 1

Use SIP Extension

Name Jessica
SIPID 5001
Authentication 1D 5001

* The Copy page opens in another tab.

[ selectan
|:| Call Appearances

[[] Authentication
INV/ITE Reguest
SUBSCRIBE Request

|:| Subscription
Shared Call Appearance Subscription
Woice Mail Subscription
Busy Lamp Field Subscription

Presence Subscription

[ can Waiting Tone (for SPARSH WVP248NPI10VPS10)

Please select the properties which you want to copy to another extensions:

0z

Beep Once

» Select the check boxes against the parameters you want to copy to other extensions. If you want to copy

all the parameters to the other extensions, select the check box Select All.

% If you wish to Copy only the configurations from a location to all other locations where the same IP Phone

is connected, make sure you only clear the Device Type check box.

If you wish to copy the Device Type as well as all the configurations from a location to all the SIP
Extensions, make sure all the check boxes are selected.
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* Click Next. The Select Extensions window opens.

ISeIec‘l Extensions:
Copy from 5045

B

5002 =
5003

5005 >
5006

5007

5000

5010

5016

5017

5020

. .

« The number and/or name of the current extension is displayed in Copy from.
The extensions to which you can copy the current extension settings are displayed on the left side box
arranged sequentially in the increasing order.

* To select a extension from the List,

+ Select the desired extension and click > button. The selected extension will appear on the right side
box.

¢ To select multiple extensions from the List,

+ Select the desired extensions and click > button. The selected extensions will appear on the right
side box.

* To select all the extensions from the List,

» Click >> button. All the extensions will appear on the right side box.
You can also de-select the selected extensions, if required.
* To de-select a extension from the List,

+ Select the desired extension and click < button. The selected extension will appear on the left side
box.

¢ To de-select multiple extensions from the List,

» Select the desired extensions and click < button. The selected extensions will appear on the left
side box.

* To select all the extensions from the List,
* Click << button. All the extensions will appear on the left side box.

+ Click Submit. The settings of the current extension is copied to all the selected extensions.
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Auto Sign-In Parameters

The system supports automatic configuration and registration of Mobile Clients — VARTA ADR100, VARTA
AMP100 applications with the Server using Auto Sign-In.

Auto Sign-In enables Mobile Clients — VARTA ADR100, VARTA AMP100 applications — to configure and register
with the server automatically at a click of a button.

For this you must:
» Configure the Auto Sign-In Parameters. For details, refer “Configuring Auto Sign-In Parameters”
« Configure the General Parameters in SIP Extensions Settings. For details, refer “Configuring SIP
Extension Settings using Jeeves”
+ Make sure you send the Auto Sign-In Configuration Mail. For details, refer “Configuring SIP Extension

Settings using Jeeves”

You can also view the status of Auto Sign-In Email in “Viewing SIP Extension Status”.

How it Works

After you configure the required Auto Sign-In parameters and have sent the Auto Sign-In Mail to the Mobile Client
users, they need to follow the instructions given below:

» The Auto Sign-In mail has an attachment that contains the necessary configuration details. The Mobile
Client user must open the attachment in the Auto Sign-In mail using the VARTA ADR100 or VARTA
AMP100 application. For more information refer to the respective User Guides.

» The Server will receive the request and process it. The client will get configured and registered
automatically at any free Location 1, 2 or 3 in SIP Extension Settings. If none of the Locations are free the

request will not be served.

* You can check the Registration status in “Viewing SIP Extension Status”.

Configuring Auto Sign-In Parameters

The information you configure in Auto Sign-In Parameters will be sent in the mail to the Mobile Client user, when
you click the Send Auto Sign-In Configuration Mail button.

* Log into Jeeves as System Engineer.

» Under Configuration, click VoIP Configuration.
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* Click Auto Sign-In Parameters.

Management “*  Auto Sign-in Parameters

+| Device Management 1

*| 3IP Extenzion General Internal Server Address WAN Port IP Address -
Parameters

+| Auto Sign-n External Server Address WAN Port IP Address -
Parameters SMTP Account Mone -

+| Third Party IP-Phone I}

General Parameters

, : L Address -5
Extenzions

+| SIP Trunk Parameters
+| SMS over IP Settings
+| SIP Hardware Template

m

SIP Gain Settings

+ Select the appropriate Internal Server Address to register the application with the SIP Registrar of
PRASAR UCS within a private network. Select the appropriate option as per your installation scenario:

+ If you want the application to register using the WAN network, select Use WAN Port IP Address as the
Internal Server Address.

+ If you want the application to register using the LAN network, select Use LAN Port IP Address as
Internal Server Address.

+ If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
Internal Server Address.

+ If you do not want to configure the Internal Server Address, select Don’t Send.
By default, Use WAN Port IP Address is selected as the Internal Server Address.

» Select the appropriate External Server Address to register the application with the SIP Registrar of
PRASAR UCS from a public network. Select the option according to your installation scenario:

« If you want the application to register using the WAN network, select Use WAN Port IP Address as
External Server Address.

+ If the application is connected in the Public Network and PRASAR UCS is located behind a Router, or
behind a NAT Router and STUN is programmed, select Use Router/STUN's IP Address as External

Server Address.

Make sure you configure either the Router’s Public IP Address or Simple Traversal of UDPs
through NATs (STUN) in Network Parameters. For details, see “Configuring Network Parameters”.

+ If Dynamic DNS is configured in the Network Parameters, select Use Dynamic DNS Host Name as
External Server Address.

+ If you do not want to configure the External Server Address, select Don’t Send.

By default, Use WAN Port IP Address is selected as the External Server Address.
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+  Select the SMTP Account®* through which you want the email to be sent.

If you select Don’t Send in both Internal as well as External Server Address, the server will send the Auto
Sign-In mail but the VARTA Mobile Clients will not get registered.

54.  Make sure that the SMTP settings are configured correctly.For more information, refer “SMTP Settings”.
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VARTA License Management

To view the VARTA License Status and to assign licenses to SIP Extensions,
* Login as System Engineer.

* Under Configuration, click VolP Configuration.

Click VARTA License Management.

Tsn'_plstss ) “  VARTA License Management
+| Station Basic Features
Templates License Type Total Available Licenses |Total Used Licenses
Station Message Detail 4
Recording WARTA Essential o o
+| SMTP Settings WARTA Professional 0 0
System Log ' VARTA Collaboration 0 0

+| System Parameters
+| System Preregquisites
+] System Timers and Counts VARTA License Assignment

+| Time Table | VARTA Essenti Ly i eagj Ly A i
Anoby Fi JARTA Essential #| VARTA Professional #| VARTA Cellaboration
+| Trunk Features Templates IEFEE

+| Wirtual Extensions

VMS Configuration ! SIP Extension Name SIP 1D Assigned License
VolP Configuration -
+] WioIP Parameters 1 4001 4001 Mone v SR
+| SIP Extension Settings 2 4002 4002 None v Sp
+| VARTA License
Management 3 Do3 Do3 None v Sh
+| Device Management 4 4004 4004 None v S
+| SIP Extension General
Parameters 5 Dos Dos None v Sh

+

Third Party |P-Phone
General Parameters
Black List IP Address - SIP

Cxdensinns

+

VARTA License Management

The following information will be displayed for the license you activated (VARTA Essential/Professional/
Collaboration).

* License Type: This displays the name of the licenses — Essential, Professional or Collaboration.
« Total Available Licenses: This displays the total number of licenses activated.

+ Total Used Licenses: This displays the total number of VARTA users registered as SIP extensions.

VARTA License Assignment

After registering and configuring MATRIX VARTA WIN200/VARTA ADR100/VARTA AMP100 as a SIP Extension,
you must select the desired license in the Assigned License field below. You can also filter the SIP Extensions as
per the license assigned.

* Apply Filters: By default you can view all the SIP Extensions, as all the filters are enabled.

» Clear the VARTA Essential check box, if you do not want to view the SIP Extensions that are assigned
this license.
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» Clear the VARTA Professional check box, if you do not want to view the SIP Extensions that are

assigned this license.

* Clear the VARTA Collaboration check box, if you do not want to view the SIP Extensions that are

assigned this license.

« Clear the None check box, if you do not want to view the SIP Extensions that are not assigned any

license.

Templates
+| Station Basic Features
Templates
Station Message Detail k
Recording

VARTA License Management

+| SMTP Settings
System Log r

License Type

Total Available Licenses

Total Used Licenses

WARTA Essential

D

WARTA Professional

]

+| System Parameters

+| System Prerequisites

+| System Timers and Counts
+] Time Table

+| Trunk Features Templates
+) Virtual Extensions

VMS Configuration r

VARTA Collaboration

D

VARTA License Assignment

Apply Filtters

¥ WARTA Essential

¥ WARTA Professional

¥ WARTA Collaboration

VolP Configuration -

SIP Extension

Name

SIP 1D

Assigned License

+

+

+

*

*

+

*

olP Parameters 1 4001 4001 Mone A SR
S|P Extension Seftings
VARTA License
Management

Device Management a
SIP Extension General
Parameters

Third Party IP-Phone
General Parameters

EBlack List I[P Address - SIP

Exdensions

[~

4002 4002 MNone A 5P

[

4003 4003 Maone A Sh

4004 4004 MNone

wn

4005 4005 Maone

SIP Extension: This displays the SIP Extension Number with which you can register the VARTA UC
Clients.

Name: This displays the name assigned to the SIP Extension.
SIP ID: This displays the SIP ID assigned to the SIP Extension.
Assigned License: Select the license you wish to assign to the SIP Extension and click Submit.

Location 1, 2, 3: This displays the Device Type selected on the SIP Extension Location 1, 2 and 3.
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Configuring Standard SIP Phones

You can connect any of the following as SIP Extensions of PRASAR UCS:

Matrix SPARSH VP248

Matrix SPARSH VP110

Matrix SPARSH VP710

Matrix SPARSH VP210

Matrix SPARSH VP510

Any Standard SIP Phone

Any SIP-enabled device including PC based Soft-phone
Analog Phone Adapter

For detailed product information and operational instructions, refer to the product documentation supplied
with the Standard SIP Phone/device.

PRASAR UCS supports two separate methods of Provisioning the Standard SIP Phones. These two methods are:

Manual Provisioning: In Manual Provisioning, the user must configure the required parameters of the
Standard SIP Phone manually. So, it is not a simple plug-and-play solution for mass deployment, as it
requires intervention of authorized technical personnel for phone configuration. To configure Standard SIP
Phones using this method, see “Configuring Standard SIP Phones using Manual Provisioning”.

Auto Provisioning: In Auto Provisioning, the Standard SIP Phone gets configured automatically by
retrieving the required configuration file from PRASAR UCS. The configuration file contains pre-
programmed values of necessary parameters required by the Standard SIP Phone. Thus, it eliminates the
necessity of manually configuring the Standard SIP Phone parameters. When the Standard SIP Phone
starts, it then gets configured automatically. Here, PRASAR UCS acts as the Auto Provisioning Server by
providing the configuration file to the Standard SIP Phones. Auto Provisioning enables mass deployment
of Standard SIP Phones and provides a plug-and-play solution for them. To configure Standard SIP
Phones using this method, see “Configuring Standard SIP Phones using Auto Provisioning”.

» Auto Provisioning for SPARSH VP210 /SPARSH VP510 and Third Party SIP Phones is supported
through the HTTP Port as well as HTTPS Port. For other Matrix SPARSH Phones it is supported
through HTTP Port only.

» For Auto Provisioning, you must configure the Standard SIP phones at Location1 only.

» If the configurations are fetched once using Auto Provisioning and later parameters are updated at
Location 1, make sure you click Sync Now or Reconfigure Now to update the configurations. For
details refer to “SIP Extension”.

* You will have to manually configure the Standard SIP phones at Location 2 and 3. After doing so, the
Standard SIP phone will register at the selected location and the location page will be disabled.To
check the registration status, click the SIP Extension Status link.

» If you have already configured the phones at Location 2 and 3 and you upgrade the firmware, the
phones will not function as Auto Provisioning is not supported at these locations. You will have to

configure these phones again manually.

+ PRASAR UCS supports mass deployment of IP Phones. For details refer to “Device Management”.
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To be able to use Standard SIP Phones/Devices as SIP Extensions, you must configure the following:

SIP Extension General Parameters, see “Configuring SIP Extension General Parameters”.
SIP Extension Settings, see “Configuring SIP Extension Settings using Jeeves”.

Standard SIP Authorization Profile, see “Standard SIP Authorization Profile”.

Voice Mail Settings, if you want to provide mailbox to the extensions. See “Extension Voice Mail Settings”.

Configuring SIP Extension Settings using Jeeves

Login as System Engineer.

Under Configuration, click VolP Configuration.

Click SIP Extension Settings.

VMS Configuration 3

VolP Configuration -

+| WolP Parameters

+| Bulk Configuration

| 5IP Extension Settings
+| WARTA License

Management

+| Device Management
+| SIP Extension General

Parameters

+| Standard SIP Authorization

Profile

+| Auto Sign-In Parameters
+| Third Party IP-Phone

General Parameters

+| Black List IP Address - SIP

Extensions

+| SIP Trunk Parameters
+| SIP Hardware Template
+| SIP Gain Settings

+| Digest Authentication
+| Peer to Peer Table

+| Debug

+| 3IP Trunk Status

+| SIP Extension Status

-~

m

SIP Extension Settings
SIP Extension 1 -

General Parameters Location-1 Location-2 Location-3

SIP Extension -1

Use SIP Extension |:|
Name

SIPID

Authentication ID

Authentication Password

HTTP Authentication Password (Third Party IP-Phone)

Note :- Authentication Password and HTTP Authentication Password must follow following reguirements:

+ Minimum length must be § characters.
« Password must include atleast 1 uppercase, 1 lowercase, 1 number and 1 special character.

+ Allowed characters are 0-8, a-z, A-Z, all special characters except %, = #, + &\, =, = " "and
space.
Call Appearances 0z -

Call Waiting Tone (for SPARSH WP243NP3100AP510) Beep Once -

Maintenance
Status

The page of SIP Extension 1 opens.

¥

You may select the SIP Extension number you want to configure.

The parameters of the SIP Extension number you selected will appear on this page.

For PRASAR UCS up to 2100%° SIP Extensions can be registered with the system. PRASAR UCS supports
IPv4 and IPv6 Addresses for registering Standard SIP Phones.

Select the Use SIP Extension check box to enable the SIP extension. Default: disabled.

In Name, enter a name for the SIP Extension, which may be the name of the person who will use the SIP
Extension or the name of a Department. The name you enter here will be displayed as the Caller ID of the
SIP Extension on the remote user's phone, when the SIP Extension user makes calls.

55.

PRASAR UCS SME Application supports 250 SIP Extensions.
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The name may consist of a maximum of 18 alphanumeric characters.

If no name is assigned to the SIP Extension, the system will display the name received in the INVITE
message from the SIP Extension user when making outgoing calls.

Enter the SIP ID for the extension. The SIP ID is necessary for registering the SIP Extension with the
Registrar of the system. It is the number with which you can call the SIP Extension. Any extension user of
the system can call a SIP Extension by dialing the SIP ID assigned to the SIP Extension. SIP ID of each
SIP Extension must be a unique number string of a maximum of 6 digits. Any combination of digits from 0
to 9 and the characters * and # are allowed.

You cannot assign the same SIP ID to more than one SIP extension. However, you can register three
devices at three different locations on the same SIP extension.

By default, SIP ID is Blank.
The SIP ID will be set to default value (blank), when you restore the default settings of the system.

In Authentication ID, enter the number which you want the system to use for user authentication of the
SIP messages received from the SIP Extension. You cannot keep this field blank and it must be unique for
each SIP extension. The number may be a string of maximum 6 digits. All ASCII characters except < > and
“ (double quote) are allowed.Default: Blank.

In Authentication Password, enter the password manually or click Generate to automatically generate a
unique password. This password will be used by the system to authenticate the SIP messages received
from the SIP Extension.

To avoid unauthorized access, we recommend you to change the password regularly. Make sure it is
strong and is kept confidential. When the password is entered manually, the password must:
* be of minimum 6 characters and can be a maximum of 24 characters.
* include atleast one upper-case, one lower-case, one number and one special character.
» all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

To provide additional security, when the Authentication fails 10 times consecutively due to wrong
Authentication ID / Authentication Password, the system will blacklist the IP Address and Port for
registration of this SIP Extension. However, you can remove the IP Address from the Blacklist IP Address
list. See “Black List IP Address - SIP Extensions” for more details. This activity will be logged in the
“System Activity Log” as well as “Simple Network Management Protocol (SNMP)”.

In HTTP Authentication Password (Third Party IP-Phone), enter the password manually or click
Generate to automatically generate a unique password. This password will be used by the system to
authenticate the Standard SIP Phone connected to the system. PRASAR UCS validates the Standard SIP
Phone on the basis of the SIP ID and HTTP Authentication Password (Third Party IP-Phone) and provides
configuration on validation.

To avoid unauthorized access, we recommend you to change the password regularly. Make sure it is
strong and is kept confidential. When the password is entered manually, the password must:

* be of minimum 6 characters and can be a maximum of 24 characters.

* include atleast one upper-case, one lower-case, one number and one special character.
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+ all ASCII characters (except Percentage %, Hash #, Equal to =, Plus +, And &, Backslash \, Less than
<, Greater than >, Apostrophe ’, Double Quote " and Space) are allowed.
Default: Blank.

To provide additional security, when the HTTP Authentication fails 5 times consecutively within 10 minutes
due to wrong Authentication ID / Authentication Password, the system will block the IP Address for
configuration of this Standard SIP Phone. However, you can register again after 10 minutes. This activity
will be logged in the “System Activity Log” as well as “Simple Network Management Protocol (SNMP)”".

You are recommended to note down or copy the Authentication Password and HTTP Authentication
Password in a confidential file.

Make sure, you have configured SIP ID as HTTP User Name and HTTP Authentication Password as
HTTP Password in the Standard SIP Phone.

In Call Appearances, define the maximum number®® of simultaneous calls that the SIP Extension should
be allowed to make/receive. You can set up to 10 call appearances for a SIP Extension. Default: 2.

When Call Appearance is set to 2, the SIP Extension can make/receive 2 calls at a time.

Under Auto Sign-In, enter the Email ID of the extension user you wish to store. The Email ID can be a
maximum of 64 characters. The Email ID is used for various server features.

» Auto Sign-In parameters — Send Configuration Mail and Mail Status, are applicable only for
Mobile Clients — VARTA ADR 100, VARTA AMP100 applications.

» The Send Configuration Mail button will appear only after you have enabled the SIP Extension and
configured the SIP ID, Authentication ID and Password.

Under Authentication, enable Authentication of any or all of the following SIP Message Options by
selecting the respective check boxes:

* INVITE Request

¢ SUBSCRIBE Request

By default, the SIP Message Options INVITE and SUBSCRIBE are enabled.

o Make sure that the Authentication ID for the SIP Extension has been configured.

If you are going to register this SIP Extension with the same SIP ID at more than one location®’, you may
enable the Shared Call Appearance Subscription check box on this SIP Extension. Default: Disabled.

Shared Call Appearance provides notification on call states to all the Standard SIP Phones with the same
SIP ID at different locations. To know more about this feature, see “Shared Call Appearance”.

To provide voice mail facility to the SIP Extension, select the Voice Mail Subscription check box. Default:
disabled.

To allow the SIP Extension to monitor the status of another extension or Trunk, select the Busy Lamp
Field®® Subscription check box. Default: disabled. See “Busy Lamp Field for Trunks” to know more.

56.

57.

The calls that are routed through the system will depend on the number of Vocoder channels available. The channels supported

depends on the license purchased. For details refer to “License Management”.
PRASAR UCS allows you to register SIP Extension with the same SIP ID at three different locations.
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When extension's state is changed from Ringing (early state as defined in BLF) to Mature (confirm state,
as defined in BLF) state, because of implementation of PRASAR UCS, it will send 'Terminate' state while
moving from ringing to mature state. The interpretation of terminate message will vary from terminal to
terminal.

To allow the SIP Extension to view the status of other SIP-en